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Introduction

PURPOSE OF THIS GUIDE

This guide provides instructions on how to configure the to support the MiCollab applications.

COMMUNICATION PLATFORM SUPPORT

All the communication platforms (network elements) must be of the same type on a single

MiCollab or a multi-MiCollab site deployment. You cannot connect MiCollab to a mix of different
network elements (for example, MiVoice 5000 and MiVoice MX-ONE). Also, it is not possible
to change the communications server that is connected to the MiCollab system. The MiCollab
system must be reinstalled and reconfigured to support a different type of communication server.

SUPPORTED MICOLLAB APPLICATIONS

The applications supported by a MiCollab installation are dependent on the following criteria:
« Communications platform

+ Deployment configuration, and

* MiCollab platform

MIVOICE 5000 AND MIVOICE MX-ONE PLATFORMS

The following MiCollab applications are supported:

* MiCollab NuPoint Unified Messaging (not standalone NuPoint Unified Messaging) or Mi-
Collab Advanced Messaging

* MiCollab Client
* MiCollab Audio, Web and Video (AWV) Conferencing

* MiVoice Border Gateway: MiVoice Border Gateway: Refer to the MiVoice Border Gateway
Installation and Maintenance Guide for a table of the supported features.

*  MiVoice for Skype for Business

* Vidyo.

CLIENT STATION SUPPORT

MiCollab clients (for example, MiCollab End User portal, MiCollab System Administrator portal,
MiCollab AWV clients, and so forth) are supported on various operating systems. Refer to the
Engineering Guidelines for details.
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MiVoice Office 400 Integration

OVERVIEW

You can integrate a single MiCollab system with a single MiVoice Office 400 platform to provide
MiCollab applications, such as MiCollab Client, Teleworker, and Audio, Web, and Video to users
who are hosted on the MiVoice Office 400 platform.

For MiCollab integrations with the MiVoice Office 400 system, the administrator performs
user provisioning separately on both MiCollab and on the MiVoice Office 400 system.

Roles and templates with associated UCC licenses are used to define the MiCollab services
for MiCollab users in the Users and Services application.

Licenses and Roles are used to define the services for MiVoice Office 400 users.

The administrator can import a CSV file of users entries from the MiVoice Office 400. The users
can be assigned MiCollab roles in the CSV file and imported into MiCollab using the Bulk User
Provisioning tool.

A typical integration consists of the components shown in Figure 1:

Communications Platform: A single MiVoice Office 400 communications platform or Ad-
vanced Intelligent Network can be integrated with a single MiCollab system.

MiCollab Server: Provides application services (AWV, MBG, and MiCollab Client) to Mi-
Voice Office 400 users and supports MiCollab Client softphones for external users over the
Internet.

- Audio, Web and Video integrates with the MiVoice Office 400 using SIP terminals.

- MiCollab Client softphones are integrated with the MiVoice Office 400 via SIP
terminals. Computer Telephony Integration (CTI) is achieved via a CSTA Proxy in the
MiCollab system.

- MiVoice Border Gateway solution provides a secure communications path for remote
MiCollab Client Softphones to the MiCollab Client Service. The MBG provides support
for MiCollab Client softphones through the implementation of proprietary SIP headers,
SIP feature enhancements, line enhancements, and security enhancements, along
with administrator interface changes for its management.

- MiCollab Client CSTA Proxy: Provides Computer Telephony Integration (CTI)
between the MiVoice Office 400 and MiCollab Client to support telephony features
such as "Click-to-Call" and line state.

Standalone MBG: A standalone MBG server is installed in the Demilitarized Zone (DMZ)
of a customer's existing firewall. The MiCollab MBG application must be clustered with the
standalone MBG.

Firewall: Protects corporate LAN from Internet.

Redirection and Configuration Service (RCS) Server: Provides the configuration data
to MiCollab mobile clients. This is a Mitel server located on the Internet. It sends MiCollab
mobile client users a configuration e-mail that allows the users to download and install the
required configuration files from the redirect server.

Voice mail: The voice messaging application embedded in the MiVoice Office 400 provides
users with voice mail services.
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« SIP Terminals: The Audio, Web and Conferencing application audio channels are
configured in the MiVoice Office 400 Web Admin interface as an internal user group with
standard SIP terminals.

¢ Administration Interfaces: User provisioning must be performed separately on both the
MiVoice Office 400 and on MiCollab. The administrator provisions users on the
- MiVoice Office 400 from the WebAdmin (Expert Mode), and on
- MiCollab from the Users and Services application.

MITEL NETW/ORKS
REDRECT SERVER
DMZ ridy
MBG N DMZ (= |
ok
2 I
| MOBILE CLIENT
l MOBILE CLIENT l

l MOBILE CLIENT

GGG
PHONE pPHOME PHOME ==
‘ | ‘ MICOLLABWEB

LAN T T WAN BASED CLIENTS
| - i

-
| FIREWALL
=]

. MICOLLAB CLENT
e SOFTPHONE

(i 4
I
MiOICE OFFICE 400

WICOLLAB SERVER
INSTALLED IN LAN

MODE - l MOBILE CLENT

YWebAdmin (EXPERT MODE)
MANAGEMENT INTERFACE

Figure 1: MiVoice Office 400 Integration
REQUIREMENTS

* Integration with MiCollab 7.2 or higher is supported with MiVoice Office 400 Release 4.1
or higher.

* MiCollab Client must be configured in Integrated Mode.

CONDITIONS AND LIMITATIONS

» The only supported configuration is a single MiVoice Office 400 or Advanced Integrated
Network (AIN) with a single MiCollab server in the same network.

» Administrators must perform user and services provisioning (for example, adds or deletes)
separately from both MiCollab Users and Services and the MiVoice Office 400 Web Admin.
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The MiCollab End User Portal is supported for MiVoice Office 400 users. It provides them
with access to their user portal and AWV settings. However, a user’s MiVoice Office 400
phones are not displayed in the portal interface.

Voice messaging services are provided by the embedded voice mail application in the
MiVoice Office 400. The NuPoint Unified Messaging application is not a supported for
MiVoice Office 400 integrations.

MiCollab does not provide administrators with the ability to manage MiVoice Office 400
desk phones.

MiCollab Integrated Directory Services does not support a connection to MiVoice Office
400 directory service.

LICENSING

To license the solution, you must apply licenses to both the MiCollab and the MiVoice Office
400. Separate licensing servers are used.

MIVOICE OFFICE 400 LICENSING

License the MiVoice Office 400 system from the Software License Server (SLS). Only MiVoice
Office 400 certified technicians should apply licenses to the MiVoice Office 400.

MICOLLAB LICENSING

You license the MiCollab system through the Application Management Center (AMC). The AMC
is not used to assign licenses that are required on the MiVoice Office 400.

1.

@ N o o 0N

Log into AMC.

Create a customer account.

Register (purchase) products and licenses and assign them to the customer account.
Create Application Record IDs for the MiCollab server.

Assign base software licenses to the system ARIDs.

Create a ULM using the MiCollab ARID.

If a standalone MBG system is required, add its server ARID.

Assign UCC user licenses to the ULM. The UCC user licenses will provide the communi-
cation platform users with entitlement to the MiCollab applications.

Purchase and activate any additional “a-la-carte” feature, port, or language licenses for the
MiCollab system applications.

Note: Refer to the AMC on-line help for detailed licensing steps.
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INTEGRATION PROCEDURE

OVERVIEW

The following procedures describes the steps required to integrate a new MiCollab system with
a new or existing MiVoice Office 400 platform.

Install the communication platform and server

Configure MiCollab into MiCollab Client Integrated Mode
Create network elements

Configure MiCollab system application settings
Integrate with MiVoice Office 400:

- Integrate MiCollab Server

- Integrate Audio, Web and Video Conferencing

- Integrate MiVoice Border Gateway
- Integrate MiCollab Client Service

Perform user and services provisioning.

If you are integrating an existing MiVoice Office 400 with a new MiCollab system, you can export
a CSYV file of user entries from the MiVoice Office 400 system. You can then import the user
entries into the MiCollab system using the Bulk User Provisioning (BUP) tool in USP.

INSTALL COMMUNICATION PLATFORM AND SERVER

1.

Install, license, configure, and provision the MiVoice Office 400.Refer to the MiVoice Office
400 documentation for instructions.

Install the MiCollab server.

Log into MiCollab server manager. Under ServicelL.ink, click Install Applications and then
click the Install Applications tab. Set the ICP type to MiVoice Office 400.

Collect the following information for the integration:

- MiCollab IP Address

- MiVoice Office 400 IP Address.

CONFIGURE MICOLLAB CLIENT INTEGRATION MODE

Configure MiCollab in MiCollab Client Integration Mode. Refer to the MiCollab Installation and
Maintenance Guide for instructions.

CREATE NETWORK ELEMENT

Create the network element for the communication platform:

1.

Log into the MiCollab server manager.

2. Under Applications, click Users and Services.

10
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Click the Network Element tab.

Click Add.

In the Type field select the system type: “MiVoice Office 400”.

Enter the IP address of the MiVoice Office 400 Service Node Manager.

N o g e

After you save your updates to the Network Element page, you are prompted to associate
the element with templates. If you select Yes, the network element field for the primary

phone in all templates will be automatically set to the name of this network element. If you
select No, you must create custom templates and associate them with this network element.

42 | Note: During MiCollab installation, the default UCC roles and associated template
definitions are downloaded from the AMC. The settings in the downloaded roles and
templates do not apply to the MiVoice Office 400. However, after you assign a MiVoice
Office 400 network element in the MiCollab Network Element page, the roles and
templates are updated to reflect the settings for the MiVoice Office 400.

If required create custom roles and templates in the MiCollab USP application from the
UCC default templates.

8. Configure the MiVoice Office 400 as a SIP Server in the MiCollab Audio, Web and Video
application.

CONFIGURE MICOLLAB SYSTEM APPLICATION SETTINGS

Configure the MiCollab system application settings manually through the application
administration interfaces in the MiCollab server manager. Refer to the application help for
instructions.

INTEGRATE MICOLLAB SERVER WITH MIVOICE OFFICE 400

DEFINE MICOLLAB SERVER ON MIVOICE OFFICE 400
1. Log into the MiVoice Office 400 WebAdmin in Expert Mode.
2. Go to Services > BluStar / MiCollab (see Figure 2).

11
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Permission set @ A
Backup users e —
L IF address / host name
Standard terminals ==
Free seating phones SIP port 5060 -2
Backup terminals Calendar presence synchronisation via BluStar server O
Phone labels User name (SIF/LDAPICSTA) bucs7B000035
SIP registration
y Passwiord (SIPILDAPICSTA) SzlumVIYYY
System
Rowtian MiCollab
MiColiab server O
il
™ IP address / host name
Auto attendant
Music on hold Description
Announcement service User name (CSTA/LDAF) MiCollab1703143A
Conference Password (CSTAILDAP) BOMCIBBOgC
Message/Announcement
Text messages MiCollab role
SMSC / ESME AID (10) Role definition Role name
Time controlled functions 0 None Nane
Mitei Mobile Client
1 i Basic User
Coded cal Bt '
Paiirerhest 2 UCC Basic User UCC (V4.0) Basic
3 UCC Entry User UCC (V4.0) Entry
ateway
IP network 4 UCC Standard User UCC (V4.0) Standard
Private networking 5 UCC Standard Mobile User UCC (V4.0) Standard - Mobile
Hospitality
Multimedia ] UCC Premium User UCC (V4.0) Premium

Figure 2: Configure BluStar/MiCollab Services
3. Complete the following fields:
- MiCollab server: Check the box.
- IP address / host name: Enter the IP Address or FQDN of the MiCollab server.
- Description: Enter a string, if desired, to identify the server.
- User name / Password: Cannot be changed here — see Figure 4.

- MiCollab role: The ID and Role Definition cannot be changed. If desired, modify the
Role name to correspond to the name used in the MiCollab server.

12
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CHANGE USER NAME AND / OR PASSWORD FOR CSTA

You must configure the CSTA user name and password on the MiVoice Office 400.

1. Go to System > Access control > User account (see Figure 3).

System overview () A

Configuration
Summary
Users

Terminals

Access control
User account

profile

Access logs
Cards and modules

Interfaces
DECT/SIP-DECT

o a0 k~ o Db

~User name Full name Description  Active Authorization profile
admin Default User Account v Administrator

amcc AMCC Account v LDAP

blustar v blustar

bucs76000035 x BluStar Server
MiCollab1703143A x 3rd party CTI user via LAN
omm OMM LDAP Account v LDAP
SystemUserinterface System Display v SystemUserinterface

Figure 3: System > Access Control

Click BluStar Server Account.

Change the User name to "bucs1234". Leave the other fields at the defaults.
Click MiCollab Server Account.

Change the User name to "bucs76000035".

Change the Password to "Mitel123". Ensure that you activate the account. Leave the other

fields at the defaults. See Figure 4.

i [ Note: After you enter and confirm the new password successfully, the Password and
Password confirm fields are blank. Click Services > BluStar / MiCollab to confirm your

password change.

System overview {0}y A

Configuration
Summary
Users
Terminals
System
General
Access control
User account
Authorization profile
Access logs
Cards and modules
Interfaces
DECT/SIP-DECT
Media resources
Dual Homing
Extended
Routing

Camdmmm

(

User name | bucs7E000035 xX

Password EEEEd R Password con!

MiCollab Server Account

Full name

Description

User account available &
Authorzation profile 3rd party CT1 user via LAN
FTP root directory
File access Read & write

Access logs

“Date and time  Access type CLIP/IP address  Login name Port Access duration  CLIP required
Empty st

Figure 4: Changing MiCollab Server Account User Name and Password

13
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7. Click Apply. The System > User account screen should appear as follows:

System overview (i} A

Summary
Users AUser name Full name Description  Active Authorization profile
Terminals admin Default User Account v Administrator
amcc v LDAP
......... v blustar
bucs1234 v BluStar Server
bucs76000035 v 3rd party CTl user via LAN
Access logs omm OMM LDAP Account v LDAP
Cards and modules SystemUserinterface System Display v SystemUserinterface
Interfaces
DECT/SIP-DECT

Media resources

Dual Homing

Extended
Routing

Figure 5: User Accounts

8. Turn on the CSTA service under Configuration > IP network > CSTA service.
INITIAL MIVOICE OFFICE 400 CONFIGURATION

Configure MiVoice Office 400 to make inbound and outbound calls.
1. Go to MiVoice Office 400 Web Admin > Configuration > IP Network > VolIP.

2. Change Session refresh timer for active line supervision (s) from 3600 to 1800.

MiVoice Office 400
00 Mitel ‘ ApplcaiionLa-100 A | @ | Welome

System overview
0
Configuration

Summary

sSiP
Users
= e =
Terminals Signaling port 5060 2
Syatem ISEssmn refresh timer for active line supervision (s) 1800 =
Routins
. 9 Internal registration timeout (h) a2
Services
P network RTP settings
IP addressing siot Cardmodule siot on card Module RTP start port RTP end por!
DHCP server -
Standard media switch
VolP
4 4 5 = 5
1P security 1 GRI1 EIP-1 EIP1-32 5004 ] 5430

SMTP server

LDAP server

Fublic NAT gateway address
Active directory Deme
Plearerserver SIP public media address Public NAT gateway address
e 1P system phones settings

CSTA service

signall rt 18060

MSRP service shE e =
Private networking Keep alive time (s} 60 —
Hosptdly Registration time expires (s) 900 B

Figure 6: Initial Configuration
INTEGRATE AUDIO, WEB AND VIDEO (AWV)

To integrate the AWV application with the MiVoice Office 400, you must configure the MiVoice
Office 400 system settings first, then configure the SIP server settings in the AWV application.

14
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INSTALL MICOLLAB AWV CONFERENCING CLIENT FOR ALL USERS

If you are running in a networked environment, you can (as the administrator of the computers)
install MiCollab Audio, Web and Video Conferencing Client for all users. This is usually done
in a Terminal server or Citrix environment.

If you wish to do this, download the executable file from http://<MiCollab IP
address>/wd/MCACIlient-admin.exe and follow the instructions.

[Note: You must have Administrator privileges to install MiCollab Audio, Web and Video
Conferencing Client for all users. The software must be placed in a location that all users

can access. If a user on the system already has the MiCollab Audio, Web and Video
Conferencing Client installed on their machine locally, that version takes precedence
over the administrator-installed version.

CONNECT AWV APPLICATION TO MIVOICE OFFICE 400

You connect the AWV application to MiVoice Office 400 as an internal user group with standard
SIP terminals. The work flow for initiating the SIP users / terminals and user group is as follows:

« Create the users and terminals.

« Configure the user group.

Create Users and Terminals
1. Log into the MiVoice Office 400 WebAdmin (Expert Mode).

2. Goto Users > User list

3. Click the New tab (see Figure 7).

System overview
Configuration
Summary
Use

et

Digit barring
Backup users
Terminals
System
Routing
Services
IP network
Private networking
Hospitality
Multimedia
Charges
Phone book

Raimtmnmaman

o

Eim W

Add user

800 ew valid call number
Call number

[] create user block

Figure 7: Create User Block

4. Enter the first telephone number for the block of users.

5. Check the Create user block box — The screen shown in Figure 8 appears.

15
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System overview
Configuration

Summary
Users
User list
Permission set
Digit barring
Backup users
Terminals
System
Routing
Services
IP network
Private networking
Hospitality

Multimedia
Charges
Phone book
Maintenance
Setup wizard

o

‘Name
Recepl
Bl B8
Recepl
Fecerl pgd user
Room 800 New valid call number
Call number start s
M Create user block
Call number end 803 Valid block of call numbers
Route 1
Recepl
Cost centres a
Voice mailoox ¥
Assign terminal [+

Terminal interface

Standard SIP

Terminal type SIP terminal
Description AWV Terminal
BluStar Video Softphone =]

Figure 8: Create User Block

6. Enter the following parameters:

Call number end: Enter the last number for the block of users.
Assign terminal: Check the box.

Terminal interface: Select Standard SIP.

Description: Enter a string, if desired, to identify the terminals.
All other parameters can be left at their default values.

Click Apply.

7. Change the SIP user name and password for each terminal:

Go to Terminals > Standard terminals.
Select each terminal in turn (see Figure 9).
Change SIP user name to be the same as the telephone number.

Use the SIP password that is provided by the administration interface (for example:
h1xgTHhR).

Click Apply.

Note: All created Standard-SIP phones require the same SIP password. Copy the
password of the first SIP phone and paste it to all the others.
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System overview
Configuration
Summary
Users
User list
Permission set
Digit barring
Backup users

Temmirs
Standard terminals

resseatmophones

Backup terminals
Phone labels
SIP registration
System
Routing
Services
IP network
Private networking
Hospitality
Multimedia
Charges
Phone book
Maintenance
Setup wizard

A

EE KN

Select

SIP terminal, 801

Emergency destinations
Force call waiting
Special ringing tone
PSTN overflow

Region

Connection settings
State

IP address

SIP port

MBG controller

SIP user name

SIP password

MBG SIP user name

MBG SIP password
Used transport protocol
Enable keep alive

Send redirecting information
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Figure 9: SIP User Names and Password
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Configure the User Group

1. Go to Routing > List view > User groups (see Figure 10).

System overview () A
Configuration
Summary
Users
User list
Permission set
Digit barring
Backup users
Terminals
Standard terminals
Free seating phones
Backup terminals
Phone labels
SIP registration
System

Routing
al view

List view
Network interfaces
Trunk groups
Route
DDI plan
Call distribution

User groups
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Figure 10: Configure User Groups
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2. Select an unused user group. The following screen is displayed.
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Qe T

TR SR
User group
User group number
Call number New valid call number
Name M
Call distribution
Main group Delayed subgroup
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X v oA D> a0

Destination and settings

Large user group E
General bell 0
General bell delay 0
Operator console 0
%ﬂl » , x
Global x x X

3.

Figure 11: Adding New Group

Enter the following parameters:

- Call number: Enter the internal telephone number for AWV.

- Name: Enter a string, if desired (advisable).

- Main group: Add the numbers of the previously created users.

- Call distribution: Change to Cyclic.

- Large user group: Check this box if there are more than 16 members of the group.
- All other parameters can be left at their default values.

- Click Apply.

CONFIGURE SIP SERVER SETTINGS IN MICOLLAB AWV

Configure the SIP Server settings in MiCollab Audio, Web and Video Conferencing using the
account information from the Mitel MiVoice Office 400 system configuration:

1.
2,
3.

Log into the MiCollab server manager interface.
Under Applications, click Audio, Web and Video Conferencing.

From the MiCollab Audio, Web and Video Conferencing main page, click System Options
on the navigation pane.

In System Options > Platform, select MiVoice 400 for the system that is connected to
MiCollab Audio, Web and Video Conferencing.

Click Save.
Click Ok at the prompt to restart the server.
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7. Click Configure SIP Server on the navigation pane. The SIP Server Configuration page
appears.

8. Enter the following information:

- Extension First: Type the extension number of the first IP device in the user group
used by the MiCollab Audio, Web and Video Conferencing server to register itself with
the PBX.

- Extension Last: Type the extension number of the last IP device in the user group
used by the MiCollab Audio, Web and Video Conferencing server to register itself with
the PBX.

- Extension PIN: This PIN is used for SIP MD5 authentication. This field is mandatory.
It is the SIP password of the standard SIP terminals belonging to the users in the user
group.

- SIP Domain: This can be the domain name, fully qualified domain name (FQDN), or
the IP address of the PBX system used to register the MiCollab Audio, Web and Video
Conferencing SIP ports. If you do not know the domain name or FQDN, type the PBX
system IP address.

- IP Address: Type the IP address of the PBX system. Alternatively, type the FQDN.
Note that when typing the FQDN, only the first IP Address value returned by the DNS
lookup will be used.

9. Click Save.

INTEGRATE MIVOICE BORDER GATEWAY (MBG)

MiVoice Border Gateway provides a secure communications path for remote MiCollab Client
users to the MiCollab Client Service. Only MiCollab clients are supported as Teleworker devices
on MiVoice Office 400 systems.

CONFIGURE MBG

1. Configure aMBG in the DMZ and cluster with the MiCollab-MBG in the LAN (recommended
configuration). When you create the network element in the MiCollab USP network element
tab, the network element is automatically added to the embedded MiVoice Border Gateway
(MBG) application.

2. Setthe MBG SIP Capabilities for the MiVoice Office 400 to UDP, TCP.

. Manage ICP |
Name MiVoice Office 400 Hostname or IP address 85.55.588.58
Tyee  Mivoice Office 400 hdl Installer password
(E.]F:‘_u:bililie: UDP. TCP 5 Indirect call recording capable
— e _
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Figure 12: Configure MBG SIP Capabilities
3. Configure the SIP settings:
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Refar
Prack
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Local streaming

Codec support | gecricted to 6.729, G -

RTP framesize ...

Set-side RTP security

Allow

| I = [

Icp-side RTP security ...

Permit weak passwords

KPML username

KPML password

Confirm KPML password

Figure 13: Confiéure MBG SIP Settings

4. Configure the "Network profile" according to the network configuration.

5. Configure the "Application Integration".

| MiVoice Business Console

MiVoice Business Console

support

1_€all racording |-

Enabled

1 MiCollab Client |
MiCollab Client connector

enabled

hostname or IP address

MiCollab Client hostname
or server IP address
Collaboration server

stname or IP address

Figure 14: Configure Application Integration

6. Configure the Web Proxy (for the Standalone MBG clustered only) to allow the connection
between applications on the LAN and clients (for example, AWV, MiCollab Client) on the

Internet.
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INTEGRATE MICOLLAB CLIENT SERVICE

CONFIGURE MICOLLAB CLIENT

Refer to the MiCollab Client Service application help and the MiCollab Client Administrator’s
Guide for configuration information.

DEPLOY MICOLLAB CLIENT MOBILE CLIENTS

MiVoice Office 400 platforms support MiCollab for Mobile clients. After you configure a user
with a mobile client in the MiCollab Client application, a deployment e-mail is sent to the user
with simplified configuration instructions on how to set it up.

Configure CSTA Link

The MiCollab Client CSTA Proxy application supports the call control messaging between
MiCollab and the MiVoice Office 400 platform to support MiCollab Client features such as
"Click-to-Call".

Log into the MiCollab server manager.

Under Applications, click MiCollab Client Service.

Click Configure MiCollab Client Service.

Click PBX Nodes.

Double-click the system name or IP Address of the MiVoice Office 400.

Open CSTA Settings.

In the Port field, enter the number of the CSTA port on the MiVoice Office 400.

©@ N o o ~ o DdN =2

Refer to the on-line help for descriptions of the other fields. Typically, you will not need to
change the default settings.

9. Click Save.

Configure MiCollab Client Deployment
1. Log into the MiCollab server manager interface.
2. Under Applications click MiCollab Client Deployment.

3. Refer to the MiCollab Client Deployment on-line help for instructions on how to configure
and deploy the clients.

USER PROVISIONING

User provisioning must be performed using an export of user entries from the MiVoice Office
400. All additions must be done manually on both the MiCollab and MiVoice Office 400.

For the initial user provisioning you must complete the following steps:
+ Create the users on MiVoice Office 400

+ Export the CSV file of users
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* Import the CSV file into the MiCollab bulk user provisioning.

CONFIGURE THE USERS ON MIVOICE OFFICE 400

1. Go to Users > User list view.

2. Click New (see Figure 15).

3. Enter the Call number of the new user

System overview (} A

Configuration
Summary
Users

Permission set
Digit barring
Backup users
Terminals
Standard terminals
Free seating phones
Backup terminals
Phone labels
SIP registration
System
Routing
Graphical view
List view
MNetwork interfaces
Trunk groups
Route

4. Click Apply.

o]

Add user

“ New valid call numl
Call number

] Create user block

Figure 15: New User List
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System overview () A

Configuration
Summary
Users
User list
Permission set
Digit barring
Backup users
Terminals
Standard terminals
Free seating phones
Backup terminals
Phone labels
SIP registration
System
Routing
Graphical view
List view
Network interfaces
Trunk groups
Route
DDI plan
Call distribution
User groups
Exchange
Ext./Int. mapping
Emergency destinations
Data services
LCR
Blacklist

Kl Kl Tl s

Select

420

2 &

User

Call number

Name

PIN

Windows user name

Use PIN instead of password
Password

E-mail address

User language

Settings

Licence / Role

Permission set
Authorization profile

Route

Number of private contacts
Cost centre

Connection

Use for CTI

420

George Harrison
Ll L]

gharrison

0 - None

Go to route

e [
50 o

MNone
Normal
Mot defined

Go

to phone book

Confirm PIN

Password confirmation

Figure 16: Us;Configuration

5. Complete the following:

- Name: Enter the name of the user. Note that the first part (before the space) must be
the surname and the second part (after the space) must be the first name. This is
currently hard-coded in MiVoice Office 400.

- PIN/Password: One or the other should be entered and the tick box set accordingly.
- Windows user name: Required for some MiCollab roles. It is the Login Id.
- E-mail address: Required for some MiCollab roles.

- License/Role: Select the MiCollab bundle license and role from the drop down lists.
(see Figure 17 and Figure 18).

- All other parameters can be left at their default values or changed if required.
- Click Apply.
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System overview ¢} A
Configuration ooy xpand o sectons
Summary
Select
Users
= - =
Permission set
Digit barring User
Eackup users Call number 420
Terminals
Standard terminals Name George Harrison
Free seating phones PIN sese Confirm PIN ssee
Backup terminals
Windows user name gharrison
Phone labels
SIP registration Use PIN instead of password [
System Password Password confirmation
Routing
= E -mail If harrison@mitel.com
Graphical view o S0deEs g e
List view User language English
Network interfaces
Settings
Trunk groups
Foc Licence / Role 0- None
oute 1 - Basic User for MiVoice Office 400
DD plan Permission set 2 - Entry UCC User for MiVoice Office 400 n set
ERS 3 - Standard UCC User for MiVoice Office 400
Call distribution Authorization profile 4 - Premium UCC User for MiVoice Office 400
User groups
Route 1 A4 Go to route
Exchange -
Ext./Int. mapping Number of private contacts 50 a Go to phone book
Emergency destinations Cost centre None
Data services
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LCR < Connection -
Blacklist Use for CTI Not defined
e
Figure 17: Assign License
User
Call number 420
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PIN LLLL Confirm PIN
Windows user name gharrison

Use PIN instead of password
Password

E-mail address

Lizer language

Settings

Licence / Role

Permizsion set

Authorization profile

Password confirmatic

gharrison@mitel com

English

3 - Standard UCC User for MiVioice Office 400

G0 to permission

5-UCC (V4.0) St

1 A
6 - UCC (V4.0

1

& - Contac

g- Cuslurﬁ

EE—
Figure 18: Assign Role
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EXPORT LIST OF USERS
1. Go to Services > BluStar / MiCollab (see Figure 19).

Exchange
Ext./Int. mapping

Emergency destinations

Data services

LCR

Blacklist

d routing

Services

Voice mail

Auto attendant

Music on hold

Announcement service

Conference

Message/Announcement

Text messages

SMSC/ESME

Time controlled functions
Mitel Mobile Client
Coded call
Hotli i
BluStar / MiC

Mitel Border Gateway
IP network

Private networking
Hospitality
Multimedia
Charges
Phone book
Maintenance

[ PO

< >

o e oo v N
‘\\_h_____‘__,.—'

Password (SIP/LDAP/CSTA)

MiCollab

MiColiab server

IP address / host name

SIP port

Description

User name (CSTA/LDAP)

Password (CSTA/LDAP)

MiCollab role

~ID {10) Role definition

0 None

1 Basic User

2 UCC Basic User

3 UCC Entry User

4 UCC Standard User

5 UCC Standard Mobile User
6 UCC Premium User

7 Teamwork Mode User
8 Contact

9 Custom

SZiUmvIYYY

“ =]
10.100.88.204 Configure MiCollab server

10255

MiColiab1703143A

§0mCIEBOIC Regenerate password
Role name

None

Basic User

UCC (V4.0) Basic

UCC (V4.0) Entry

UCC (V4.0) Standard

UCC (V4.0) Standard - Mobile

UCC (V4.0) Premium

MiCollab Client Teamwork Mode User
Contact

Custom

Figure 19: BluStar / MiCollab
2. Click Export MiCollab Users to export a list of users in a CSV file.

3. Import the users into the MiCollab database using the Bulk User Provisioning tool. Refer
to the MiCollab server manager help for instructions.

4. After you have imported the users into MiCollab, you must remember to perform all future
user provisioning (for example adds or deletes) in both MiCollab Users and Services and

the MiVoice Office 400 Web Admin.
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OVERVIEW

You can integrate a MiCollab system with a MiVoice 5000 platform to provide MiCollab
applications, such as NuPoint voice mail, MiCollab Client, Teleworker, and Audio, Video, and
Web to users who are hosted on the MiVoice 5000 platform.

* For MiCollab integrations with the MiVoice 5000, the administrator performs user provision-
ing from the MiVoice 5000 Management Portal (MMP) or the MiVoice 5000 Manager.

* Roles and templates are used to define the MiCollab services for the users.

The administrator creates roles and templates in the User and Services application on the
MiCollab system, and then performs a manual synchronization to update the MiVoice 5000
communication platform with the roles that are defined on MiCollab.

The administrator then assigns roles to the primary directory number of the user on the MiVoice
5000. The roles on the communications platform correspond to roles on the MiCollab system.
The UCC roles map to MiCollab USP templates that define the required application services
for the user type. When an administrator adds, edits or deletes a user from the platform
management interface, the user’s services are updated on MiCollab based on the assigned
template on the next manual immediate synchronization or during the next scheduled database
synchronization.

Non-Corporate contacts that appear in the MiCollab Client corporate directory are obtained via
MiCollab IDS from an Active Directory server or from the LDAP database located on the MiVoice
5000.

A typical integration consists of the components shown in Figure 20:

+ Communications Platform: The MiVoice 5000 can be integrated with a single MiCollab
system.

+ MiCollab Server: Provides application services (NuPoint voice mail, AWV, MBG, and Mi-
Collab Client) to the MiVoice 5000 users and supports MiCollab Client softphones for
external users over the Internet.

- NuPoint Unified Messaging integrates with the MiVoice 5000 via SIP trunking.
- Audio, Web and Video integrates with the MiVoice 5000 using SIP subscriptions.

- MiCollab Client softphones are integrated with the MiVoice 5000 via SIP
subscriptions. Computer Telephony Integration (CTl) is achieved via a CSTA proxy on
the MiCollab server.

- MiVoice Border Gateway solution provides a secure communications path for remote
MiCollab Client Softphones to the MiCollab Client Service. The MBG provides support
for MiCollab Client Softphones through the implementation of proprietary SIP headers,
SIP feature enhancements, line enhancements, and security enhancements, along
with administrator interface changes for its management.

- MiCollab Client CSTA Proxy: Provides Computer Telephony Integration (CTI) between
the MiVoice 5000 and MiCollab Client to support telephony features such as
"Click-to-Call" and presence. The MiVoice 5000 communicates with the CSTA proxy
using CSTA Il protocol.
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' MOBILE CLIENT

Standalone MBG: A standalone vMBG server can be installed in the Demilitarized Zone
(DMZ) of a customer's existing firewall to support SIP Teleworker devices. The MiCollab
MBG application must be clustered with the standalone MBG.

MiCollab Advanced Messaging (AVST) server: An optional standalone server that can
be used to provide voice messaging services.

Firewall: Protects corporate LAN from Internet.

Redirect Server: Provides the configuration data to MiCollab mobile clients. This is a Mitel
server located on the Internet. It sends MiCollab mobile client users a configuration e-mail
that allows the users to download and install the required configuration files from the redirect
server.

SIP Trunking: The NuPoint Voicemail application is supported via SIP trunking.

SIP Subscriptions/Extensions: The Audio, Web and Conferencing application is support-
ed via SIP subscriptions on the MiVoice 5000.

Administration Interface: User provisioning is performed from the communication platform
management platform.

Directory Server: An optional Active Directory server can be used to support the synchro-
nization of MiCollab Client contacts to the MiCollab Client Corporate Directory and to
support Active Directory Authentication of MiCollab users.

MiCollab Client contacts can also be synchronized to the MiCollab Client Corporate
Directory from the MiVoice 5000 directory service or the MiVoice 5000 Manager directory
service.

MITEL METWORKS
REDIRECT SERWER

e Ean

DMZ

MBG IN DMZ

.
I ' MOBILE CLIEMT

==

l MOBILE CLIENT

GGG

PHONE pHOnE PHONE

| | MICOLLAB WEB
WAN
| LEN @ W : BASED CLIENTS
| .
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i
} Ir- 3 W Cotab
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Lo b
oz bodd MiCOLLAB CLENT
MiIVOICE 5000 sl SORTEHONE

MICOLLAB SERVER
INSTALLED IN LAN

MODE - l MOBILE CLIENT

I|"u" ' WiebAdmin (EXPERT MODE)
o MARAGEMENT INTERF ACE

MICOLLAR

ADYANCED
MESSAGING
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Figure 20: MiVoice 5000 Integration
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REQUIREMENTS

Integration with MiCollab 7.1 or higher is supported with MiVoice 5000 version 6.1 SP2 or
higher and MiVoice 5000 Manager version 3.1 or higher.

MiCollab Client service must be configured in Integrated Mode.

CONDITIONS AND LIMITATIONS

One or more MiCollab servers (up to four) can provide applications services to the users
on the MiVoice 5000 system in the same network.

The integration of multiple MiCollab systems to the MiVoice 5000 platform is supported.

User and services provisioning is performed from the MiVoice 5000 management interface.
The Add, and Quick Add functions are not supported from the Users and Services Appli-
cation if MiCollab is integrated with a MiVoice 5000.

The MiVoice 5000 supports a maximum of four terminals/devices per user. Although the
MiVoice 5000 supports users with multiple devices, only the users’ primary directory num-
bers appear in MiCollab. MiCollab services are applied to the primary directory number of
the user.

A MiVoice 5000 can have up to 64 lines associated with a user. MiCollab only supports the
user’s primary number.

MiCollab Integrated Directory Services is not supported for managing user entries. Only
non-corporate entries (contacts) are synchronized from the directory services database to
the MiCollab Client corporate directory.

Functions and fields in the USP application that are not applicable to MiVoice 5000 are
disabled (or hidden). They are disabled after a MiVoice 5000 type network element is
assigned in the USP application. The administrator adds application services by assigning
a role with the required service level. The administrator removes the role to remove the
services. To remove only the NuPoint voice mailbox from a user, the administrator must
create a role without a mailbox and assign it to the user.

Each MiCollab system supports a maximum of 5000 users. In a multi-MiCollab deployment,
up to four peered MiCollab systems can be deployed to support a total of up to 20,000
users and contacts.

LDAP authentication is supported for users who have been created from the MV5000 with
authentication enabled. An "authentication only" IDS connection is required to allow MiCol-
lab to validate the end-user password against the Active Directory password. Users can
then log into their end-user interfaces by entering their Active Directory password.

The MiCollab End User Portal is supported for MiVoice 5000 users. It provides them with
access to their user portal, voice mail, and AWV settings. However, a user’s MiVoice 5000
phones are not displayed in the portal interface.

The MiVoice 5000 can operate in a multi-company management mode where the PBX
resources are shared between different companies. Currently, MiCollab does not support
multi-company management mode.

The Speech Auto Attendant application is NOT supported for MiVoice 5000.
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MiCollab does not provide the ability to configure the phone types for each MiVoice 5000
subscriber. Note that the MiCollab Client and MBG applications function as SIP phone
integrations. MBG creates a SIP device account and UCA allows a soft phone because the
user has a SIP account.

User pictures cannot be imported into the MiCollab Client server via the MX-ONE Provi-
sioning Manager, but they can be imported directly from Active Directory using MiCollab
Integrated Directory Services.

The integration of MiVoice 5000 systems to the MiCollab Server Appliance is not supported.
The MiCollab Server Appliance is a small-business capacity MiCollab system thatis shipped
from Mitel Network to the customer pre-installed on an industry standard server.

LICENSING

MIVOICE 5000 LICENSING

32

License the MiVoice 5000 system from the Aastra Keycode Order Placement (AKOP) licensing
server. The AKOP server provides licenses according to a System ID on the MiVoice 5000.
Only MiVoice 5000 certified technicians should apply licenses to the MiVoice 5000.

MICOLLAB LICENSING

You license the MiCollab system using the Application Management Center (AMC) licensing
server. The AMC is not used to assign licenses that are required on the MiVoice 5000.
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Log into AMC.

Create a customer account.

Register (purchase) products and licenses and assign them to the customer account.
Create Application Record IDs for the MiCollab and optional MiVoice Business Gateway.
Assign base software licenses to the system ARIDs.

Create a ULM using the MiCollab ARID.

If a standalone MBG system is required, add its server ARID.

Assign UCC user licenses to the ULM. The UCC user licenses will provide the communi-
cation platform users with entitlement to the MiCollab applications.

Purchase and activate any additional “a-la-carte” feature, port, or language licenses for the
MiCollab system applications.

Note: Refer to the AMC online help for detailed licensing steps.

Note: MiCollab Advanced Messaging (AVST) is not licensed through the AMC.
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INTEGRATION PROCEDURE

The following procedure describes the steps required to integrate a new MiCollab system with
a new or existing MiVoice 5000.

OVERVIEW

Install MiCollab platform

Install MiVoice 5000 platform

Configure MiCollab into MiCollab Client Integrated Mode
Create network elements

Configure a password for the "micollab_api" account
Configure MiCollab system application settings

Integrate the applications with the MiVoice 5000:

- Integrate NuPoint Unified Messaging (or optionally install MiCollab Advanced
Messaging server)

- Integrate Audio, Web and Video
- Integrate MiVoice Border Gateway
- Integrate MiCollab Client

Configure Integrated Directory Services (optional)
Configure the connection and sync databases

Perform user adds, edits, and deletes.

INSTALL PLATFORM

1.

Install, license, configure, and provision the MiVoice 5000 (refer to the MiVoice 5000 In-
stallation and Maintenance Guide)

Install the MiCollab platform. Do not run the Mitel Initial Configuration Wizard. The MiCW
is not supported for MiCollab systems that will be integrated with the MiVoice 5000.

Log into MiCollab server manager. Under ServicelLink, click Install Applications and then
click the Install Applications tab. Set the ICP type to "MiVoice 5000".

Collect the following information for the integration:

- MiCollab IP address

- MiVoice 5000 IP address.

CONFIGURE MICOLLAB CLIENT INTEGRATION MODE

Configure MiCollab in MiCollab Client Integration Mode. Refer to the MiCollab Installation and
Maintenance Guide for instructions.
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CREATE NETWORK ELEMENTS

Create the network elements for the communication platform(s):
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N

10.

1.

Log into the MiCollab server manager.

Under Applications, click Users and Services.

Click the Network Element tab.

Click Add.

In the Type field select the system type: “MiVoice 5000”.

Enter the IP address of the MiVoice 5000. The MiCollab can support multiple MiVoice 5000
network elements.

Enter the MiCollab Client Outgoing Dialing Prefix.

Enter the NuPoint voice mail number to be used by MiCollab Client into the Call Forward
Destination Directory Number field.

After you save your updates to the Network Element page, you are prompted to associate
the element with the templates. If you select Yes, the network element field for the primary
phone in all templates will be automatically set to the name of this network element. If you
select No, you must create custom templates and associate them with this network element.

“Ia | Note: During MiCollab installation, the default UCC roles and associated template
definitions were downloaded from the AMC. On initial download, the USP forms and
templates support MiVoice Business settings. After you assign a MiVoice 5000 network
element in the MiCollab Network Element page, the USP user interface and templates
are updated to reflect the settings for the selected platform.

» Ifrequired create custom roles and templates in the MiCollab USP application from the
UCC default templates.

« Default user templates cannot be modified, however you can modify the AWV system
defaults that are applied to the default UCC templates.

Configure the MiVoice 5000 network element within the NuPoint Unified Messaging

application

- asa SIP GATEWAY, and

- add the line groups to the SIP GATEWAY (ports).

Configure the MiVoice 5000 as a SIP Server in the MiCollab Audio, Web and Video
application.

Configure "micollab_api" Password

34

You must configure a password for the "micollab_api" account. The MiVoice 5000 uses this
account to synchronize data with the MiCollab system. You must configure the same password
for the account on the MiVoice 5000. If you change the password on either system, you must
also change it on the other.

1.
2,

Log into the MiCollab server manager.

Under Administration, click System users.


http://edocs.mitel.com/UG/Apps-Solutions/MiCollab 8.0/MiCollab/usp/np/2_configuration/add_a_network_element.htm
http://edocs.mitel.com/UG/Apps-Solutions/MiCollab 8.0/MiCollab/usp/mca/mivoice_5000_sip_server_configuration.html
http://edocs.mitel.com/UG/Apps-Solutions/MiCollab 8.0/MiCollab/usp/mca/mivoice_5000_sip_server_configuration.html

MiVoice 5000 Integration

9.
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Next to the "micollab_api" account, click Modify and add any required account info.
Click Reset password and enter a password for the account.

Enter a new password and verify it.

Click Save.

Log into the MiVoice 5000 management interface.

Access the Telephony Service > Subscribers > Terminals and Applications > MiCollab
> Connections page.

For the "micollab_api" account, add any required account info.

10. Enter the same password that you entered on the MiCollab system.

CONFIGURE MICOLLAB SYSTEM APPLICATION SETTINGS

Configure the MiCollab system application settings manually through the application
administration interfaces in the MiCollab server manager. Refer to the application online help
for instructions.

INTEGRATE NUPOINT

OVERVIEW

NuPoint Unified Messaging (NuPoint UM) supports Session Initiation Protocol (SIP) integration
with the MiVoice 5000. The maximum number of NuPoint ports is 120. Speech Auto Attendant
is NOT supported.

One or more SIP trunks can link NuPoint UM to the MiVoice 5000. NuPoint Unified Messaging
receives and sends SIP messages over these trunks. Each SIP trunk consists of one or multiple
SIP ports.
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Figure 21 illustrates the SIP trunk integration:

SIP port
S061
S0a2 Pilot Humber
563 2500
SIP trunk 1
S064
206 Filot Mumhber
2700
NPM 7%
S067
SIP trunk 2
COES
RS
=]
S071 Pilot Humher
En7s 2200
E0r4
E0FE
E07e
SIP trunk 3

Figure 21: NuPoint SIP Trunk Integration

Every SIP trunk is assigned a Pilot Number. To call into NuPoint UM, the MiVoice 5000 provides
a pilot number for the endpoint users to dial. When NuPoint UM makes a trunk call to the
communications platform, it identifies itself using a pilot number. Therefore, when NuPoint UM
receives an incoming call, the pilot number is used as the Called ID. When NuPoint UM makes
an outgoing call, in the case of MWI, the pilot number is used as the Calling ID.

A SIP sessionis established through connection to a SIP portin real-time. Each SIP port handles
one call connection to NuPoint UM, thus the number of ports grouped in a SIP trunk determines
the number of parallel-connections this trunk can handle at the same time. For example, if four
callers on the communications platform simultaneously dial the pilot number 2500 (shown in

the figure above), only three of these callers can be connected to NuPoint UM. This principle
is applied to every voice mail call connection, whether it is inbound and outbound.

The pilot numbers on NuPoint UM are mapped to applications on the communications platform.
For example, pilot number 2500 for NuPoint UM Voice is mapped to extension 2500 for the
Voice Mail application programmed on the communications platform. In the configuration where
the application is configured as a mailbox, you must associate an extension to an application
as well as the pilot number that is used to access the application. NuPoint can be used in
MiVoice 5000 multi-site configurations if more than one SIP trunk is configured.

All calls arriving to NuPoint UM on a SIP trunk are accepted at the fixed and predefined SIP
port. This port is not configurable. The call is redirected based on the pilot number (which is
the called ID in the case of an incoming trunk).

All SIP trunk calls generated by NuPoint UM include a pre-configured SIP port and a pilot
number (which is the calling ID in the case of an outgoing trunk).
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PREPARATION

Gather the following information in preparation for this voice mail integration:

customer’s desired voice mail call flows, features, applications, users, and extensions.

network information including IP addresses, Subnet Mask, Gateway IP address, primary
domain name, and Fully Qualified Domain Name (FQDN) information.

CONFIGURE NUPOINT

1.

Ensure that the MiVoice 5000 is running and correctly configured.

The communications platform provides NuPoint UM with the SIP Gateway IP address, port
data, and line mapping details that are used to accept calls from the communications
platform and redirects them to available NuPoint lines. SIP endpoints are able to call a Pilot
Number that route to an available NuPoint UM line and hear a greeting prompt, such as
"Welcome to the message center. Please enter a mailbox number or wait."

If you haven’t done so already, add the MiVoice 5000 as a SIP GATEWAY network element
to the NuPoint UM application. This is necessary to set up network mappings for SIP calls.
Refer to Add a Network Element for instructions on how to configure a SIP Gateway.

Modify the MiCollab server security settings to allow full telephony communication to be
established between the communications platform and the NuPoint application.

- Log into the MiCollab server console.
- Under Configuration, click Configure Networks
- Click Add a new trusted network.

- In the Network Address field, enter the IP address of the network to designate as
“local”.

- In the Subnet mask or network prefix length field, enter the dot-decimal subnet
mask or CIDR network prefix to apply to the Network Address. If this field is left blank,
the system assigns a network prefix length of /24.

- In the Router field, enter the IP address of the router you will use to access the
newly-added network.

- Click Add.
Configure NuPoint UM Line Groups and Dialing Plan for the SIP Gateway.

Each NuPoint UM line is dedicated to handle one call at a time. Therefore, the number of
lines defined in NuPoint UM is the maximum number of simultaneous calls possible. NuPoint
UM can have up to 120 lines. A Line Group is a collection of one or more NuPoint UM lines,
each mapped to a cluster node. When lines are linked to a SIP Gateway cluster node,
incoming SIP calls can be accepted and routed to available NuPoint UM lines for SIP.

Configure system mailboxes and greetings.

Set up and initialize the Administrator mailbox.

The Administrator mailbox is set up by default (under mailbox number 998) during the
NuPoint UM application installation. It can be used to record System Message Prompts
and program additional user mailboxes. See Managing Mailboxes for additional information.

Direct callers to NuPoint UM mailboxes on Call No Answer.
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Call No Answer scenarios must be correctly configured through the SIP Gateway/SIP
Endpoint Call Forwarding options. In general, when Call No Answer is detected at the SIP
Endpoint, the call should be forwarded to the NuPoint UM Pilot Number (Extension) as "Call
Forward Not Available." It is assumed that the Endpoint Extension forwarding the call
matches amailbox number programmed in NuPoint UM. Ifthisis the case, when a forwarded
call is received by NuPoint UM, a prompt will indicate that the recipient is not available and
ask the caller to leave a message.

8. Enable paging message notifications.

Check that message notifications are set up at the mailbox level. Each mailbox may be set
up for two notification types concurrently.

9. Configure Distribution Lists.

Distribution lists allow a mailbox user to send messages to multiple mailboxes in one step.
10. Configure the following FCOS:

* 263 - Store Caller Line Id as a phone or mailbox number

* 264 - Play outside caller user interface (with FCOS bit 280)

» 280 - Enable CLI outside caller interface (with FCOS bit 264).

PERFORM REQUIRED NUPOINT CONFIGURATION ON MIVOICE 5000
To allow the MiVoice 5000 to communicate with NuPoint UM and use it as its voice mail system,
you must complete the following tasks:

* Add a new trunk group

» Define the trunk group for MiCollab NuPoint Voice Mail

+ Provide access to the MiCollab NuPoint Voice Mail

»  Configure the calling party in the « From » msg header of outgoing calls towards MiCollab
NuPoint.

* Add the NuPoint IP Address in the Whitelist if the SIP security is enabled

Perform the following configuration from the MiVoice 5000 management interface

1. From a web browser on the LAN, log into the MiVoice 5000 Management Interface (MMI):
https://(IP address of MiVoice 5000 server
Username: admin (default)
Password: admin (default)

2. Define trunk group for MiCollab NuPoint.
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>0 Mitel | Telephony service MV 5000

Web Admin home Trunk group names

Subscribers TRy SErCo-NOtWOrk 3nd Brks>Notworks Trunk grougrs>Namos (4.2 1.1)
Systemn Trunkgroup 1 [SIP.TG1
Metwork and links r T —
MNetwork Rt
Trunk groups Trunk group 4
MNames

Figure 22: Trunk Group for MiCollab NuPoint

3. Specify Private Direction name.

Web Admin home  Direction names Q
Subscribers Telephony service>Dialing plan=Direction names (3.1}

System

Dialing plan Private direction 1 _!E LO1

Direction names &€ Private direction 2 TIE LO2

Figure 23: Specify Private Direction Name

4. Selectand display the route (4.2.2 and 4.2.3). The configuration interface only checks that
call routing has been correctly defined

o Mitel | Telephony service MV 5000

Web Admin home Route selection |:

To direction TIE LO2 v \

Viaroute type |DIRECT O v

On trunk group |VCEMAIL __/

Advanced characteristics ...

Subscribers Telephony service>Network and links=Network=Routes (4.2.2)

System
Dialing plan
Metwork and links

Network
Routes

Reception
Voice mail and tones

Figure 24: Call Routing Definition
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b M|tel ‘ Telephony service MV 5000

&

Web Admin home  Display routes

Subscribers Telephony service>Network and links>Network=Routes display (4.2.3)
System Direction | Route | Trunk Gp @ Trsf | Site
Dialing plan p 0
Network and links
Network
Routesdisplay Lol e e
Display routes LOCAL NATIONAL INTERMAT

Figure 25: Display Routes

5. Enter an access code for direction (3.2.4).

o) Mitel | Telephony service AL
Web Admin home Access to TIE LO2 ; D‘ Q" A ﬁ,,
Subscribers Tetephony service=Dialing plan>User dialing plan=Access to directions {3.2.4)

System Access restriction, belongs to AREAA ~
Dialing plan Ccess code 81
User dialing plan = -
Access to directions Tone afte! i

Access to TIE LO2 Password request NO
Network and tinks Length of next number 4
Reception : ;

: : Direction obtained on time-cut |[NO ¥
Voice mail and tones

Specific numbers
1

Fast links

Figure 26: Access to Direction

6. Define an internal plan.
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DIMitel | Telephony service

Web Admin home
Subscribers
System

Dialing plan
Network and links
Network

AID handling
Internal plans definition

Reception

(I " e

Internal plans definition
Telephony service>Network and inks>Network=AlD handling>Internal plans definition (4.2.6.1)

Figure 27: Define Internal Plan

7. Define trunk group characteristics.

oo Mitel | Telephony service

Useof PLAN1 ¥

plan type PSTN »

Use of PLANZ2 #

Useof PLAN3 ¥

plan type

Web Admin home
Subscribers
Systemn

Dialing plan
Network and links

Network

Trunk groups

Characteristics
Characteristics of trunk group

VCEMAIL
Reception
Voice mail and tones

Fast links

Characteristics of trunk group VCEMAIL RS
alophany servica>MNetwork and bnks>Network>Trunk groups>Characteristics (4.2.1.2)
Signaling characteristics:
Physical type VOICE IP v
Nature BOTHWAY ~
Signalling.dee ~E b
Subtype VOICE MAIL v
Characteristics

Figure 28: Trunk Group Characteristics
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0 Mitel | Telephony service

MV 5000

Web Admin home
Subscribers
System

Dialing plan

Network and links
Network

Trunk groups
Characteristics

Characteristics of trunk group ..

VCEMAIL VOICE |P BOTHWAY
Reception
Voice mail and tones

VCEMAIL VOICE IP BOTHWAY (basic mode)
Telephony service=Metwork and links>Network=>Trunk groups=Characteristics (4.2.1.2)

Signalling type SIP

Switch to advanced @3‘ © 6

mode

Link state WAITING FOR CALL
roxy n® 1 0.148.81.22

- port 5058

Proxy n® 2 y

IP address | port of
micollab server

Domain / realm

Fast links Local proxy NO v
Proxy checking v
Figure 29: Configure IP BOTHWAY
Web Admin home VCEMAIL VOICE IP BOTHWAR ladvanced mode) )
Subscribers Tedophoemy Lorvic e MNonaork and lnks > Mo noF PR RA  C rorisnes (£ 2 1 7
3'“_&“1 edirectod numbers emission DIVERSION v —
i "::9 :"'a" - identity con :
;Emﬂgmﬂﬂd ol - call identifier (From) HNDJAID =
Trunk groups - number (From) in E 164 format
Cé'l.arad:terisncs - presentabion/restrciion P-Asserted-1D v
haractenstics of trunk group ..
VCEMAIL VOICE 1P BOTHWAY call identifier (PAI ND/AID =
Reception - rrmber (PA in E 164 formai
; = SOTICirig ANOTIVITOUS to From *
:;f:nr::u cC Jcnes - updare of mamesnumber (UPDATE)
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= subscripiion N ’ :;
Local generation of tones Y
Support PRACK (100l L4
Tores management before answer 1B345DP+P-Early-Media ~
- support P-Early-Media
Re-imvite without allowed S0P o
Reject T.38 415 Unsupported Media Type -

5
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8. Define voice mail

B Mitel | Tetephony service MV 5000

Web Adrmin home Voice mail definition &
Cbyerribars Telephony service=Voice mail and tones=Yoice mail=Definition {6.1

System Voice mail call number m—_
Dialing plan Voice mail type EXTERN.
Network and links Automatic call back of calls | NONE ¥
Reception

Voice mail and tones
Voice mail

Figure 31: Voice Mail Definition

9. Set Broadcast priority

> Mitel | Telephony service R

ERV

K Service VOICE MAIL

Web Admin home
Subscribers Telephony service>Network and links>Multi-site>Services location>Other s
System Broadcast priority 1 | INTERNAL
Dialing plaq Broadcast pnomty’2 |.........
Network and links
Multi-site Broadcast priofity 3 | ........ v
Services location
Other services Broadcast pricrity 4 | .......... v
Service VOICE MAIL

Figure 32: Broadcast PriorityH
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10. Perform the SIP trunk configuration required to insert the calling party in the « From » msg
header of outgoing call. The following configuration example uses data from the previous
steps for MiCollab NuPoint.

00 Mitel | Telephony service

Web Admin home Compaosition of plans
Subscribers Telephony service=Network and links>Network=AID handling=Internal plans composition (4.2.6.2)
System Direction: TELECOM |PLAN1 ~
Dialing plan Direction: LOCAL PLAN1 v
Natwork and nks Direction: INTERNAT |PLAN1 v
Network
AID handling Direction: NATIONAL |PLAN1 »
Internal plans composition Direction: EMRGENCY |PLAN 1 v
Reception
Voice mail and tones Di

- TIE L O ¥
T
Fast link >
astinis @Lt:m: TIE 102 PLAND

Figure 33: AID Handling - Composition of Plans

0o Mitel | Telephony service

Web Admin home Selection of calling party

Subscribers Telephony service=Network and inks=Network=AID handling=Outgoing handlings (4.2.6.7)
System Byplan  |... v
Dialing plan And by direction |INTERNAL v

Network and links

Network et —
AID handling
Outgoing handlings

Reception

Figure 34: AID Handling - Selection of Calling Party
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oo Mitel | Telephony service

Web Admin home Qutgoing for INTERNAL

Subscribers Telephony service>Network and links=Network=AlD handling>0Outgoing handlings (4.2.6.7)
System And the requested plan «
Dialing plan

On trunk group
Network and links
Network
AID handling - inhibit sending of IID aglc
Outgoing handlings
Outgoing for INTERNAL - send IID

Fallback present

- AID completed with lID

Reception
Voice mail and tones - AID set using DID number
Fast links digit translator number

- inter-plan forwarding NO

Figure 35: AID Handling - Outgoing for Internal

&0 Mitel Telephony service MV 5000

C

Web Admin home Display of outgoing handling
Subscribers Telephony service>Network and links>Network>AlD handling>Displays:>Outgoing handlings (4.2.6.9.1)
Systemn
Dialing plan Calling Called | Trunk gp  IID| TrlAID
MNetwork and links -INT. ™ DLAN 1

Network -

AID handling -INTERNAL ~ PLAN3

Outgoing handlings

Figure 36: AID Handling - Display of Outgoing Handling

o0 Mitel Telephony service

Subscriber 6000 calls
NuPoint mailbox (trunk

Web Admin home Subscriptions 6001 2l
Subscribers Telephony servicesSubscribers>Subscriptions>Characteristics (12.3)
Subscriptions Bv directory numbar
Characteristics bl i B oL

System Characteristics | Directory | Terminals | Keys | Forwards | Home automation | Phone box
Dialing plan Subscr. status IN SERVICE
Network and links Subscriber type INTERNAL
Reception Directory number m_
Vome_' mail and tones DID DN PLAN 1
Fast links

DID DN PLAN 2

& DIDDN PLAN 3 6504 | =

Figure 37: SIP Trunk Group - Voice Mail Direct Call
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oo Mitel | Telephony service ikl
Web N‘jmi" home Subscriptions 6001 E\‘ Q Q D' n
Subscribers Telephony service=Subscribers=Subscriptions>Characteristics (1.2.3)

Subscriptions
Characteristics

By directory number (6001

System Characteristics  Directory | Terminals | Keys | Forwards | Home automation
Dialing plan Subscr. status IN SERVICE v
Network and links Subscriber type NTERNAL -
Reception Ditectary nirmbes Subscriber 6001 calls
Voice mail and tones G so0 6000 and is immediatly
Fast links DID-DNPLAN S forwarded to NuPoint
DID DN PLAN mailbox (trunk SIP
DID DN PLAN 3 6504

Figure 38: SIP Trunk Group - Voice Mail Forwarded Call
11. Add the MiCollab/NuPoint IP address in the Whitelist if the security is enabled.

CJ Mitel | Telephony service

Web Admin home SIP security

Subscribers Telephony service>Network and links>Quality of service>SIP security (4.4.6)

System Security settings = WhiteList | DoS BlackList | Brute Force Blacklist

Dialing ptan IPaddress1  [10.148.81223
Network and links

Quality of service e i

SIP security IP address 3

Figure 39: Add WhiteList for NuPoint
TEST NUPOINT VOICE MAIL OPERATION

To test basic communication between the MiVoice 5000 and the NuPoint UM:

1. From any extension configured on the communications platform, call the NuPoint UM voice
mail extension.

2. \Verify you hear the voice mail system greeting: “Welcome to the message center.” This
step establishes that you connected successfully to the NuPoint UM voice mail system.

3. Set up the test Mailbox Name and Greeting.

From the phone for which you created a test mailbox on NuPoint UM, dial the NuPoint UM
voice mail extension.

1. Dial the mailbox passcode to access the voice mail system options for that mailbox.
2. Follow the voice mail prompts to set up the mailbox and create a greeting.

3. Dial Extension “xxxxx” and Leave a Voice Mail Message
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« From any phone on the communications platform, dial the NuPoint UM voice mail
extension.

+  When prompted for an extension at the system greeting, dial the test mailbox created
earlier.

+ Leave a voice mail message and then follow the prompts to deliver the message.
4. Verify MWI and Retrieve Voice Message from Extension “xxxxx”.

5. Verify that your voice mail message was recorded by accessing the voice mail system,
providing the passcode, and then listening to the message.

INTEGRATE AUDIO, WEB AND VIDEO

To integrate the AWV application with the MiVoice 5000, you must configure the MiVoice 5000
system settings first, then configure the SIP server settings in the AWV application.

INSTALL MICOLLAB AWV CONFERENCING CLIENT FOR ALL USERS

If you are running in a networked environment, you can (as the administrator of the computers)
install MiCollab Audio, Web and Video Conferencing Client for all users. This is usually done
in a Terminal server or Citrix environment.

If you wish to do this, download the executable file from http://<MiCollab IP
address>/wd/MCACIlient-admin.exe and follow the instructions.

Note: You must have Administrator privileges to install MiCollab Audio, Web and Video
Conferencing Client for all users. The software must be placed in a location that all users
can access. If a user on the system already has the MiCollab Audio, Web and Video
Conferencing Client installed on their machine locally, that version takes precedence
over the administrator-installed version.

CONFIGURE MIVOICE 5000 TO COMMUNICATE WITH AWV
1. Define the Hunt Group for AWV with a cyclical hunt group head (1.2.1 and 1.3.1.2).

o0 Mitel | Telephony service

Web Admin home Subscriptions creation D‘ Q) t
Subscribers Telephony sarvice>Subscribers=Subscriptions>Creg

Subscriptions Subscriber type HUNT GROUP ™

Create
First directory number 5000

Systemn
Dialing plan ed number 1

Network and links
Reception

Voice mail and tones
Fast links

Check number uniqueness in multisite #

Automatic creation of DID number
Confirmation

Figure 40: Hunt Group Head Definition
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COMitel | Telephony service

Web Admin home Hunt group 5000 (R
Subscribers Telephony service>Subscribers>Hurt groups and companies>Hunt groups>Charactenstcs (1.3.1.2)

Hunt groups and companies By directory number |5000
Hunt groups

Characteristics Characteristics | Directory | Composition | Forwards | Functions | States
System Subscription type HUNT GROUP
Dialing plan Directory number El:lll 1
Network and links

; DID directory nb. PLAN 1
Reception
DID DN PLAN 2

Voice mail and tones

| DLARL T

Fast links

Hunt group type CYCLIC v |
Hunt grot:
Hunt group nature TELEPHONY +

Figure 41: Hunt Group Cyclic Head Type
2. Add subscriptions used by MiCollab to Hunt Group (1.3.1.2,1.4.3, 1.3.1.2, and 1.2.3)

- Number of subscriptions to be included according to max participant number inside
conference

UL

- Number max of subscriptions defined in Hunt Group is limited to 100

- SIP MD5 password defined on MiCollab must be the same for all subscriptions
belonging to Hunt Group

CIMitel | Telephony service MV 5000
Web Admin home Hunt group 5000 ; &
Subscribers Telephony service>Subscribers>Hunt groups and companies>Hunt groups>-Charactenistics (1.3.1.2)

Hunt groups and companies B didectony it 008
Hunt groups By directory number

Characteristics Characteristics | Directory | Composition | Forwards = Functions | States

System

Subscription type HUNT GROUP
Enaling plan Directory number m_
NeerI.'k od e DID directory nb. PLAN 1
Reception
Voice mail and tones DID DN PLAN 2
Fast links DID DN PLAN 3
Hunt group type CYCLIC »
Hunt group name SUB 5000
Hunt group nature TELEPHONY ~
Used for pre-call distr.
Day category INTERNATIO. «
Night category INTERNATIO. v

Feature class FACO0 v
Predefine

Mutual aid number

Global ringing duration (sec) 40

- . v ar

Figure 42: Hunt Group Feature Class
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CIMitel | Telephony service

Web Admin home Feature class FACO0 2R

Subscribers Telophony sendcesSubscribers>RightssFeature class (1.4.3)

Rights

its nam
Feature class iy Rt s

Systern Directory beginning with

Dialing plan Names Characteristics | Users

MNetwork and links Paging access

Reception Privileged set

Voice mail and tones E"kkl_"p p"l‘l:"i:gm overnde -

! ocking allo
ink:

LATE Unlocking allowed af
Mobile recording allowed L
Pick up protection
MNight category override L
Call forwarding protection
Data protection
Do not disturb allowed
Intrusion allowed
Intrusion accepted o
Right to ciphering o

Master of conference
Pre-emptive rerouting to voice mail

™

Call waiting REFUSED )

Returntoc .
External forwarding allowed
Assistant forwarding allowed
Announcement list call
Metwork shift allowed
Network rerouting allowed

Id sent to public network i ¥

Id sent to private network | ... v

Id sent can be modif. for each call
Priority terminal

Right to immediate forwarding o
Forwarding on busy allowed o
MVS000-R6.1 SP2 [ES00 ANG Forwarding on no answer allowed &
Ring duration before forward STANDARD v
Barorded calls gllowed L
hunt group

Figure 43: Hunt Group Feature Class
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D M | te'. ‘ Telephony service MV 5000
Web Admin home Hunt group 5000 RO ¢
Subscribers Telephony servicesSubscribers=Hunt groups and companies>Hunt groups>Characteristics (1.5.1.2)

Y rsos rxdcorpmnis By directory number (5000

Characteristics Characteristics | Directory Composition | Forwards | Functions | States
g @1 (6100
Dialing plan 6101
Network and links :

Reception " Extension 3 6102
Voice mail and tones Extension4 6103
Fast links Extension5  |6104

6105
Extension 6106
Extension8 6107
6108
Extension 10  |6109
Extension 11  |6110
Extension 12 6111
Extension 13 6112
6113
Extension 15 [6114
Extension 16 6115
Extension 17 |6192
ension 18 16193
19 |6194

Extension 6

Extension 9

Extension 14

Up to 100 extensions (subscribers) can be defined inside a hunt group. The extensions must be
created before if not already existing.

Figure 44: Subscriptions to be included in Hunt Group
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>0 Mitel | Telephony service RS
Web Admin home Subscriptions 6100
Subscribers Telephony senice>Subscribers>Subscriptions>=Characreristics (12.3)

Subscriptions
Characteristics

System Characteristics | Directory | Terminals | Keys | Forwards = Home automation | Phone boc

By directory nt

Dialing plan Subscr. status INSERVICE v
MNetwork and links Subscriber type INTERNAL
Reception Directory number W
Voice mail and tones DID DN PLAN 1
Fast links

DID DN PLAN 2

DID DN PLAN 3

Extension name U8 6100

- al authentication s
- value swMIKOFIGH7XIREZ
User passworg phalutebaiel

User Portal account

Note : for each extension that belong to the hunt group, the MD5 password must match
the MD5 password that is defined on the micollab server (if defined)

Figure 45: MD5 Password Must Match

3. Configure the supported codec and payload for the SIP phones. The duration of packets
must be 20 ms for all codecs.
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o2 Mitel | Telephony service

Web Admin home
Subscribers
System

Dialing plan

Network and links
Quality of service
Voice over IP coding law
Coding law : INTERNAL SIP-DECT IP

Reception
Voice mail and tones
Fast links

XD -R6.1 SP2 fESOL FRA

Coding law : INTERNAL SIP-DECT IP

B¢

Telephony service>Network and links>Quality of service=Voice over IP coding law (4.4.2)

Priority 1, law:

duration of packets (ms):
duration of packets (ms):
duration of packets (ms):

duration of packets (ms);

Priority 2, law:
at type 1:
at type 2:

duration of packets (ms):

duration of packets (ms):

Priority 3, law:
at type 1:
at type 2:
duration of packets (ms):
duration of packets (ms):
duration of packets (ms).

duration of packets (ms):

Priority 4, law:

Figure 46: Configure Codec

G722 v
20 -

G729 v
G729 ~
G/729A ~

20 ~

4. Setthe DTMF Method to RTP PACKET and the Header Value to 101.Note that SIP-INFO
is not managed for the MiCollab Clients

co Mitel |

Telephony service

Web Admin home
Subscribers

Rights

General settings
Systemn
Dialing plan
Network and links
Reception
Voice mail and tones
Fast links
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Subscribers miscellaneous settings B Q@ B #
Telephony sendce>Subscribers>Rights>General settings (1.4.1
ISDN settings
answer set installation fwd
- ISDN remote charging i
- default subscribers sign I ISDN VN4 E3

- Sending of empty SUU not allowed

IP settings
- Handling of FAX T S8 conas

=~ DTMF handled into: | RTP PACKET
header value (RFC 2833) 101

MNuisance calls tracking [+
- offered to the ATDCs at the call end
Notification towards ISDN network

Figure 47: Configure the DTMF Method and the Header Value
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CONFIGURE SIP SERVER SETTINGS IN MICOLLAB AWV

Configure the SIP Server settings in MiCollab Audio, Web and Video Conferencing using the
account information from the MiVoice 5000 configuration:

1.
2,
3.

9.

Log into the MiCollab server manager interface.
Under Applications, click Audio, Web and Video Conferencing.

From the MiCollab Audio, Web and Video Conferencing main page, click System Options
on the navigation pane.

In System Options > Platform, select MiVoice 5000 as the system that is connected to
MiCollab Audio, Web and Video Conferencing. Set DTMF Payload Type to 101.

Click Save
Click Ok at the prompt to restart the server.

Click Configure SIP Server on the navigation pane. The SIP Server Configuration page
appears.

Enter the following information:

- Extension First: Type the extension number of the first IP device in the hunt group
used by the MiCollab Audio, Web and Video Conferencing server to register itself with
the PBX.

- Extension Last: Type the extension number of the last IP device in the hunt group
used by the MiCollab Audio, Web and Video Conferencing server to register itself with
the PBX.

- Extension PIN: This PIN is used for SIP MD5 authentication. If authentication is
activated on the MiVoice 5000, this field is mandatory and is equal to the SIP
password for subscriber "Extension First" to "Extension Last".

- SIP Domain: This can be the domain name, fully qualified domain name (FQDN), or
the IP address of the PBX system used to register the MiCollab Audio, Web and Video
Conferencing

- SIP ports: If you do not know the domain name or FQDN, type the PBX system IP
address.

- IP Address: Type the IP address of the PBX system. Alternatively, type the FQDN.
Note that when typing the FQDN, only the first IP Address value returned by the DNS
lookup will be used.

Click Save.

INTEGRATE MIVOICE BORDER GATEWAY

MiVoice Border Gateway provides a secure communications path for remote MiCollab Client
users to the MiCollab Client Service. The MBG provides SIP Teleworker support for MiCollab
Client softphones.

CONFIGURE THE ICPS IN THE STANDALONE MBG (OPTIONAL)

When you create the network elements in the MiCollab USP network element tab, the network
elements are automatically added to the embedded MiVoice Border Gateway (MBG)
application. However, if your deployment includes a standalone MBG system, you must
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manually configure the network elements as ICPs in the standalone MBG server manager
interface.

Note: The standalone MBG must be clustered with the embedded MBG application on
the MiCollab server.

To add a communications platform as an ICP:

1. Log into the standalone MBG server manager interface.
2. Under Applications, click MiVoice Border Gateway.

3. From Service Configuration, click ICP

4. From ICP Information, click +
5

Complete the ICP information. Refer to the online help for details. Select "MiVoice 5000"
as the ICP type.

6. Click Save. You can now select the ICP type (MiVoice 5000) from any MBG device man-
agement page:

1 Manage ICP

Name ;.0 aso00 Hostname or IP address 0 o0 o0 o
TYRE | wivoice Business v Installer password
ce Busing
SIP TLS capable € Indirect call recording capable
MiVioice MX-ONE

Mivoice Office |

Save

Figure 48: Configure MiVoice 5000 as ICP on Standalone MBG

CONFIGURE SIP SETTINGS
1. Setthe MBG SIP Capabilities for the MiVoice 5000 ICP to UDP, TCP.

1 Manags 10P |
Name mv5000-lco2 Hostname or IP address 85.56.56.08
TYPE  mivoice 5000 w Installer password
i —r 6 Indirect call recording capable
——— E— o

Figure 49: Configure MBG SIP Capabilities

2. Configure the SIP settings.In the Allowed URI Names field, you can enter the name of the
FQDN of the MBG SIP host. This is useful foridentifying 68xxi remote workers and MiCollab
mobile client teleworkers.
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SIP support

TCP [

TCR/TLS 7] @

Registration Mode - o

Set-side registration -,
expiry time

1CP-side registration ..,
expiry time
Allowed URI names

Add another

PRACK support |

Send options keepalives

Options interval

[ ]
=

Subscribe

Refar
Prack

uor [

Only behind NAT

Local streaming

Codec support | gecricted to 6.729, G -

RTP framesize ...

Set-side RTP security

Allow

| I = [

Icp-side RTP security ...

Permit weak passwords

KPML username

KPML password

Confirm KPML password

Figure 50: Confiéure MBG SIP Settings

3. Configure the "Network profile" according to the network configuration

4. Configure the "Application Integration”.

| MiVoice Business Console

MiVoice Business Console

support

1_€all racording |-

Enabled

1 MiCollab Client |
MiCollab Client connector

enabled

hostname or IP address

MiCollab Client hostname
or server IP address
Collaboration server

stname or IP address

Figure 51: Configure Application Integration

5. Configure the Web Proxy (for the Standalone MBG clustered only) to allow the connection
between applications on the LAN and clients (for example, AWV, MiCollab Client) on the

Internet.
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INTEGRATE MICOLLAB CLIENT
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CONFIGURE MICOLLAB CLIENT

Refer to the MiCollab Client Service application online help and the MiCollab Client
Administrator Guide for configuration information.

Note that you must enable the following Nupoint UM FCOS options to allow the MiCollab Client
Desktop client to control voice mail calls:

«  FCOS 289 Enable UM-SMTP
«  FCOS 290 Enable UM-Web
« FCOS 295 Enable UM Pro

DEPLOY MICOLLAB CLIENT MOBILE CLIENTS

MiVoice 5000 platforms support MiCollab mobile clients. After you configure a user with a mobile
client in the MiCollab Client application, a deployment e-mail is sent to the user with simplified
configuration instructions on how to set it up.

Configure CSTA Link

The MiCollab Client CSTA Proxy application supports the call control messaging between
MiCollab and the MiVoice 5000 platform to support MiCollab Client features such as
"Click-to-Call".

1. Log into the MiCollab server manager.

Under Applications, click MiCollab Client Service.

Click Configure MiCollab Client Service.

Click PBX Nodes.

Double-click the system name or IP Address of the MiVoice 5000.

Open CSTA Settings.

In the Port field, enter the number of the CSTA port on the MiVoice 5000 (default is 3211).

© N o o ~ 0N

Refer to the online help for descriptions of the other fields. Typically, you will not need to
change the default settings.

9. Click Save.

Configure MiCollab Client Deployment
1. Log into the MiCollab server manager interface.

2. Set up the connection to MBG for the internal MBG:
- Under Applications click MiCollab Client Deployment.
- Access the Configuration > Connections to MBGs panel.

- Create a connection to the local MBG using the LAN (Server Only) or WAN
(Server/Gateway) IP address of the MiVoice Business Gateway. See the MiCollab
Client Deployment help for details.



MiVoice 5000 Integration

- Click the Save and send AuthRequest button.

Manage MiCollab Client Deployment @

Required information is missing!
The External Hostname is a mandatory setting for the deployment of configurations!
Deployment email address is missing!

Please note that the Deployment email address is used as a fallback if no email address is available for a user. If no Deployment email address is added,
deployments to users without a valid email address will fail.

Users Deployment Profiles Configuration

Deployment Email + Connection to MBGs + Branding Settings

v Operation status report
Succesfully contacted MBG.
Please approve the specified Token ID on the MBG's Server-Manager WebGUI under "Administration” -> "Web Services" and enter the Verification Code.

» Location: Configuration /Connection to MBGs / Edit

Name: Local
Host: 10.45.104.43
Port:
Use https: i
Token key: dvmkwsiZsisgrhjrabsbg==
Verifier:

Figure 52: Setting up MiCollab Client Deployment Connection to Local MBG
3. Under Administration, click Web Services.

Configure MSL Web Services

» Location: MSL web services

This interface permits configuration of MSL's web services interface, and the clients that are permitted to use it.

age web service availability Starll Stop

Web service status Enabled
Access URL https://<hostname or ip address=/mslrest/

Below you will find the registered consumers of this web service. These are vendors of web service clients, not active clients themselves. For registered clients, see further below in the table
entitied, "Final tokens".

Add a new consumer
Consumer information

Active Name Consumer ID Shared secret RSA certificate (if any)
\/ Oria oria 497257d82065cde1687fan446da165d302a4c94a Modify
\/ MiCollab Client Deployment MiCollabClientDeployment ad3defiibfeacO0ea7cB806e6b61657ca0d0edl30f Modify
1/ vApp vapp 22c01bd55bdd68881 0ef04e0f9ae50f71d293854 Modify Delete
1/ deployu_for_uca deployu_uca wypctdginiylnzzyoktpprvcalbsrrdhgeeicwsw Modify Delete
1/ Users and Services sas_usp cmucli9uzng6sfovnbléix2pidk2xjwyoteqa120 Modify
The following table shows the list of approved tokens, representing an approved client for this web service.
Final tokens
Consumer Token ID Secret Expiry Description
Users and Services mi%zz2gygncsjecmfpmxehg== klinaznjsuyizDa3lesra3w= May 4, 2016, 12:14 p.m. Modify Renew Revoke
deployu_for_uca cl7rbtiisocxpusfirmiqw== zka0jiwasnmwfySleaushg== May 4, 2016, 12:15 p.m. Modify Renew Revoke
MiCollab Client Deployment dyvhrirctoajvd8kae26gg== ifkkacmisoivm3aedlhrwg== May 4, 2016, 8:39 p.m. Modify Renew Revoke

The following table shows the list of temporary tokens. These tokens, if approved, can be used for the client to fetch its final tokens, used for day-to-day authentication. These tokens require
administrator intervention to permit access. If you do not wish to permit access to the client responsible for the request, you may either reject the token, or wait for it to expire.
Temporary tokens

Approved Consumer Token ID Expiry Verifier

x MiCollab Client Deployment dvmkwsiZsiisgrhjra5s6g== Tue, May 5, 2015 @ 21:05:00 UTC

Approve Reject

Figure 53: Approve MiCollab Client Deployment Temporary Token in Web Services Page
4. Click Approve.
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5. The system generates a verifier code for the MiCollab Client deployment. Copy the "verifier
code" that is generated by the system. You will need to enter it in a later step.

Configure MSL Web Services (-}"s
# Location: MSL web services

This interface permits configuration of MSL's web services interface, and the clients that are permitted to use it.

Manage web service availability Stari | Stop l

Web service status Enabled
Access URL https://<hostname or ip address=/mslrest/

Below you will find the registered consumers of this web service. These are vendors of web service clients, not active clients themselves. For registered clients, see further below in the table
entitled, "Final tokens".

Add a new consumer
Consumer information

Active Name Consumer ID Shared secret RSA certificate (if any)
\/ Oria oria 497257d82065cde1687fab446dal65d30eadcoda Modify
\/ MiCollab Client Deployment MiCollabClientDeployment ad3defiibfeac00ea7cB06e6b61687calv0ed130f Modify
\/ vApp vapp 22c01bd55bdd68a510ef0denfoaes50f71d293854 Modify  Delete
1/ deployu_for_uca deployu_uca wypctdginlylnzzyoktpprvcglbsrréhgeeicwsw Modify Delete
\/ Users and Services sas_usp cmuciiguzngbsfevnblEix2pidk2xjwyot6g8120 Modify

The following table shows the list of approved tokens, representing an approved client for this web service.
Final tokens

Consumer Token ID Secret Expiry Description

Users and Services midzz2gyqncSicmfpmxehg== kiinaznjsuyizOalesralw== May 4, 2016, 12:14 p.m. Modifv Renew Revoke
deployu_for_uca cl7rbtiisocxpusfirmigw== zkaljiwasnmwfySleaushg== May 4, 2016, 12:15 p.m. Modifv Renew Revoke
MiCollab Client Deployment dyvhrirctoajvdakae26gg== ifkkatmjsoivm3aedhrig== May 4, 2016, 8:39 p.m. Modifv Renew Revoke

The following table shows the list of temparary tokens. These tokens, if approved, can be used for the client to fetch its final tokens, used for day-to-day authentication. These tokens require
administrator intervention to permit access. If you do not wish to permit access to the client responsible for the request, you may either reject the token, or wait for it to expire.

Temporary tokens

Approved Consumer Token ID Expiry Verifier
\/ MiCollab Client Deployment dvmkwsiZsiisqrhjra556g== Tue, May 5, 2015 @ 21:05:00 UTC ( 298490 b Reject

Figure 54: Verifier Code
6. Under Applications, click MiCollab Client Deployment.
7. Access the Configuration > Connections to MBG panel.
8. Modify the connection and enter the verifier code that you copied above.
9

Click Save and send AuthRequest.

Enable Remote Access to the Deployment Unit Interface

10. Log into the MBG server manager.

11. Under Administration click Remote proxy services.

12. Click the LAN server proxy list tab.

13. Click Add new LAN server proxy and add the MiCollab server.
14. Click Modify and configure the proxy settings.

15. Click Save.
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D Mltel l Mitel Standard Linux admin@vmbg-lco. mycompany.local  Statug

it ~ Configure Web Proxy & Remote Management Service

MiVoice Border Gateway
LAN server proxy list Users Supported applications MiVoice Business support

ServiceLink

Blades
Status » Location: LAN server proxy list
Administration Welcome to the Remote proxy services administrative interface. From here you can manage all aspects of the Web Proxy's behaviour. If at any time you
Web services information, click the Help icon in the upper-right corner of the page.
Backup

View log files This page outlines existing LAN servers currently supported by this MBG server. Remote proxy services relies on the fully-qualified domain name in the H
i that request to the appropriate LAN server. Access via IP address is not supported.

Event view

System information Note that unencrypted HTTP traffic is not supported for security reasons.

System monitoring Add new LAN server proxy
System users =
WAN-side Allowed
Shutdown or reconfigure Enabled| FQDN netblock Server type
I
Ao MiCollab server with the following user level access enabled:
Security MiCollab Client
Remote access MiCollab
Port forwarding v micollab1.int.com||all MiCollab Audio, Web and Videc Conferancing Modify [[Del
Web Server Certificate Google Calendar Integration to AWV
N i Depioyment Unit
Certificate Management
|Admin level access is enabled

Configuration
Networks

Web proxy Remote management
E-mail settings Tr

Licensing information
rue True

Figure 55: Remote Proxy Services

Configure Web Proxy & Remote Management Service

LAN server proxy list Users Supported applications MiVoice Business support

» Location: LAN server proxy list / Modify
Welcome to the Remote proxy services administrative interface. From here you can manage zll aspects of the Web Proxy's behaviour.
If at any time you require more information, click the Help icon in the upper-right corner of the page.

The followina form permits confiquration of a proxy to a single LAN server. None of the other fields will apply to change the server's
behaviour unless the "Enabled” checkbeox is also checked.

Enabled ]
WAN-side FQDN [micollabT int.com

MiCollab

! MiVeice Business

MiCollab Client

What kind of LAN server are you configuring? MiCollab Unified Messaging

! generic MSL admin cnly

B Open Intagration Gateway

! Oria

W1 micellab
@ MiCollab Client
D MiCollab Unified Messaging

Which user interfaces would you like to enable access 7]
to? I Deployment U I

E MiCollab Audio, Web and Video Conferencing

E Google Calendar Integration to AWV
[4443 ‘ Listen port for MiCollab AWV

Do you wish to permit remote administrative access? | ves

What netblocks should be able to access it?

Figure 56: Enable Access to Deploy Unit Interface
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Create and Assign Deployment Profiles
16. Log into MiCollab server manager.
17. Under Applications, click MiCollab Client Deployment.

18. Click Deployment profiles. You can use the default deployment profile, create a new
profile, or modify the existing ones. Deployment is supported for MiCollab Client users who
are assigned with profiles.

19. Configure the General settings and Softphone settings. Refer to the online help for field
descriptions.
* Inthe General settings configure the connection parameters:
- Config download host: Enter the FQDN of the MiCollab Server

- MBG SIP host: Enter the IP address or the FQDN of the MBG SIP host if client is
connected in Teleworker mode

- PBX SIP host: The IP address of the MiVoice 5000 if Teleworker is deactivated
* In the Softphone settings, configure if the client will register

- tothe MBG in Teleworker mode, or

- to the MiVoice 5000, if Teleworker is deactivated

General Settings

Name * default Log Level INFO -
Use Teleworker | Call Mode Video E|
Use Softphone & Office Number

Office Number Pause 0
MBG Local E Config download host * Custom E|

cbelab-micollab.surrot.com

MBG SIP host * Custom E|

193.248.147.29

PBX SIP host Default E|
Override user email F Conference Access Code
Deployment email address cbenoit@mitel.com Emergency Numbers 000,110,112,118,119,911,999

Figure 57: General Setting (Settings shown are examples only)
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Softphone Settings

PBX type MV 5000 - Teleworker type MBG -
SIP transport protocol TCP E| SIP transport protocol TLS E|
SIP port 5060 SRTP mode Mandatory E|
SIP DTMF method RFC 2833/ RFC 4733 E| SIP port 5061
Default audio codec g722 - SIP DTMF method RFC 2833 /RFC 4733 [7]
Max video TX rate 768 Default audio codec Q722 E|
(kbit/s) *

Max video TX rate 192
Max video RX rate 768 (kbit/s) *
(kbit/s) *

Max video RX rate 192
DSCP SIP Assured forwarding 11 E| (Kbit/s) *
DSCP RTP audio Assured forwarding 12 E| DSCP SIP Assured forwarding 11 E|
DSCP RTP video Assured forwarding 13 E| DSCP RTP audio Assured forwarding 12 E|

Use Wi-Fi only

DSCP RTP video

éAssured forwarding 13

Use Wi-Fi only

Figure 58: Softphone Settings
20. Click the Users tab and assign the deployment profiles (templates/roles) to the MiCollab
Client users.
Purchase and Import SSL Cettificates to Servers
21. Log into the MiCollab server manager.
22. Under Security, click Web Server Certificates.

23. To enable remote client station to log in and to enable MiCollab Mobile Client users to
establish connections, you must install an SSL Certificate on the MiCollab and MBG serv-
ers. Refer to the online help associated with the Web Server Certificates page for
instructions.

Synchronize from MiVoice 5000

24. Launch the synchronization from the MiVoice 5000. The MiCollab Client Deployment ap-
plication automatically deploys the clients for users who are assigned with a role that
corresponds to a template with a deployment profile.

The system pushes the user configuration file to the redirect server which sends an email
to the user clients.The users click a link in the email to download and install the configuration
file on their mobile client.
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CONFIGURE INTEGRATED DIRECTORY SERVICES (OPTIONAL)

62

Optionally, configure Integrated Directory Services to integrate the non-corporate contacts from
a directory server or a MiVoice 5000 with the MiCollab Client Corporate Directory database.
Note that only non-corporate entries (contacts) are supported via IDS. User entries are not
synchronized and are not copied to the MiCollab USP database.

During an IDS synchronization event, the system imports the non-corporate entries. When
users start up their MiCollab clients, the system updates the user's Contacts list. Users can
then place calls to the non-corporate contacts using "Click-to-Call" functionality from their phone
clients.

Refer to the Integrated Directory Services help in the MiCollab server mananager online help
for configuration instructions.

CONFIGURE THE CONNECTION AND SYNC DATABASES

1.

Configure the connection to the MiCollab server. In the MiVoice 5000 Management Portal
(MMP) or the MiVoice 5000 Manager, access the Telephony Service > Subscribers >
Terminals and Applications > MiCollab > Connections menu, and enter the following
parameters:

- Label: Enter the system name of the MiCollab server

- Main IP Address: Enter the IP Address of the MiCollab server

- Login: Enter the MiCollab Server Manager "micollab_api" account username

- Password: Enter the MiCollab Server Manager "micollab_api" account password

-  Daily Re-alignment: Set the time (HH:MM) for the daily synchronization to occur with
the MiCollab server (default 02:59)

- Check the MiCollab server synchronization box
Perform a manual synchronization with the MiCollab server to obtain the default and custom
roles from MiCollab.

- Inthe MiVoice 5000 Management Portal (MMP) or the MiVoice 5000 Manager, access
the Telephony Service > Subscribers > Terminals and Applications > MiCollab >
Connections menu.

- If Windows login authentication is required for IDS integration, check the Windows
Login for Authentication box.

- Click Immediate realignment to launch an immediate synchronization. The roles are
obtained from MiCollab.

Check that the roles are present on the communication platform:

- Inthe MiVoice 5000 Management Portal (MMP) or MiVoice 5000 Manager, access the
Telephony Service > Subscribers > Terminals and Applications > MiCollab
>MiCollab Role menu.

- Ensure that the desired roles are listed under the Label heading.
Assign the roles to users

- Assign Entry, Standard, or Premium default roles or custom roles to users who require
MiCollab applications services. Refer to the MiCollab Engineering Guidelines for the
maximum number of Entry, Standard, or Premium users that can be configured on


http://edocs.mitel.com/UG/Apps-Solutions/MiCollab 8.0/MiCollab/mac/mas/ids/ids_about_integrated_directory_service.html

MiVoice 5000 Integration

your MiCollab platform.

- Assign the Basic role to users who require the MiCollab Client desktop and web client
with Chat only.

- Ensure that subscribers are configured with an e-mail addresses.

5. Perform a manual synchronization from the MiVoice 5000 with MiCollab. The synchroni-
zation populates the MiCollab database with the MiVoice 5000 users and applies the
application services that are defined in the associated roles and templates.

PERFORM USER AND SERVICES PROVISIONING

User and services provisioning is performed from the communications platform administration
interfaces -- not from the MiCollab Users and Services application.

+ To add or modify MiCollab services, assign a role to the user from the MiVoice 5000 man-
agement interface. For example, to add a NP-UM mailbox to a user, the administrator
assigns a Role that contains a mailbox to the user. To delete a mailbox, the administrator
assigns the user with a Role that does not include a mailbox.

* Most of the fields and buttons within the MiCollab Users and Services application are
disabled since the administrator configures users from the communications platform ad-
ministration interfaces.

» Assign a role to a new user to apply the associated MiCollab template and configure the
user with the application services that are defined in the template. The MiVoice 5000 peri-
odically performs an automatic synchronization to update the MiCollab database. After the
synchronization, the application services are enabled for the user.

» If you remove a role from a user on the MiVoice 5000, the user is deleted from MiCollab
after the next synchronization event.

* Ifyouchange a user’srole, the user’s application services are updated with the new service
mix that is defined in the role’s template. For MiVoice 5000 integrations this occurs after
the next synchronization.

CONFIGURE MIVOICE 5000 WITH MBG IP ADDRESS

If the SIP security is enabled on the MV5000, you must add the MBG IP address in the Whitelist.

B2 Mitel | Telephony service

Web Admin home SIP security
Subscribers Telephoey service>Nenwork and links>Cruality of sendce>SIP security (4.4.6)
System Security settings WhiteList | DoS BlackList | Brute Force Blacklist
Diakn ple IPaddress1  [10148 81223
Metwork and links
Quality of service IP address 2
SIP security IP address 3

Figure 59: Add MBG IP Address in Whitelist
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MIGRATION PROCEDURE FOR AWV

64

MiCollab Release 6.0 supported the integration of the Audio, Web, and Video application with
MiVoice 5000 platforms. The following paragraphs describe how to migrate an existing MiCollab
Release 6.0 AWV site to MiCollab Release 7.1 or later support.

You can migrate systems where the AWV accounts were only created within the AWV
application to MiCollab 7.1 or later. These accounts do not lose their existing conferences during
the migration.

1.
2,

Backup the database, install MiCollab 7.1, and then restore their database.

Integrate the MiCollab system with the MiVoice 5000 call manager. See “Integration Pro-
cedure” on page 33 for instructions.

After you integrate the MiCollab with the MiVoice 5000 call manager, use the call manager
to assign roles to the users.

After the users are created on MiCollab, providing that the e-mail address is provided and
it matches the existing AWV account e-mail address, the account is linked to the newly
created user.

Systems where the AWV user accounts were created via USP or IDS and already have a
MiCollab user assigned are not automatically paired. You must delete these users and recreate
them after you install MiCollab Release 7.1 and integrate it with the MiVoice 5000. In this case,
the users lose their existing conferences.
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OVERVIEW

You can integrate up to eight MiCollab servers with a MiVoice MX-ONE platform to provide
MiCollab applications, such as NuPoint voice mail, MiCollab Client, Teleworker, and Audio,
Web, and Video to users who are hosted on the MiVoice MX-ONE platform.

* For MiCollab integrations with the MiVoice MX-ONE system, the administrator performs
user provisioning from the MX-ONE Provisioning Manager interface.

* Roles and templates are used to define the MiCollab services for the users.

The administrator creates roles and templates in the User and Services application on the
MiCollab system. The MX-ONE reads the roles from the MiCollab system whenever it needs
to display them.

The administrator then assigns roles to the primary directory number of the user on the MiVoice
MX-ONE. The roles on the communications platform correspond to roles on the MiCollab
system. The UCC roles map to MiCollab USP templates that define the required application
services for the user type. When an administrator adds, edits or deletes a user from the platform
management interface, the user’s services are updated on MiCollab based on the assigned
template on the next manual immediate synchronization or during the next scheduled database
synchronization.

Non-Corporate contacts that appear in the MiCollab Client corporate directory can be obtained
via MiCollab IDS from an Active Directory server.

A typical integration consists of the components shown in Figure 60:

+ Communications Platform: The MiVoice MX-ONE can be integrated with a single MiCol-
lab system.

* MiCollab Server: Provides application services (NuPoint voice mail, AWV, MBG, and Mi-
Collab Client) to MiVoice MX-ONE users and supports MiCollab Client softphones for
external users over the Internet.

- NuPoint Unified Messaging integrates with the MiVoice MX-ONE via SIP trunking.
- Audio, Web and Video integrates with the MiVoice MX-ONE using SIP extensions.

- MiCollab Client softphones are integrated with the MiVoice MX-ONE via SIP
extensions. Computer Telephony Integration (CTl) is achieved via a CSTA Proxy in the
MiCollab system

- MiVoice Border Gateway solution provides a secure communications path for remote
MiCollab Client SIP softphones to the MiCollab Client Service. The MBG provides
support for MiCollab Client SIP softphones through the implementation of proprietary
SIP headers, SIP feature enhancements, line enhancements, and security
enhancements, along with administrator interface changes for its management.

+ Standalone MBG: A standalone vMBG server can be installed in the Demilitarized Zone
(DM2Z) of a customer's existing firewall to support SIP Teleworker devices. The MiCollab
MBG application must be clustered with the standalone MBG.

* MiCollab Advanced Messaging (AVST) server: An optional standalone server that can
be used to provide voice messaging services.
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MiCollab Client CSTA Proxy: Provides Computer Telephony Integration (CTI) between
the MiVoice MX-ONE and MiCollab Client to support telephony features such as
"Click-to-Call" and presence. The MiVoice MX-ONE communicates with the CSTA proxy
using CSTA Il protocol.

Firewall: Protects corporate LAN from Internet.

Redirect Server: Provides the configuration data to MiCollab mobile clients. This is a Mitel
server located on the Internet. It sends MiCollab mobile client users a configuration e-mail
that allows the users to download and install the required configuration files from the redirect
server.

SIP Trunking: The NuPoint Voice mail application is supported via SIP trunking.

SIP Extensions: The Audio, Web and Conferencing application is supported via SIP
extensions on the MiVoice MX-ONE.

Administration Interface: User provisioning is performed from the Provisioning Manager
(PM), the communication platform management tool.

Directory Server: An optional Active Directory server can be used to support the synchro-
nization of MiCollab Client contacts to the MiCollab Client Corporate Directory and to
support Active Directory Authentication of MiCollab users.

MITEL NETWORKS
REDIRECT SERVER
DMZ oy
MBG IN DMZ ( b | |
b
i
=], MOBILE CLIENT

l MOEILE CLIEMT

l MOBILE CLIENT

pagpape

PHOMNE

-

| rih >
B e
[&=l — | == —
B R
dos od MICOLLAB CLIENT
b SOFTPHONE
MiVOICE OFFICE 400 e

PHOME PHONE
MICOLLAE YWEB

WAN
| LAN @ _I'I-II-II- i BASED CLIENTS

|
|
| FREWALL T
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"4 _‘

||"L“ | WebAdrin (EXPERT MODE)
o MANAGEMENT INTERF ACE

MICOLLAE
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Figure 60: MiVoice MX-ONE Integration
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REQUIREMENTS

Integration with MiCollab 7.1 or higher is supported with MiVoice MX-ONE 6.1 SP1 or higher.

MiCollab Client must be configured in Integrated Mode.

CONDITIONS AND LIMITATIONS

One or more MiCollab servers (up to eight) can provide applications services to the users
on the MiVoice MX-ONE system in the same network.

The integration of multiple MiCollab systems to the MiVoice MX-ONE platform is supported.

Connection of a MiCollab server to a mix of different network elements (for example, MiVoice
5000 and MiVoice MX-ONE) is not supported. All network element types must be of the
same type on a single MiCollab. It is not possible to switch the communications server that
is connected to the MiCollab system. The MiCollab system must be reinstalled and recon-
figured to support a different type of communication server.

User and services provisioning is performed from the MiVoice MX-ONE Provisioning Man-
ager. The Add, and Quick Add functions are not supported from the Users and Services
Application if MiCollab is integrated with the MiVoice MX-ONE.

The MiVoice MX-ONE supports a maximum of four terminals/devices per user. Although
MX-ONE supports users with multiple devices, only the users’ primary directory numbers
appear in MiCollab. MiCollab services are applied to the primary directory number of the
user.

Voice messaging services can be provided by the MiCollab NuPoint Unified Messaging
application or from an optional MiCollab Advanced Messaging server.

NuPoint Unified Messaging Speech Auto Attendant is not a supported application for
MX-ONE integrations.

MiCollab Integrated Directory Services is not supported for managing user entries. Only
non-corporate entries (contacts) are synchronized from the directory services database to
the MiCollab Client corporate directory.

Functions and fields in the USP application that are not applicable to MiVoice MX-ONE are
disabled (or hidden). They are disabled after a MiVoice MX-ONE type network element is
assigned in the USP application. The administrator adds application services by assigning
a role with the required service level. The administrator removes the role to remove the
services. To remove only the NuPoint voice mailbox from a user, the administrator must
create a role without a mailbox and assign it to the user.

Each MiCollab system supports a maximum of 5000 users. In a multi-MiCollab deployment,
up to eight peered MiCollab systems can be deployed to support a total of up to 40,000
users and contacts.

If you are integrating an existing MiVoice MX-ONE with a new MiCollab system, you can
export a CSV file of user entries from the MX-ONE Provisioning Manager interface. You

can then import the user entries into the MiCollab system using the Bulk User Provisioning
(BUP) tool in USP. Manually refresh the MiCollab server from the PM Subsystem task on
the MX-ONE to complete the synchronization of users.
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LDAP authentication is supported for users who have been created from the MiVoice
MX-ONE system with authentication enabled. An "authentication only" IDS connection is
required to allow MiCollab to validate the end-user password against the Active Directory
password. Users can then log into their end-user interfaces by entering their Active Directory
password.

The MiCollab End User Portal is supported for MiVoice MX-ONE users. It provides them
with access to their user portal, voice mail, and AWV settings. However, a user’s MiVoice
MX-ONE phones are not displayed in the portal interface.

The MiVoice MX-ONE can operate in a multi-company management mode where the PBX
resources are shared between different companies. Currently, MiCollab does not support
multi-company management mode.

The MX-ONE Parallel Ringing feature allows an incoming call to ring several phones (desk-
phones, softphones or mobile phones) that are registered with different extension numbers
simultaneously. The call can then be answered on any of the phones. This feature requires
all the phones involved to be defined in a Parallel Ringing list. One phone in the list is
configured as the main extension and only calls to this extension are distributed among the
other phones in the list. MiCollab can only support application services to the main extension
in the Parallel Ringing list.

MiCollab does not provide the ability to configure the phone types for each MiVoice MX-ONE
subscriber. Note that the MiCollab Client and MBG applications function as SIP phone
integrations. MBG creates a SIP device account and UCA allows a soft phone because the
user has a SIP account.

User pictures cannot be imported into the MiCollab Client server via the MX-ONE Provi-
sioning Manager, but they can be imported directly from Active Directory using MiCollab
Integrated Directory Services.

The integration of MiVoice MX-ONE systems to the MiCollab Server Appliance is not sup-
ported. The MiCollab Server Appliance is a small-business capacity MiCollab system that
is shipped from Mitel Network to the customer pre-installed on an industry standard server.

The Provisioning Manager supports configuration of only one MiCollab Release 7.0 or
Release 7.1 server, but supports the configuration of multiple MiCollab Release 7.2 or later
servers. Note that the MiCollab servers must be running the same software release.

A MiCollab Export task exports data in to a MiCollab_Users.zip file that is comprised of
multiple MiCollab CSYV files. The user data in each file varies depending on the source user
data:

USER DATA FILENAME STARTS WITH
Email IDs, Phone Numbers and SIP | MiCollabUsers0_x.csv
Passwords
Phone Numbers MiCollabUsers1_x.csv
Email IDs MiCollabUsers2_x.csv

without Email IDs, Phone Numbers | MiCollabUsers3_x.csv
and SIP Passwords

with MiCollab roles assigned MiCollabUsers4 _x.csv
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- Each CSV file is generated with a maximum of 2500 user records. New files are

generated if user count exceeds 2500 in any of the above categories.

- The External Number and DID Number fields are updated on a user record if the UDF

fields are defined as External Number and DID Number in the UDF Mapping task. The
field names External Number and DID Number are case sensitive.

LICENSING

MIVOICE MX-ONE LICENSING

License the MiVoice MX-ONE system from the Software License Server (SLS). Only MiVoice
MX-ONE certified technicians should apply licenses to the MiVoice MX-ONE.

MICOLLAB LICENSING

You license the MiCollab system through the Application Management Center (AMC). The AMC
is not used to assign licenses that are required on the MiVoice MX-ONE.

1.

©@ N o o & 0N

Log into AMC.

Create a customer account.

Register (purchase) products and licenses and assign them to the customer account.
Create Application Record IDs for the MiCollab and optional MiVoice Business Gateway.
Assign base software licenses to the system ARIDs.

Create a ULM using the MiCollab ARID.

If a standalone MBG system is required, add its server ARID.

Assign UCC user licenses to the ULM. The UCC user licenses will provide the communi-
cation platform users with entitlement to the MiCollab applications.

Purchase and activate any additional “a-la-carte” feature, port, or language licenses for the
MiCollab system applications.

Note: Refer to the AMC online help for detailed licensing steps.

Note: MiCollab Advanced Messaging (AVST) is not licensed through the AMC.
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INTEGRATION PROCEDURE

OVERVIEW

The following procedures describes the steps required to integrate a new MiCollab system with
a new or existing MiVoice MX-ONE platform.

Install platforms

Configure MiCollab into MiCollab Client Integrated Mode
Create network elements

Configure a password for the "micollab_api" account
Configure MiCollab system application settings

Integrate the applications with the MiVoice MX-ONE:

- Integrate NuPoint Unified Messaging (or optionally install MiCollab Advanced
Messaging server)

- Integrate Audio, Web and Video Conferencing
- Integrate MiVoice Border Gateway
- Integrate MiCollab Client Service

Configure Integrated Directory Services (optional)
Configure the connection and sync databases

Perform user adds, edits, and deletes.

INSTALL PLATFORM

1.

Install, license, configure, and provision the MiVoice MX-ONE.
- Refer to the MiVoice MX-ONE Installation and Maintenance Guide.
Install the MiCollab platform.

Log into MiCollab server manager. Under ServicelL.ink, click Install Applications and then
click the Install Applications tab. Set the ICP type to "MiVoice MX-ONE".

Collect the following information for the integration:

- MiCollab IP Address

- MiVoice MX-ONE IP Address.

CONFIGURE MICOLLAB CLIENT INTEGRATION MODE

Configure MiCollab in MiCollab Client Integration Mode. Refer to the MiCollab Installation and
Maintenance Guide for instructions.
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CREATE NETWORK ELEMENTS

Create the network elements for the communication platform(s):

L U O o

10.

Log into the MiCollab server manager.

Under Applications, click Users and Services.

Click the Network Element tab.

Click Add.

In the Type field select the system type: “MiVoice MX-ONE”.

Enter the IP address of the MiVoice MX-ONE Service Node Manager. The MiCollab can
support multiple MiVoice MX-ONE Service Node Managers.

Enter the NuPoint voice mail number to be used by MiCollab Client into the Call Forward
Destination Directory Number field.

After you save your updates to the Network Element page, you are prompted to associate
the element with the templates. If you select Yes, the network element field for the primary
phone in all templates will be automatically set to the name of this network element. If you
select No, you must create custom templates and associate them with this network element.

42 | Note: During MiCollab installation, the default UCC roles and associated template
definitions were downloaded from the AMC. On initial download, the USP forms
and templates support MiVoice Business settings. After you assign a MiVoice
MX-ONE network element in the MiCollab Network Element page, the USP user
interface and templates are updated to reflect the settings for the selected platform.

» Ifrequired create custom roles and templates in the MiCollab USP application from the
UCC default templates.

Configure the MiVoice MX-ONE network element
- as a SIP GATEWAY within the NuPoint Unified Messenger application, and
- add the line groups to the SIP GATEWAY (ports).

Configure the MiVoice MX-ONE as a SIP Server in the MiCollab Audio, Web and Video
application.

Configure "micollab_api" Password

You must configure a password for the "micollab_api" account. The MiVoice MX-ONE uses this
account to synchronize data with the MiCollab system. You must configure the same password
for the account on the MiVoice MX-ONE. If you change the password on either system, you
must also change it on the other.

1.

2
3
4,
5

Log into the MiCollab server manager.

Under Administration, click System users.

Next to the "micollab_api" account, click Modify and add any required account info.
Click Reset password and enter a password for the account.

Enter a new password and verify it.
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6. Click Save.

7. Log into the MiVoice MX-ONE Provisioning Manager management interface.

8. Go to System tab > Subsystem tab > Add and enter the following parameters:

Subsystem type: Select MiCollab Server in the drop down list

Subsystem Name: Enter the system name of the MiCollab Server

Version: Select the MiCollab version

IP Address: Enter the IP Address of the MiCollab Server

User ID in Subsystem: Enter the MiCollab Server “micollab_api” account user name
Password in Subsystem: Enter the MiCollab Server “micollab_api” account password

Confirm Password in Subsystem: Confirm the MiCollab Server “micollab_api” ac-
count password

Location: Select the location
MiCollab pool: Select the MiCollab pool

Enable MiCollab AD Authentication: If the check box is enabled, then the user in
MiCollab will be created with Active Directory authentication.

Note: Enable AD Authentication for MiCollab User works if Enable MiCollab AD Authentication field
of MiCollab Server is enabled.

) Mitel ‘ Provisioning Manager

Users Services Administrators System Logs Own Settings

Subsystem - Add

@ Subsystem Type: MiCollab Server v
@ Subsystem Name: x| i

@ Version: 7.2

(@ 1P Address: x|

(@) User ID in Subsystem: micollab_api

(@) Password in Subsystem: [ 3

(@ Confirm Password in Subsystem:

# Location: | Stockholm (s

@ MiCollab Poal: [1l+

(Z) Enable MiCollab AD Authentication: .}

Figure 61: Subsystem - Add

9. Click Apply.
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Users Services

Location Subsystem

Subsystem - Add - Result

Administrators

Logs Own Settings

Data Management Options Email Server Configuration Wizard

Batch Operation

Change operation s

« Subsystem Name: MiCo

Stockholm

Property
Subsystem Type
Subsystem Name

Value
MiCollab Server
MiCollab-Stockholm

Version 7.3

1P Address 10.105.66.15

User ID in Subsystem micollab_api

Location Stockhalm

MiCollab Pool 1

Enable MiCollab AD Authentication true

Change This... Done

Figure 62: Subsystem - Add - Result

Users Services Administrators System Logs Own Settings
User Departments Unlock

User - Change - MiCollabUserTest
[ Apply | | Cancel |

[ User | Service Summary [[NTSSTEORSMAHE Scheduling

(7) Assign MiCollab Extension(Extension, LIM IP): El}[}1 192.168.28.9 v |

(7) Secondary Extension: 5002192 168.28.9 '

(@ Micollab Pool : 1 7]

(7) MiCollab Servers: E.'MiCoIIa.B—Stockholm v

@ Micollab Role: [UCC Premium MXONE-MiCollab ¥ |
(7) Prompt Language: ?_éy_siem Default ¥ |

(7) Enable AD Authentication:

Apply Cancel

Figure 63: User - Change
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CONFIGURE MICOLLAB SYSTEM APPLICATION SETTINGS

Configure the MiCollab system application settings manually through the application
administration interfaces in the MiCollab server manager. Refer to the application help for
instructions.

INTEGRATE NUPOINT

76

OVERVIEW

NuPoint Unified Messaging (NuPoint UM) supports Session Initiation Protocol (SIP) integration
with the MiVoice MX-ONE. The maximum number of NuPoint ports is 120. Speech Auto
Attendant is not supported.

One or more SIP trunks can link NuPoint UM to the MiVoice MX-ONE. NuPoint Unified
Messaging receives and sends SIP messages over these trunks. Each SIP trunk consists of
one or multiple SIP ports.

Figure 64 illustrates the SIP trunk integration:

SIP port
5061
506z Filot Mumhber
EO63 2500
SIP trunk 1
5064
S065 Filot Humber
2700
NPM  °™°
S067
SIP trunk 2
CO6S
E0EY
g070
EO7F1 Filat Humhber
Efra 2200
E074
g07s
C07E
SIP trunk 3

Figure 64: NuPoint SIP Trunk Integration

Every SIP trunk is assigned a Pilot Number. To call into NuPoint UM, the MiVoice MX-ONE
provides a pilot number for the endpoint users to dial. When NuPoint UM makes a trunk call to
the communications platform, it identifies itself using a pilot number. Therefore, when NuPoint
UM receives an incoming call, the pilot number is used as the Called ID. When NuPoint UM
makes an outgoing call, in the case of MWI, the pilot number is used as the Calling ID.
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A SIP sessionis established through connection to a SIP portin real-time. Each SIP port handles
one call connection to NuPoint UM, thus the number of ports grouped in a SIP trunk determines
the number of parallel-connections this trunk can handle at the same time. For example, if four
callers on the communications platform simultaneously dial the pilot number 2500 (shown in
the figure above), only three of these callers can be connected to NuPoint UM. This principle
is applied to every voice mail call connection, whether it is inbound and outbound.

The pilot numbers on NuPoint UM are mapped to applications on the communications platform.
For example, pilot number 2500 for NuPoint UM Voice is mapped to extension 2500 for the
Voice Mail application programmed on the communications platform. In the configuration where
the application is configured as a mailbox, you must associate an extension to an application
as well as the pilot number that is used to access the application.

All calls arriving to NuPoint UM on a SIP trunk are accepted at the fixed and predefined SIP
port. This port is not configurable. The call is redirected based on the pilot number (which is
the called ID in the case of an incoming trunk).

All SIP trunk calls generated by NuPoint UM include a pre-configured SIP port and a pilot
number (which is the calling ID in the case of an outgoing trunk).

PREPARATION

Gather the following information in preparation for this voice mail integration:
» customer’s desired voice mail call flows, features, applications, users, and extensions.

» network information including IP addresses, Subnet Mask, Gateway IP address, primary
domain name, and Fully Qualified Domain Name (FQDN) information.

CONFIGURE NUPOINT

1. Ensure that the MiVoice MX-ONE is running and correctly configured.

The communications platform provides NuPoint UM with the SIP Gateway IP address, port
data, and line mapping details that are used to accept calls from the communications
platform and redirects them to available NuPoint lines. SIP endpoints are able to call a Pilot
Number that route to an available NuPoint UM line and hear a greeting prompt, such as
"Welcome to the message center. Please enter a mailbox nhumber or wait."

2. If you haven’t done so already, add the MiVoice MX-ONE as a SIP GATEWAY network
element to the NuPoint UM application. This is necessary to set up network mappings for
SIP calls. Refer to Add a Network Element for instructions on how to configure a SIP
Gateway.

3. Modify the MiCollab server security settings to allow full telephony communication to be
established between the communications platform and the NuPoint application.

- Log into the MiCollab server console.
- Under Configuration, click Configure Networks
- Click Add a new trusted network.

- In the Network Address field, enter the IP address of the network to designate as
“local”.
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- In the Subnet mask or network prefix length field, enter the dot-decimal subnet
mask or CIDR network prefix to apply to the Network Address. If this field is left blank,
the system assigns a network prefix length of /24.

- In the Router field, enter the IP address of the router you will use to access the
newly-added network.

- Click Add.
Configure NuPoint UM Line Groups for the SIP Gateway.

Each NuPoint UM line is dedicated to handle one call at a time. Therefore, the number of
lines defined in NuPoint UM is the maximum number of simultaneous calls possible. NuPoint
UM can have up to 120 lines. A Line Group is a collection of one or more NuPoint UM lines,
each mapped to a cluster node. When lines are linked to a SIP Gateway cluster node,
incoming SIP calls can be accepted and routed to available NuPoint UM lines for SIP.

Configure system mailboxes and greetings.

Set up and initialize the Administrator mailbox.

The Administrator mailbox is set up by default (under mailbox number 998) during the
NuPoint UM application installation. It can be used to record System Message Prompts
and program additional user mailboxes. See Managing Mailboxes for additional information.

Direct callers to NuPoint UM mailboxes on Call No Answer.

Call No Answer scenarios must be correctly configured through the SIP Gateway/SIP
Endpoint Call Forwarding options. In general, when Call No Answer is detected at the SIP
Endpoint, the call should be forwarded to the NuPoint UM Pilot Number (Extension) as "Call
Forward Not Available." It is assumed that the Endpoint Extension forwarding the call
matches amailbox number programmedin NuPoint UM. Ifthis is the case, when a forwarded
call is received by NuPoint UM, a prompt will indicate that the recipient is not available and
ask the caller to leave a message.

Enable paging message notifications.

Check that message notifications are set up at the mailbox level. Each mailbox may be set
up for two notification types concurrently.

Configure Distribution Lists.

Distribution lists allow a mailbox user to send messages to multiple mailboxes in one step.

10. Configure the following FCOS:

* 263 - Store Caller Line Id as a phone or mailbox number
* 264 - Play outside caller user interface (with FCOS bit 280)
» 280 - Enable CLI outside caller interface (with FCOS bit 264).
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CONFIGURE MIVOICE MX-ONE TO SUPPORT NUPOINT

This section details the configuration necessary on the MiVoice MX-ONE so it can communicate
with and use NuPoint UM as the voice mail system.
1. Log into the Service Node Manager (MX-ONE management system).

2. |Initiate the Voice Mail numbers.

3. Go to Number Analysis and then Number Plan, Number Series, and then click Add.

Initial Setup mber Analysis Telephony  Services  System  Tools  Logs

WU IgS Ll Call Diversion  Call Discrimination  Emergency Number

bR ScHe < Number Series shortcuts: <Manage Shortcuts> Go.. | PrintAll Help
Service Codes
' —  [[Add |
External Number Length
Number Conversion | (@ Selectthe Number Series Type: Al - View
Number Conversion Upload
System Numbers | Number Series 4 Number Series Type “
& R 00 External destination
s R 09 External destination
& R 1000 External destination
# ® 40000-40200 Directory numbers
# B 45001-46100 Directory numbers
# R 46101-46104 External destination
& W 5000 External destination

Figure 65: Number Series

4. Select the Number Series Type, and enable the External numbers option.

Initial Setup Number Analysis Telephony  Services  System  Tools  Logs

Number Plan Call Diversion Call Discrimination Emergency Number

humber Sedes . Number Series - Add - Step 1/ 2 Help
Service Codes

<-Back i]] Apply '1 Cancel ]

External Number Length

Number Conversion = :
~ @ sdecttheNumberSeres et ntamat numbers P

Number Conversion Upload @ External numbers Help
System Numbers Number Series - Add o

To see help information about usage,
format and options for a specific property,

click the @ Help icon.
Step1 /2

This is the first screen that will guide you
through adding number series.

On this screen you select which type of
number series that will be added:

* Internal, which comprises the
following:

o Directory numbers

© Common operator numbers

@ Individual operator numbers

o Common abbreviated
numbears e
PSR

<- Back Apply Cancel
Figure 66: Number Series - Add - Step 1
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5. Enter the Voice Mail numbers in the External Destination field.

Initial Setup | Number Analysis | Telephony  Services

Number Plan Call Diversion  Call Discrimination  Emergency Number

Tools Logs

Number Series Help
Service Codes
External Number Length
Number Conversion ! External Number Series
- (@ External Coordinated Destination: Hel
Number Conversion Upload ) 3
P 4 @ External Destination: 6001| Number Series - Add -~
ystem Numbers (7) Least Cost Routing Access Numbers: ;
= : S To see help information about usage, =|
() Common Direct In-Dialing Operator Numbers: format and options for a specific property, |
(7 Own Node Number: dlick the 2/ Help icon.
(7 Common Public Directory Numbers: Step1 /2
(@ Access Numbers for Mobile Extension (without Authorization): This is the first screen that will guide you
(@) Access Numbers for Mobile Extension (with Authorization): through adding number series.
Public Destination Least Cost Routing: On this screen you select which type of

Direct Inward Service Access: number series that will be added:

Fictitious Destination Numbers:

Pee

= Internal, which comprises the
following:

© Directory numbers

o Common operator numbers

o Individual operator numbers

o Common abbreviated
numbers

‘ Back | | Next-> Appty ] [ Cancel ]

Figure 67: Number Series - Add
6. Click Apply. The Service Node Manager shows the result of the operation

Initial Setup

Number Plan Call Diversion  Call Discrimination  Emergency Number

Number Series ~ Number Series - Add - Result Help
Service Codes

External Number Length '
Number Conversion | Add operation successful for: |
Number Conversion Upload * Number Series: 6001

System Numbers Property Value

External destination 6001

[Addl"«lew ] [ Change This... ] ['R;amove This ] [ Done ]

Figure 68: Number Series - Add - Result
7. Set the number length to the external number.
8. Click Number Analysis, Number Plan, and then select External Number Length.

9. Click Add.
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Initial Setup My FOEISE™  Telephony  Services  System  Tools  Logs

Number Plan Call Diversion  Call Discrimination ~ Emergency Number

Number Series External Number Length shortcuts: <Manage Shortcuts> Print Al Help

Service Codes

External Number Length -m

Number Conversion - = z 7 3
External Number *% Minimum Length % Maximum Length %
Number Conversion Upload 7 R 3 o9 2
System Numbers 7 % =l Sy 2 4
Z R[5 46101 5 5
Z R 2 46102 5 5
7/ B |5 46103 5 5
Z R [ 46104 5 5

Figure 69: External Number Length

10. Enter the External Number, Minimum Length and Maximum Length.

Initial Setup \ Telephony Services System Tools

Number Plan Call Diversion  Call Discrimination ~ Emergency Number

plumbegsetcs External Number Length - Add Help

servee Codes

External Number Length

Number Conversin ® Extemaitumber: + 501 P

(@ Minimum Length: * 4 Help

@ Maximum Length: 4 External Number Length - =
Add
To see help information about usage, =

format and options for a specific property, | |
click the @ Help icon. |

Number Conversion Upload

System Numbers

This screen that will guide you through
initiating number length data.

1. Click the External Number text
box.

2. Enter an external number as
desired.

3. Change property values for
Minimum Number Length and
Maximum Number Length as
required.

4. Click Apply to initiate number

Iengh data accordina to the X

Figure 70: External Number Length - Add

11. Click Apply. The Service Node Manager shows the operation result:
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Initial Setup Number Analysis Telephony  Services  System  Tools  Logs
Number Plan Call Diversion  Call Discrimination ~ Emergency Number
Number Series External Number Length - Add - Result Help

Service Codes |

External Number Length

Number Conversion J Add operation successful for: |

Number Conversion Upload * External Number: 6001

System Numbers Property Value

External Number 6001
Minimum Length 4
Maximum Length 4

[ AddNew.. | [ Change This.. | [ Remove This | [ Add From This.. | [ Done |

Figure 71: External Number Length - Add - Result
12. Configure a SIP trunk:

» Click Telephony, click External Lines, and then select Route.
* Click Add.

Initial Setup  Number Analysis ETR  Services System Tools Logs

Customer Rerouting [ Route Number *§ RouteName %; SIP Profile Name * First Name “; LastName *; Type ofSignaling *; Complete
: Qx Nupoint NuPoint IP Public, SIP Yes

Bthc Eghangs tember, | ] O % 10 = g o e

Charging ] Qx 11 11 InAttend 1P Public, SIP Yes

Extensions Operalor  Call Cenler Groups External Lines System Data IP Phone DECT

Route

Route Shortcuts: Blocking - [Go. ] erintan Heip
Destination r

T —— | | Add ] Using Template: <Defaulttemplate> ~ Manage Templates

Corporate Name z =

Busy No Answer Rerouling | (3 Select a Route Name:  All - | Change...

‘Vacant Number Rerouting

Mobile Direct Access Dest |
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Figure 72: Route
» Set the Type of Signaling to “IP Public, SIP”
+  Select “NuPoint” in the Profile Name List.
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Initial Setup  Number Analysis | Telephony, =R System  Tools Logs

Exensions Operator CallCenter  Groups External Lines SystemData IPPhone DECT

Route ~ Route-Add-Step 1/9 Help
Destination
<-Back App Cancel

Corporate Name 2 ey
Busy No Answer Rerouting _ ) ) -

+ (2 Type of Signaling:  IP Public, SIP -
Vacant Number Rerouting . @ Profile Name: MuPaint - Help
Customer Rerouting Route - Add m
Public Exchange Number To see help information about usage,

| format and options for a specific property,
Charging | click the @ Help icon.

Mobile Direct Access Dest To cancel and return to the Route screen,

click Cancel in any step.
Shortcuts to help sections:

Type of Signaling
General

I1SDN 30B+D Private
1SDN 308+D Public, ISDN 238+D Private
or ISDN 23B+D Public
IP Private

Hardware - Servers
Hardware - Boards
Hardware - Individuals
Services

Number Data

SIP Route Data

I“e of 5|a nai-ni

<-Back Apply | | Cancel |

Figure 73: Add Route - Step 1
13. Enter the following NuPoint information:
* Route Name: Enter a meaningful name for the route
* Route Number: Select the next route number in the drop down list
*  Number of Trunks: Enter the number of trunks dimensioned to the customer system
* Remote Proxy IP: Enter the MiCollab server FQDN or IP address
* Remote Proxy Port: 5058
» Server Numbers: Service Node number where the SIP trunk is configured.
* Voice Number: Enter the number that was used in Step 2.

83



MiCollab Platform Integration Guide

tup Number Analysis [ Telephony |

ini Logs

Extensions Operator Call Center Groups System Data IP Phone DECT
Fouse . Route - Add - Step 2/ 2
Destination .
<-Back | | Next-> Cancel ]
Corporate Name . o = —
Busy No Answer Reroutin
= g Basic settings
Vacant Number Rerouting @ Route Nama: * Voice_Mail
Customer Rerouting @ Route Number: 2 - Route - Add
- Profile specific settings 1=]
Public Exchange Number ] To see help information about usage,
Refer to the Help panel for parameters description format and options for a specific property,
Charging i @ i
y Number of Trunks: * 15 dick the 2} Help £ovi
Mobile Direct Access Dest Remate Proxy IP: . 192.168.222.163 To cancel and return to the Route screen,
click Cancel in any step.
Remote Proxy Port: * 5060
Server Nifilers: = 1 Shortcuts to help sections:
VoiceMail Number: * 6007 L.z of Signsling I
! Note: External Destination Number needs to initiate 1SDN 30B+D Private
in the Number Analysis -> Mumber Series and it needs to be +D Publi M +D Priv.
associated with the route in Telephony -> External Lines -> Destination. r N +D Publi
IP Private
Hardware - Servers
Hardware - Boards
1 re - i
Services
Number
SIP Route Data
|t .
<-Back Next -> Apply Cancel

Figure 74: Add Route - Step 2
14. Click Apply. The Service Node Manager shows the operation result.
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Add operation successful for: ‘

* Route Name: Voice_Mail

General

Profile Name
Route Name
Route Number

SIP Route Specific Data

Outgoing Traffic

Remote Port

Unknown Public Number

Incoming Traffic

Type of Accepted Calls

Addresses or Numbers to Match Incoming Call

Priority for Incoming Calls

MWI Number

Handle as Extension

Incoming Invite Challenge

Emergency Call Data

Type of Accepted Calls

Addresses or Numbers to Match Incoming Call

Priority for Incoming Calls

Third Party Registration

Supervise Time

Route Category

Transmission Category

Disturbance Level

Route Selection Category

Incoming Traffic

Line Selection During Outgoing Traffic

Route Characteristics Outgoing Traffic

Allow Alternative Route Selection

Customer Affiliation

Allow Virtual Calls

Allow Malicious Call Tracing

Facilities Restriction Level

Receive Traveling Class Mark Information
Route to Telident Machine for Emergency Calls
Traffic Category

Abbreviated Dialing Traffic Class

Call Discrimination Group Night for Incoming External Lines
Call Discrimination Group Day for Incoming External Lines
Traffic Connection Class

Service Category

Allow Initiation of Call Waiting Tone Transmission
Allow Reception of Call Waiting Tone and Intrusion
Automatic Call Back Characteristics

Type of Route

Allow Paging Over Speech Channel

Mobile Extension without R1 Number

Allow Bearer Capability Substitution

Allow High Level Compability Substitution
Allow Number Conversion

Route Selection Category

Signaling Data

Dial Tone Characteristics after External Line Seizure
User of Digit Transmission for Transit Exchange
Use Net Service Facilities

Ringing Tone Transmission for Outgoing Traffic
Ringing Tone Transmission for Qutgoing Traffic
Route Equipment

Trunk Line Number

NuPoint
Voice_Mail
2

3060
sip:?7@192.168.222.153

Remote IP
192.168.222.153
255

6001

No

No

EMERGENCY
192.168.222.153
255

30

4
0

Open for Incoming Traffic
Sequential

Normal route

Permitted

0

Yes

Mo

0

Mo

Normal

3

15
15
15

Yes

Yes
Permitted
Tie line
Mo

Mo

Mo

Mo

Yes

No monitoring path established

No
No

A-party receives ringing tone
After minimum number of digits

1-15

Figure 75: Add Route - Result
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15. Associate the route with the destination access code.

16. Click Telephony and then External Lines, select Destination, and click Add.

Initial Setup Number Analysis | Telephony. IS L T System Tools Logs

Extensions Operator Call Center Groups External Lines System Data IP Phone DECT

gouls | Destination Shortcuts: <Manage Shortcuts> ~ Print All Help
Destination
= | Add Using Template: <Defaulttemplate> ¥ Manage Templates

Corporate Name

Busy No Answer Rerouting (@) Select Destination: All -
Vacant Number Rerouting

Customer Rerouting

Public Exchange Number
Charging

Mobile Direct Access Dest

Figure 76: External Lines - Destination

17. Click Destination, set the Type of Destination to Destination and then click Next.

Initial Setup Number Analysis _Telephony . System  Tools L

Extensions  Operator CallCenter  Groups External Lines System Data IPPhone  DECT

Route Destination - Add -Step 1/ 4 Help

Destination R )
Type of Destination

<-Back Apply [ Cancel ]

Busy No Answer R ing
Vacant Number Rerouting @ Type of Destination: & pestination
Customer Rerouting ! Fictitious destination Help
Public Exchange Number Destination - Add e
Charging To see help information about usage, =

e 1 format and options for a specific property,
Mobile Direct Access Dest click the ') Help icon.

Stepl/ 4

This is the first screen that will guide you
through adding a destination.

On this screen, you select which
destination type to use.

1. Select destination or fictitious
destination.

2. Click Next -> to continue to the
next screen.

To cancel and return to the Destination
screen, click Cancel.

Step2/4

On this screen, you select the route
i i

<-Back MNext-> Apply —Cancel
Figure 77: Destination - Add - Step 1

18. Select the Destination Number and the Route Name and then click Next.
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Number

Logs

Operator
Route
Destination
Corporate Name
Busy No Answer Rerouting
Vacant Number Rerouting

Customer Rerouting

Public Exchange Number
Charging

Mobile Direct Access Dest |

enter  Groups External Lines SystemData IPPhone DECT

Destination - Add - Step 2/ 4

Route Details

<-Back A

:‘I Apply Cancel

(@ Destination:

6001-Extemal -~ | Edit..
Nupoint ~ | View.. || Edit. |

@ Customer Choice: [

@ Route Name:

Help
Destination - Add o

To see help information about usage, =
format and options for a spedific property,
dlick the @ Help icon. m

Stepl /4

This is the first screen that will guide you
through adding a destination.

On this screen, you select which
destination type to use.

1. Select destination or fictitious
destination.

2. Click Next -> to continue to the
next screen.

Ta cancel and return to the Destination
screen, dick Cancel.

Step 2/ 4

On this screen, you select the route

details for a new destinationusedasa ___~

<-Back | | Mext-» Apply Cancel

Figure 78: Destination - Add - Step 2
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19. Click Advanced and select:
*  Show Original A-Number
« Enable Enhanced Sent A-Number Conversion.
» Set Type of Called Number to "Private Unknown".

Initiz p  Number Analysis elepho | Tools  Logs

Extensions  Operator Call Center Groups External Lines System Data IP Phone DECT

ok Destination - Change - 6001 Help

Destination ]
el . Apply | | Cancel |

Corporate Name

Busy No Answer Rerouting (@ Destination: 6001
= - — ] )
Vacant Number Rerouting @ Route Name: Mgt
) | ! Primary Choice is the sequence number for the route choice in alternative routing

Customer Rerouting | (?) Start Position for Digit Transmission: 1 -
Public Exchange Number (@ Type of Seizure of External Line: Immediala saizura -
Charging (7 Forward Switching: H

. . 1 (@ Type of Called Number: Unknown public ~
B e e D @ Type of Calling Public Number: Unknown public ~

(@ Type of Calling Private Number: Private Unknown =
@ Use as Emergency Destination: B
) Pre-digits in order to form a new External Number:

(# Truncated Digits in Dialed Number: 0 -
(@) Type of Signal Seizure: @ Terminating seizure
Transit seizure
7) B-Answer Signal Available: ]
Allow to send Traveling Class Mark: |
(7) Route Type: Private
(7) Maximum Number of Transit Exchanges: 25 -
PNR Mumber Translation Information: No Translation -
Supplementary Services Using User to User Interface: Net Allowed b
Use Least Cost Routing for All Calls: [
() Allow Sending of Expensive Route Warning Tone:
(# Type of Protocol to use for Supplementary Service Call Offer: @ User to User Interface(UUI)
Generic Function Protocol(GFP)
(# Type of Protocol for Call Back/Call Completion: @ User to User Interface(UUI)
Generic Function Protocol(GFP)
(@ Show Original A-Number: & [#
(# Use Original A-Number's Type of Number: =
(#) Enable Enhanced Sent A-Number Conversion: & @

() Use ETSI Diversion Supplementary Service:

| Basic.. |

Apply | | Cancel

Figure 79: External Lines - Destination - Change

20. Click Apply. The Service Node Manager shows the operation result.
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Initial Setup

Extensions Operator

Number Analysis

ohon: Semvices Tools

External Lines

Call Center Groups System Data

IP Phone

DECT

Route

Destination

Corporate Name

Destination - Change - 6001 - Result

Busy No Answer Rerouting
Vacant Number Rerouting

Change operation successful for:

= Destination: 6001

Customer Rerouting

Public Exchange Number

Charging
Mobile Direct Access Dest

Property

Destination

Route Name

Start Position for Digit Transmission

Type of Seizure of External Line

Forward Switching

Type of Called Number

Type of Calling Public Number

Type of Calling Pnivate Number

Truncated Digits in Dialed Number

Type of Signal Seizure

B-Answer Signal Available

Allow to send Traveling Class Mark

Maximum Number of Transit Exchanges

PMNR Number Translation Information
Supplementary Services Using User to User Interface
Use Least Cost Routing for All Calls

allow Sending of Expensive Route Warning Tone
Type of Protocol to use for Supplementary Service Call Offer
Type of Protecal for Call Back/Call Completion
Show Original A-Number

Use Onginal A-Number's Type of Number

Enable Enhanced Sent A-Number Conversion
Use as Emergency Destination

Use ETSI Diversion Supplementary Service

Value

6001

Mupoint

1

Immediate seizure
Mot permitted
Unknown public
Unknown public
Private Unknown

0

Terminating seizure
Allowed

Mot Allowed

25

No Translation

Mot Allowed

Mo

Allowed

User to User Interface(UUT)
User to User Interface(UUI)
Yes

MNo

allowed

No

No

| Done |

Figure 80: Destination - Change - Result

21. Log into the Provisioning Manager (MiVoice MX-ONE management system) and set up a
Personal Number List to an extension.

22. Complete the user configuration to forward to Mitel Voice Mail. Any third-party terminal
registered in MiVoice MX-ONE can subscribe on Message Waiting Indicator (MWI) accord-
ing to RFC 3842.

23. Click Services, and then click the Extension tab.
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users [MEETTY  Administrators  System  Logs  Own Settings

Extension Available Extensions

Individual Diversion  Mailbox
Extension

Using Template: <Defaulttemplate>

¥ Manage Templates

(@ Telephony System: MXONE-MICOLLAB. version6.0 ~
(7} Extension Type: P

(@ Enter Extension Number(s): *

(7) Enter Equipment Position:

[ View J [ Change... ‘ Maximum rows per page 200 ~

Extension *y Server / Equipment Position *; Extension Type
8000 3 P

8001 1 P
8002 1 P

“: Telephony System
MXONE-MICOLLAB, version 6.0
MXONE-MICOLLAB, version 6.0

MXONE-MICOLLAB, version 6.0

Figure 81: Extension
24. Select the extension to set up the Personal Number List.

25. Click edit / in the Personal Number List.
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Users nistrators  System Logs  Own Settings
Extension Available Extensions Individual Diversion Mailbox
Extension - Change - 8002 Shortcuts :  Common Category b Help
| Apply | | Cancel |
General
(7 Telephony System: MXONE-MICOLLAB
(?) Extension Number: 8002
(@ Description:
(@ Server Number: 1
(7 Extension Type: P
(? Customer: None
(@ Common Service Profile: 2-(None)
(® Language: Default -
(?) Backup Answering Position Number:
(@ Allow Security Exception: |
(@ Allow EDN: NO
(?) Boss/Secretary: None -
(?) Home Area Code:
@ Protocol: @ sIp
1P
Name Identity
(@ First Name:
(@ Last Name:
Authorization Code
(? Authorization Codes: Edit...
Ring Signal
(# Ring Signals:
Personal Number
(@ Personal Number List:

Figure 82: Extension - Change - 8002
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26. Click in the first pen to edit List Number 1.

users M o®  Administrators  System  Logs  Own Settings

Extension Available Extensions Individual Diversion Mailbox

Multistep - Previous task
Extension - Change 1P

. Help
Personal Number List

List Number <y List Name *; Delay Seizure List %; Status %

Q 7 1 Profile1 @ Not Set
Q@ J 2 Profile2 @ Not Set
Q 7 2 Profile3 @ Not Set
Q 7 4 Profiled @ Not Set
Q 2 s Profiles @ Not Set

92

Figure 83: Extension - Personal Number List

27. Make the changes in the Personal Number List and click Continue. The setup below
enables a user to forward calls to Mitel Voice Mail. The example shows how calls will be
forwarded to Mitel Voice Mail number 6001 if a call is made to extension 8002 on no answer:
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Administrators  System  Logs  Own Settings

Extension Available Extensions  Individual Diversion  Mailbox

Multistep - Previous task
Extension - Change IP
Personal Number List - Change - 1 Help
[ Continue I [ Cancel ]
General Data
(?) Extension Number: 8002
(?) List Number: 1
(@ List Name: Profila1
(?) Status: Active
Call Sequence 1
(7 Number: 8002
(? Ring Duration [s]: 20
(7 If Number Busy Go To: Next sequence =
(?) If DND Active Go To: MNo Progress =
(@) Use Once: (]
() Accept Calls From: V Internal
V| operator
V! External
(@ Individual Repeated Distribution Bypass: 0
(? Support SMS Messages: Fl
(?) Support Instant Massaging: [
Call Sequence 2
() Number: 6001
(7 Ring Duration [s]: 20
(7 1f Number Busy Go To: Busy tone -
(7) I1f DND Active Go To: Mo Progress =
(7 Use Once:
(® Accept Calls From: V! Internal
V] operator
¥l External
(?) Individual Repeated Distribution Bypass:
(?) Support SMS Messages:
(® Support Instant Messaging: [

Figure 84: Personal Number List - Change - 1
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28. Click Continue.

Users M= Administrators  System  Logs  Own Settings

Extension Available Extensions Individual Diversion Mailbox

94

Multistep - Previous task

Extension - Change IP

Personal Number List Help

List Number < ListName % Delay SeizureList *“; Status %

Q /7R @® 1 Profile1 @ Active
Q 7 2 Profile2 @ Not Set
Q 7 3 Profile3 @ Not Set
Q Z 4 Profiled @ Not Set
Q 7 5 Profiles @ Not Set

Figure 85: Personal Number List - Extension - Change IP
29. Click Continue.
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Users TR

Extension

Administrators

Individual Diversion

Available Extensions

System Logs Own Settings
Mailbox

Extension - Change - 8002

[ Apply ] { Cancel ]

Shortcuts :

Common Category

®

9 ()

P06

) @ @@

OXS)

)

®

()]

)

®

General
Telephony System:
Extension Number:
Description:

Server Number:
Extension Type:
Customer:

Common Service Profile:

Language:

Backup Answering Position Number:

Allow Security Exception:

Allow EDN:
Boss/Secretary:
Home Area Code:
Protocol:

Name Identity
First Name:

Last Name:

Authorization Code

Authorization Codes:

Ring Signal
Ring Signals:

Personal Number

Personal Number List:

Logged On Status

Registered Phone Type:

MXONE-MICOLLAB
8002

1

P

None
2-(None) ~
Default

NO
MNone -

@ sIp
o1

[ Edt. |
[ Edi.
| Edit..

1: Profilel:Active

NOT REGISTERED

Figure 86: Extension - Change - 8003

30. When the extension change task is presented, click Apply to complete the configuration.

TEST NUPOINT VOICE MAIL OPERATION

To test basic communication between the MiVoice MX-ONE and the NuPoint UM:

1. From any extension configured on the communications platform, call the NuPoint UM voice

mail extension.

2. \Verify you hear the voice mail system greeting: “Welcome to the message center.” This
step establishes that you connected successfully to the NuPoint UM voice mail system.
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3. Set up the test Mailbox Name and Greeting.

From the phone for which you created a test mailbox on NuPoint UM, dial the NuPoint UM
voice mail extension.

1. Dial the mailbox passcode to access the voice mail system options for that mailbox.
2. Follow the voice mail prompts to set up the mailbox and create a greeting.

3. Dial Extension “xxxxx” and Leave a Voice Mail Message

*  From any phone on the communications platform, dial the NuPoint UM voice mail
extension.

*  When prompted for an extension at the system greeting, dial the test mailbox created
earlier.

» Leave a voice mail message and then follow the prompts to deliver the message.
4. Check MWI and Retrieve Voice Message from Extension “xxxxx”.
5. Verify MWI on the phone that was left a voice mail message.

6. Access the voice mail system, provide the passcode, and then listen to the message.

INTEGRATE AUDIO, WEB AND VIDEO

96

To integrate the AWV application with the MiVoice MX-ONE, you must configure the MiVoice
MX-ONE system settings first, then configure the SIP server settings in the AWV application.

INSTALL MICOLLAB AWV CONFERENCING CLIENT FOR ALL USERS

If you are running in a networked environment, you can (as the administrator of the computers)
install MiCollab Audio, Web and Video Conferencing Client for all users. This is usually done
in a Terminal server or Citrix environment.

If you wish to do this, download the executable file from http://<MiCollab IP
address>/wd/MCACIlient-admin.exe and follow the instructions.

Note: You must have Administrator privileges to install MiCollab Audio, Web and Video
Conferencing Client for all users. The software must be placed in a location that all users
can access. If a user on the system already has the MiCollab Audio, Web and Video
Conferencing Client installed on their machine locally, that version takes precedence
over the administrator-installed version.

CONFIGURE MIVOICE MX-ONE TO COMMUNICATE WITH AWV

You connect the AWV application to MiVoice MX-ONE as an internal hunt group with SIP
extensions. The workflow for initiating the SIP extensions and hunt group is as follows:
» Initiate an extension profile suitable for the MiCollab AWV extensions.

« Initiate generic extension numbers, in consecutive series.

Initiate SIP extensions for the same numbers.

« Initiate a Hunt Group with appropriate service profile.
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* Initiate the SIP extensions as hunt group members.

»  Optionally initiate the Voice Mail function for the hunt group number and the member ex-
tensions (to get DTMF support).

»  Configure MiCollab via its web GUI.

Initiate the Hunt Group
1. Log into the Service Node Manager (MX-ONE management system).

2. Go to Telephony and then Groups, select Hunt Group.

Initial Setup  Number Analysis ET e Services System  Tools Logs

Extensions  Operator  Call Center Groups External Lines  SystemData IPPhone DECT

Group DoNot Disturb | 4,1t Grou p Shortcuts: <Manage Shortcuts> ~ Print All Help
Customer

Hunt Group Using Template: <Defaulttemplate> ~ Manage Templates
Hunt Group Member () Enter Directory Number(s): All View

Pickup Group Maximum rows per page 200 ~

Figure 87: Hunt Group

3. Click Add.

4. Inthe Available Directory Number Intervals field, set the range of Directory Numbers that
will be used a pilot.

97



MiCollab Platform Integration Guide

Initial Setup Number Analysis | Telephony. BTV System Tools Logs

Extensions  Operator  Call Center Groups External Lines  SystemData IPPhone DECT

Group Do Not Disturd - Hunt Group - Add - Step 1/ 3 Help
Customer
<-Back Next->| Appl! Cancel
Hunt Group [ ' Py
Hunt Group Member

(@) Customer Name: None
Pickup Group (@ Available Directory Number Intervals:  8003-8199 ~ Help

Hunt Group - Add =

To see help information about usage,
format and options for a specific property,
click the @ Help icon.

Step1 /3

On this screen you select an interval of
directory numbers in which the HuntGroup
will be created.

1. Click the Available Directory
Number Intervals drop-down list.

2. Select a customer in the drop-down
list.

3. Click an appropriate interval in the
drop-down list.

4. Click Next -> to continue to the
next screen.

-

—To-cancel and-cebncnto the Huot Goowo

<- Back Next -> Apply

Figure 88: Hunt Group - Add - Step 1
5. Click Next.

6. Select the Directory Number that will be used a pilot and configure the group parameters
and click Apply. The recommended settings are shown below.
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Initial Setup

Number Analysis

Services System  Tools

Logs

Extensions  Operator

Group Do Not Disturb

Customer

Hunt Group

Hunt Group Member

Call Center

External Lines

System Data

Groups

Hunt Group - Add -Step 2/ 3

Hunt Group Category Characteristics

Apply

IPPhone  DECT

Help

Pickup Group

ONONCRONCRONONSNONORONONONCRENCICNONONS)

Directory Number:

Server Number:

Direct In-dialing:

Recall Category:

Display of Called Number:

Music on Wait:

Allow Collect Call:

Permit Automatic Extending :

Traffic Connection Class:

Member Selection Order:

Queue Internal Calls:

Diversion:

Diversion Number:

Maximum Calls to External Destination:

External Follow Me/Diversion on the Group Number:
Is Call Park Pool Group:

Maximum Number of Queuing Calls to the Group:
Unanswered Call Temporarily Marks Member Unavailable:

Ringing Time:

8003 -

1~

Open -
@ Selected member information

) Group number and name

Not provided -
]

Not permitted -

15 =

Sequential -

B

Not permitted v

00 -

Activation/Deactivation is notpermitted ~
[

0 -

v

30

7. Click Next.

Figure 89: Hunt Group - Add Step 2

8. Enter a name for the group.

Initial Setup

Number Analysis

EOTITT®  services  System

Tools

Extensions

Group Do Not Disturb

Customer

Hunt Group

Hunt Group Member

Pickup Group

Operator

Call Center Groups External Lines

Hunt Group - Add -Step 3/ 3

Hunt Group Name

System Data

IP Phone DECT

(@ First Name: MiCollab AWW| m
(@ Last Name:

Figure 90: Hunt Group - Add Step 3
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9. Click Apply. The Service Node Manager shows the operation result.

Initial Setup  Number Analysis Services System Tools Logs
Extensions Call Center Groups External Lines  System Data  IP Phone DECT
Group Do Not Disturb | Hunt Group - Add - Result Help
Customer
Hunt Group
Hunt Group Member Add operation successful for:
Pickup Group * Directory Number: 8003
a
Hunt Group Category Characteristics
Property Value
Directory Number 8003
Customer Name None
Server Number 1
Direct In-dialing Open
Recall Category Not provided
Display of Called Number Selected member information
Music on Wait Not provided
Allow Collect Call Not allowed
Permit Automatic Extending Not permitted
Traffic Connection Class 15
Member Selection Order Sequential
Queue Internal Calls Not allowed
Diversion Not permitted
Maximum Calls to External Destination 00
External Follow Me/Diversion on the Group Number Activation/Deactivation is not permitted
Maximum Number of Queuing Calls to the Group 0
Unanswered Call Temporarily Marks Member Unavailable Unavailable for a period of time
Ringing Time 30
Hunt Group Name
Property Value
First Name MiCollab awv
B Include in Dial by Name Database No
B Name Presentation Order First part of name is presented
B Restrict Presentation Not restricted
Add New... ] [ Change This... | [ Remove This ] [ Add From This... i | Done
Figure 91: Hunt - Group - Add - Result
10. Click Done.

Initiate the Common Service Profile (CSP)

11. Click Telephony, click Extensions, then select Common Service Profiles. The Common
Service Profile task is divided into six steps. The following is an example and the Traffic
category and may vary depending the customer setup.
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Initial Setup ~ Number Analysis Services  System  Tools  Logs

Extensions Operator CallCenter Groups ExternalLines SystemData IPPhone DECT

Account Code Common Service Profiles  Shortcuts: <Manage Shortcuts> ~ Print All  Help
Common Category
Using Template: <Defaulttemplate> v Manage Templates

Common Service Profiles

Common Abbreviated Number

W CSP Number <5 CSP Name % Customer %;
Common Authorization Code N QAREBE o CSP O None

N QAs/s/7XBEEH 1 csP1 None
Force Mobile Through PBX AQ/7xBR® 2 el e
2 P R [ Change... ] [ Remove ] [ Print... ] [ Compare ]

Figure 92: Common Service Profiles
12. Click Add.

13. Enter a name for the common service profile and select the CSP number:

Initial Setup  Number Analysis [elephon Services System Tools Logs
Extensions Operator  Call Center  Groups External Lines System Data IP Phone  DECT

|SEouiLCode | Common Service Profiles - Add - Step 1/ 6 Help
Common Catego o

st Name Identity
Common Service Profiles

Apply

Common Abbreviated Number

Common Authorization Code @ Customer: None ~ m
Force Mobile Through PBX (@ CSPName: * AWV Extensions
(@ CSP Number: 3 -

Delay Seizure List

Figure 93: Common Service Profiles - Add - Step 1
14. Click Next.
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15. Define the Number Presentation Category.

Initial Setup  Number Analysis B @ Services System Tools  Logs

Extensions Operator  CallCenter Groups  ExternallLines  SystemData IPPhone  DECT

Sccoumticade Common Service Profiles - Add -Step 2/ 6 Help

Common Category

Number Presentation Category
Common Service Profiles

" <-Back Apply

Common Abbreviated Number
Common Authorization Code . (@ Request A-number from the PSTN: B n
Force Mobile Through PBX (#) Use Number Presentation Restriction: [
———— m—— @ Number Presentation Restriction is Permitted per
Delay Seizure List Call: (&

@ Allow Network Affiliation: ¥

® Calllng LI-I'IE Identification Presentation Restriction Not Permited .

Override:
(?) Never Display Number from PSTN: [l
@ calling Party Display: © PBX member

@ PBX group number and name

Figure 94: Common Service Profiles - Add - Step 2

16. Click Next.

17. Define the Traffic Category.

Initial Setup nber Analysis 8 Services m Tools Logs

Extensions Operalor Call Center Groups External Lines System Data IP Phone DECT

Account Code Common Service Profiles - Add - Step 3/ 6 Help
Common Category

Traffic Category
Common Service Profiles

‘ Apply
Common Abbreviated Number
Common Authorization Code . (@ Block Emergency Switching Characteristics: 7] m
Force Mobile Through PBX (@ Direct Indialling Characteristics: Open ~

(?) Use Rerouting Limitations: B

Delay Seizure List
(?) Common Abbreviated Number Traffic Class: 03 «
(?) TCD-Category Night: Fully Open ~
(7) TCD-Category Day: Fully Open ~
(@ Traffic Connection Class: 15 ~

Figure 95: Common Service Profiles - Add - Step 3
18. Click Next.

19. Define the Service Category.
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MNumb

Extensions Operator

Account Code

Call Center

Common Category

Common Semvice Profiles

Commaon Abbreviated Number

Common Authorization Code

Force Mobile Through PBX

Delay Seizure List

Common Service Profiles - Add - Step 4/ 6

Service Category

Mext->| | Apply

IP Phone

DECT

Automatic Call Back Characteristics:
Allow Call Waiting Tone Initiation:
Call Waiting Tone Reception(B-party):
Call Waiting Tone Reception(C-party):
Intrusion Capability Level:

Intrusion Protection Level:

Allow Malicious Call Tracing Category:
Manual Message Waiting:

Call Metering Category:

Allow A-Number Request from MFC:
Allow A-Subscriber Charged:

Allow Individual Do Not Disturb:
Hospitality Class of Extension:
Accept Incoming Collect Calls:

Force Calls from or to IP Terminal to be Gateway
Calls:

Service License:

Allow External Controlled Call Distnibution:
Offered Timer [5] :

Enable Common Authorization Code:
Allow Free on Busy:

Extended services in Intrusion state:

Call List Deactivation Forbidden:

Allow Activation/Deactivation of Group Do Mot
Disturb:

Allow Automatic Answer:

Request Transfer Permission of Public Trunk:
Transfer Reception:

Permitted to transfer calls to intruded party:
Forced Disconnect Timer [s]:

Answer Handled By External Application:
Log Off Restriction:

@PRRARRER @ FRPRLPFIR PR AFAPIRERRF RRRLIRFIFEE

Pemitied - 8

Deachbvated -

@ Per route
7 Per extension

MNormal extension

T short message service
IFree seating

=10

1]

LogOff allowed -

<-Back Next-> Apply Cancel

Figure 96: Common Service Profiles - Add - Step 4

20. Click Next.

21. Define the Diversion Category.
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Initial Setup Number Analysis | Telephony. |

System Tools Logs

[SAENEGEl  Operator  Call Center  Groups  Exemnal Lines  SystemData  IPPhone  DECT

Account Code Common Service Profiles - Add -Step 5/ 6 Help

Commaon Cat - .
- Seaon Call Diversion Category

[ <-Back ] [lNeJd->|' Apply | | Cancel

Common Service Profiles

Common Abbreviated Number

Common Authorization Code (@ Use External Follow Me: 1l n
Force Mobile Through PBX (@ allow Follow Me: il
. : (@) allow Diversion Bypass:
Delay Seizure List N OISR
@ Ongin is an Internal Extension: Feature not allowed -
(#) Origin is a Public External Line: Feature not allowed -

(#) Origin is a Private External Line: Feature not allowed -

(@ Allow Auto Bypass of Follow Me for SMS: B

(¥ allow Auto Bypass of External Follow Me for SM5:

(7 Allow Direct Diversion to: Only an individual divertee position =
(@ allow Diversion on Busy: |
(¥ Allow Diversion on No Answer:

(7 Allow Multi Directory Diversion:

(¥ Allow Remote Programming on Follow Me:

(7 Allow Remote Programming on ECF:

(¥ Allow Remote Programming on Mo Reply:

(@ Allow Remote Programming on Busy:

(@ allow Remote Programming on Direct Diversion:

<Back | [ Next> | | Apply | [ Cancel

Figure 97: Common Service Profiles - Add - Step 5
22. Click Next.

23. Define the Routing Category.

Numbe : 5 L

Extensions Operator Call Center Groups External Lines System Data IP Phone DECT

Account Code Common Service Profiles - Add - Step 6 / 6 Help

- Cteoon Routing Category

| =-Back Next-> | | lApplyl| | Cancel

Common Service Profiles

Common Abbreviated Number

Common Authorization Code (3 Facility Restriction Level: B - m
Force Mobile Through PBX (7) Account Code Category: Leastcostroutingtables 1or2 ~
Delay Seizure List @ off-hook Queuing Level: e

(7) Authorization Type for Route Selection:  MNormal extension -

| <-Back Next ->

Figure 98: Common Service Profiles - Add - Step 6

24. Click Apply. The Service Node Manager shows the operation result.
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Number Anal

Services

Tools Logs

Extensions Operator

Account Code

Call Center

Common Category
Common Service Profiles

Common Abbreviated Number L/ Add operation successful for:

Common Authorization Code

Force Mobile Through PBX
Delay Seizure List

Groups External Lines System Dala

| Common Service Profiles - Add - Result

 [Done |

IP Phone

DECT

Help

* CSP Name: AWV Extensions

Name Identity

. Property

CSP Number
CSP Name
Customer

Number Presentation Category

Property

Request A-number from the PSTN

Use Number Presentation Restniction

Number Presentation Restriction is Permitted per Call
Allow Network Affiliation

Calling Line Identification Presentation Restriction Override
Never Display Number from PSTN

Calling Party Display

Iraffic Category

Property

Block Emergency Switching Characteristics
Direct Indialing Characteristics

Use Rerouting Limitations

Common Abbreviated Number Traffic Class
TCD-Category Night

TCD-Category Day

Traffic Connection Class

Value

3

AWV Extensions
None

Value

Restricted for extension

Mot restnicted

No

Allowed

Not Permitted

No

PEX group number and name

Value

Yes

Open

No

03

Fully Open
Fully Open
15

Figure 99: Common Service Profiles - Add - Result
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RS T WDV | Ay

Traffic Connection Class
Service Category
Property

Automatic Call Back Characteristics
Allow Call Waiting Tone Initiation
Call Waiting Tone Reception(B-party)
Call wWaiting Tone Reception(C-party)
Intrusion Capability Level

Intrusion Protection Level

Allow Malicious Call Tracing Category
Manual Message Waiting

Call Metering Category

Allow A-Number Request from MFC
Allow A-Subscriber Charged

Allow Individual Do Not Disturb
Hospitality Class of Extension
Accept Incoming Collect Calls

Force Calls from or to IP Terminal to be Gateway Calls

Allow External Controlled Call Distribution
Offered Timer [s]

Enable Common Authonzation Code
Allow Free on Busy

Extended services in Intrusion state

Call List Deactivation Forbidden

Allow Activation/Deactivation of Group Do Not Disturb

Allow Automatic Answer

Service License

Short message service

Free seating

Request Transfer Permission of Public Trunk
Transfer Reception

Permitted to transfer calls to intruded party
Forced Disconnect Timer [5]

Answer Handled By External Application
Log Off Restriction

Call Diversion Category

Property

Use External Follow Me

Allow Follow Me

Allow Diversion Bypass

Origin is an Internal Extension

Origin is a Private External Line

Origin is a Public External Line

Allow Auto Bypass of Follow Me for SMS
Allow Auto Bypass of External Follow Me for SMS
Allow Direct Diversion to

Allow Diversion on Busy

Allow Diversion on No Answer

Allow Multi Directory Diversion

Allow Remote Programming on Follow Me
Allow Remote Programming on ECF

Allow Remote Programming on No Reply
Allow Remote Programming on Busy

Allow Remote Programming on Direct Diversion

Routing Category

Property

Facility Restriction Level

Account Code Category

Off-hook Queuing Level

Authorization Type for Route Selection

"y s

15

Value
Permitted

No
Deactivated
No

0

3

No call tracing
Not allowed
Per route

No

Normal

No

Normal extension
No

Yes

No

0

Enabled
Disabled
Extended services not permitted
Yes

Not permitted
No

No

No

Not allowed
Not allowed
Mot allowed

0

No

LogOff allowed

Value

No

No

No

Feature not allowed
Feature not allowed
Feature not allowed
No

No

Only an individual divertee position
No

No

No

No

No

No

No

No

Value

o

Least cost routing tables 1 or 2
0

Normal extension

| AddNew.. | [ Change This.. | | Remove This | | AddFrom This.. | [ Done |

Figure 100: Common Service Profiles - Add - Result (Continued)
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Initiate the SIP extension to be used as group members
25. Log into the Provisioning Manager (MX-ONE management system).

26. Click Services and then click Extension.

Users ~ BS Administrators System Logs Own Settings

Extension Available Extensions Individual Diversion Mailbox

Extension Help
Using Template: <Defaulttemplate> ¥ Manage Templates

(?) Telephony System: MXONE-MICOLLAB. version6.0 ~

() Extension Type: P -

() Enter Extension Number(s):

() Enter Equipment Position:

[ View ] [ Change... ] Maximum rows per page 200 ~

Figure 101: Extension - Add
27. Click Add.

28. In Step 1, set the Extension Type to IP.

Administrators  System Logs  Own Settings

Extension Available Extensions Individual Diversion Mailbox

Extension - Add -Step 1/ 2 Shortcuts :  Common Category i Help

<-Back Next -> Apply

(@ Telephony System:  MXONE-MICOLLAB ~ [
(?) Extension Type: P -

<-Back Next -> Apply

Figure 102: Extension - Add - Step 1

29. Click Next.
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30. In the step 2, at minimum select Server Number, Common Service Profile, Protocol SIP
and under Hunt Group Number add the group number that you created (see Figure 89).

Administr:
Available Extensions

Extension

ors Syste;

Individual Diversion

Mailbox

Extension - Add - Step 2/ 2 Shortcuts :  Common Category - Help
Ip
i) (Gl
General
7 Telephony System: MXONE-MICOLLAB
(7)) Extension Number Range: 8004-3009 ~
(7} Extension Mumber: 004 -
(?) Description:
(7 Domain Name: DEFAULT ~
@ Server Number: 1 -
(@ Customer: None «
@ Common Service Profile: 3- AWV Extensions (Mone) ~
@ Language: Default -
(@ Boss/Secretary: None -
(7} Home Area Code:
@ Protocol: @ sip
1
(# Backup Answering Position Number:
@ allow Security Exception: El
(7 allow EDN: E
Name Identity
() First Name:
@ Last Name:
Authorization Code
(@ Authorization Codes: Edit...
Ring Signal
(@) Ring Signals: '_Em
Personal Number
@ Personal Number List: [ Edi. |
Function Keys
() Phone Type: Other type -
@ Panel Type: No panel =
@ Function Keys: | Change... |
Group Setup
7 Hunt Group(s) Hunt Group Number
3003
@ cCall Pickup Group: None -
[ <Back | [ Next-> | [ Apply | [ Cancel

Figure 103: Extension - Add - Step2

31. Click Apply. The Provisioning Manager shows the operation result.
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Extension Available Extensions Individual Diversion Mailbox

Extension - Add - Result Shortcuts :  Common Category - Help

* Extension Number: 8004

B
Property Value
General
Telephony System MAXONE-MICOLLAB
Extension Type P
Extension Number 8004
Server Number 1
Customer MNone
Common Service Profile 3 - AWV Extensions (None)
Language Default
Allow Security Exception Yes
IP Address NOT REGISTERED
B protocol sip
Allow EDN No
Boss/Secretary None
B gy star Client Model None
8 allow Video Functionality Mo
B Allow Third Party SIP Client No
B Enable AMC Functionality No
Group Setup
Hunt Group(s) 8003

Personal Number List

General Data

List Mumber 1

List Mame PROFILE1
Status Active
Call Sequence 1

Mumber 8004
Ring Duration [s] 5

If Number Busy Go To Busy tone
If DND Active Go To Mo Progress
Use Once No
Accept Calls From

Internal Yas
Operator Yes
External Yes
Individual Repeated Distribution Bypass Yes
Support SMS Messages Yes

Personal Number Category Information

B personal Number After Diversion or Follow Me No
B Restrict First Ring Tone Mo
B connected Party Display Information Show both connected party call list and information
B 1dle pisplay Information Do not show information on idle display
Personal Number Listl is active
a

IP Phone Server

[ AddNew... | [ Change This.. | [ Remove This | | AddFrom This.. | | Done |
Figure 104: Extension - Add - Result
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32. Click Add From This to initiate more SIP extensions with the same set of parameters.

33. In the Shortcut field, select Hunt Group.

N corvicac | strators  Svsle s A S =
Users Services Administrators  System  Logs  Own Seltings

Extension Available Extensions Individual Diversion Mailbox

Extension - Change - 8004 Shortcuts : - Hunt Group * | Go.. | Help

Figure 105: Extension - Change

34. Click Go. The Provisioning Manager opens the Service Node Manager — Hunt Group tab.

Setup Number Analysis [elephony 1 Syslem Tools Logs
Exensions Operalor  Call Center External Lines  SystemData IPPhone  DECT
Group Do Not Disturt Hunt GI'OUP Shortcuts: fManagE Shortcuts> « : Go... Print All Help
Cuslomer
Hunt Group Add | Using Template: <Defaulttemplate> TR A
Hunt Group Member (% Enter Directory Number(s): All
Pickup Group Maximum rows per page 200 -

Figure 106: Hunt Group

35. Select Hunt Group Member.

p  Number Anal 5
Extensions Operator ystem Dala IP Phone DECT
Group Do Not Disturb i Hunt Gruup Member Shoncuts: <Manage Shorcuts> ~ | Go.. Print All  Help
Cuslomer -
Hunt Group Maximum rows per page 200 - [:_Vim 1
Hunt Group Member . 0 G G FirstName % LastName %
Pickup Group 1 & & 8003 MiCollab AWV

Figure 107: Hunt Group Member

36. Review the Hunt Group Members.
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up Humber Ana

Extensions

Group Do Not Disturb
Customer
Hunt Group

Hunt Group Member

Pickup Group

Operator

Call Cenler SystemData IPPhone  DECT
Hunt Group Member - View - 8003 Erint Help
[ [ Done ||

Property Value

Group 8003

First Name MiCollab AWY

Last Name

Member 8004

Member 2005

Member 2006

[ Change This._. ] Dione

Figure 108: Hunt Group Member - View

37. You can also manage the Hunt Group Members using the Change This... function.

Initial Setup

Number Analysis

(ESEm——— R, Cue = =
elephon! Services System Tools Logs

Extensions

Operator

Group Do Not Disturb

Customer

Hunt Group
Hunt Group Member

Pickup Group

Call Center External Lines System Data IP Phone DECT

Hunt Group Member - 8003

Help

@ Group: 8003

(?) First Name: MiCollab AWV
(2 Last Name:

() Member: [

Remove Existing Members
[ Remove All

8004

8005

8006

[

Figure 109: Manage Hunt Group Members - Managing
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CONFIGURE SIP SERVER SETTINGS IN MICOLLAB AWV

Configure the SIP Server settings in MiCollab Audio, Web and Video Conferencing using the
account information from the MiVoice MX-ONE configuration:

1.
2,
3.

9.

Log into the MiCollab server manager interface.
Under Applications, click Audio, Web and Video Conferencing.

From the MiCollab Audio, Web and Video Conferencing main page, click System Options
on the navigation pane.

In System Options — Platform, select MiVoice MX-ONE as the system that is connected
to MiCollab Audio, Web and Video Conferencing.

Click Save
Click Ok at the prompt to restart the server.

Click Configure SIP Server on the navigation pane. The SIP Server Configuration page
appears.

Enter the following information:

- Extension First: Type the extension number of the first IP device in the hunt group
used by the MiCollab Audio, Web and Video Conferencing server to register itself with
the PBX.

- Extension Last: Type the extension number of the last IP device in the hunt group
used by the MiCollab Audio, Web and Video Conferencing server to register itself with
the PBX.

- Extension PIN: This PIN is used for SIP MD5 authentication.

- SIP Domain: This can be the domain name, fully qualified domain name (FQDN), or
the IP address of the PBX system used to register the MiCollab Audio, Web and Video
Conferencing

- SIP ports: If you do not know the domain name or FQDN, type the PBX system IP
address.

- IP Address: Type the IP address of the PBX system. Alternatively, type the FQDN.
Note that when typing the FQDN, only the first IP Address value returned by the DNS
lookup will be used.

Click Save.

INTEGRATE MIVOICE BORDER GATEWAY

112

MiVoice Border Gateway provides a secure communications path for remote MiCollab Client
users to the MiCollab Client Service.

The MBG provides

SIP Teleworker for MiCollab Client softphones and 6800 sets
SIP Trunking, and

Secure Call Recording
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CONFIGURE ICP IN MBG (STANDALONE MBG ONLY)

When you create the network elements in the MiCollab USP network element tab, the network
elements are automatically added to the embedded MiVoice Border Gateway (MBG)
application. However, if your deployment includes a standalone MBG system, you must
manually configure the network elements as ICPs in the standalone MBG server manager
interface.

To add a communications platform as an ICP:

1. Log into the standalone MBG server manager interface.
2. Under Applications, click MiVoice Border Gateway.

3. From Service Configuration, click ICP

4. From ICP Information, click +
5

Complete the ICP information. Refer to the help for details. Select "MiVoice MX-ONE" as
the ICP type.

6. Click Save. You can now select the ICP type (MiVoice MX-ONE) from any MBG device
management page:

1 Manage ICP

Name ;.0 aso00 Hostname or IP address 0 o0 o0 o
TYRE | wivoice Business v Installer password
MiVoice Busingss
SIPTLS capable | Sihouette Indirect call recording capable
MiVoige MX-ONE

MiVoice Dffice |

Save
Figure 110: Configure MiVoice MX-ONE as ICP on Standalone MBG

CONFIGURE SIP TRUNKS
1. Configure the MiVoice MX-ONE with SIP trunks.
2. Configure the SIP trunks on MBG.

INTEGRATE MICOLLAB CLIENT SERVICE

MICOLLAB CLIENT CONFIGURATION

Refer to the MiCollab Client Service application help and the MiCollab Client Administrator
Guide for configuration information.

Note that you must enable the following Nupoint UM FCOS options to allow the MiCollab Client
Desktop client to control voice mail calls:

+ FCOS 289 Enable UM-SMTP
+ FCOS 290 Enable UM-Web

113


http://edocs.mitel.com/UG/Apps-Solutions/MiCollab 8.0/MiCollab/usp/tug/configure_sip_trunking.htm
http://edocs.mitel.com/UG/Apps-Solutions/MiCollab 8.0/MiCollab/usp/tug/configure_sip_trunking.htm

MiCollab Platform Integration Guide

114

FCOS 295 Enable UM Pro

DEPLOY MICOLLAB CLIENT MOBILE CLIENTS

MiVoice MX-ONE platforms support MiCollab mobile clients. After you configure a user with a
mobile client in the MiCollab Client application, a deployment e-mail is sent to the user with
simplified configuration instructions on how to set it up.

Configure CSTA Link

The MiCollab Client CSTA Proxy application supports the call control messaging between
MiCollab and the MiVoice MX-ONE platform to support MiCollab Client features such as
"Click-to-Call".

N o a s e Ddhd -

Log into the MiCollab server manager.

Under Applications, click MiCollab Client Service.

Click Configure MiCollab Client Service.

Click PBX Nodes.

Double-click the system name or IP Address of the MiVoice MX-ONE
Open CSTA Settings.

In the Port field, enter the number of the CSTA port on the MiVoice MX-ONE (default is
8882).

Refer to the help for descriptions of the other fields. Typically, you will not need to change
the default settings.

Click Save.

“ MiCollab Client Server
\

|
Client name
Management

Web
Socket

ey

Calllog
CSTA Proxy

CSTA l

e .

MiVoice MX-ONE

MiCollab Client
Figure 111: MiCollab Client Integration
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Configure MiCollab Client Deployment

1.
2,

Log into the MiCollab server manager interface.

Under Applications, click MiCollab Client Deployment. Refer to the application on-line
help for instructions to configure client deployment.

Purchase and Import SSL Certificates to Servers

1.
2,
3.

Log into the MiCollab server manager.
Under Security, click Web Server Certificates.

To enable remote client station to log in and to enable MiCollab Mobile Client users to
establish connections, you must install an SSL Certificate on the MiCollab and MBG serv-
ers. Refer to the help associated with the Web Server Certificates page for instructions.

CONFIGURE INTEGRATED DIRECTORY SERVICES (OPTIONAL)

Optionally, configure Integrated Directory Services to integrate the non-corporate contacts from
adirectory server or a MiVoice MX-ONE with the MiCollab Client Corporate Directory database.
Note that only non-corporate entries (contacts) are supported via IDS. User entries are not
synchronized and are not copied to the MiCollab USP database.

During an IDS synchronization event, the system imports the non-corporate entries. When
users start up their MiCollab clients, the system updates the user's Contacts list. Users can
then place calls to the non-corporate contacts using "Click-to-Call" functionality from their phone
clients.

PERFORM USER AND SERVICES PROVISIONING

You perform all user add, change, and delete operations from the MiVoice MX-ONE
administration interface.

To add or modify MiCollab services, assign a role to a new user to apply the associated
MiCollab template and configure the user with the application services that are defined in
the template. MiVoice MX-ONE automatically applies the update to the MiCollab database
(a periodic synchronization is not required)

If you remove a role from a user on the MiVoice MX-ONE, a synchronization is not required.
The deletion is applied automatically. The licenses associated with those services become
available on MiCollab.

If you change a user’s role, the user’s application services are updated with the new service
mix that is defined in the role’s template. For MiVoice MX-ONE integrations, you must
re-apply the role to the user manually because there is no automatic sync.

See “User Provisioning” on page 116 for details.
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USER PROVISIONING

The Provisioning Manager is used to create, delete and change users in MiCollab. In MX-ONE
6.1 SP1 and later, there are two supported MiCollab deployment configurations:

« Single MiCollab Server with 5000 users in MiCollab, requiring 10,000 SIP registrations in
the MiVoice MX-ONE (based on a SIP deskphone and SIP softphone per user). See

*  Multiple MiCollab servers with 40,000 users in MiCollab, requiring 80,000 SIP registrations
in MiVioce MX-ONE (based on a SIP deskphone and SIP softphone per user):

Note: Active Directory is not supported for multiple MiCollab servers.

MiVOICE MX-ONE MICOLLAB

£ = suU AP CATION S VICES
MH-ONE PROVISIONING USER: JOHN, DN = 100001 SUITE APPLICATION SERVICE

SERVICE MODE 1

MAMAGER

MICOLLAB CLIENT, AWV, MBG
CTI SERVER

10 K SIP USERS

USER: JOHN, DN = 100001
PLUS OTHER TYPES OF
INFORMATION

Figure 112: Single MiCollab Server
(5,000 Users in MiCollab and a Minimum of 10,000 SIP Registrations in MX-ONE)

USER: JOHM, DM = 100001
USER: MARIE, DM = 100002
USER: ANMA, DN = 100003
USER: THOMAS, DN = 100004
USER: PETER, DM = 100005
USER: JAMME, DM = 100006
USER: THERESE, DM = 100007
USER: ROBERT, DN = 100008
PLUS OTHER INFORMATION

N SAS = MICOLLAB
JOHM, DM = 100001
SAS 1 (8K USERS) CLIENT, AWV, NUPOIMT,

MBG, CTlI SERVER

MARIE, DN = 100002

SAS 2 (5K USERS)

Mx-OME AMMNA, DN = 100003
SERVICE MODE1

13 K SIP USERS

MX-OME
SERVICE NODE2
13 K SIP USERS

MX-OMNE
SERVICE NODE 3
13 K SIP USERS
MX-OME
SERWVICE MODE 4
13 K SIP USERS

SAS 3 5K USERS)

THOMAS, DN = 100004

SAS 4(5K USERS)

PROVISIOMNING
] MANAGER

SAS 5 (5K USERS)

PETER, DM = 100005

SAS 6 (5K USERS)

MA-OMNE JAMME, DM = 100006
S CE MODES
13 K SIP USERS

SAS 7 (5K USERS)

THERESE, DN = 100007

TWO DEVICES PER USER
SAS 8 (K USERS)| (SIP DESKTPHOMNE AND
SIP SOFTPHOMNE)

ROBERT, DM = 100008

Figure 113: Multiple MiCollab Servers
(40,000 Users in MiCollab and a Minimum of 80,000 SIP Registrations in MX-ONE)
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INTEGRATING MICOLLAB SERVERS

If your deployment has one or multiple MiCollab servers, you must add the servers into
Provisioning Manager pools (PM setup > subsystem).

To integrate the Provisioning Manager with multiple MiCollab servers:

1. Configure MiCollab with Network Elements, Roles, Licenses, and so forth).

2. Create the MiCollab Server in the Provisioning Manager under System > Subsystem
Task. Figure 114 shows an example of three MiCollab pools; each pool containing eight
MiCollab servers.

MiCollab Pool - 1 MiCollab Pool - 2 MiCollab Pool - 3

MiCollab IP 1 MiCollab IP 1 MiCollab IP 1

MiCollab Pool - 1 MiCollab Pool - 2 MiCollab Pool - 3

MiCellab IP 1
MiCollab IP 2
MiCollab IP 3
MiCollab IP 4
MiCellab IP 5
MiCollab IP 6
MiCollab IP 7
MiCollab IP 8

MiCollab IP 1
MiCollab IP 2
MiCollab IP 3
MiCollab IP 4
MiCallab IP 5
MiCollab IP 6
MiCollab IP 7
MiCollab IP 8

Figure 114: MiCollab Pools

MiCollab IP 1
MiCollab [P 2
MiCollab IF 3
MiCollab IP 4
MiCollab IP 5
MiCollab IF 6
MiCollab IP 7
MiCollab IF 8
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3. Figure 115 shows an example of two MiCollab servers in pool #1.

Users Services Administrators Logs Own Settings
3 nific Z 3
Subsystem
[ Add |
1 b Name ©; Sub Type %, \Version *, MiCollabPool “; Location *y License Details
0 Q2 % 10.103.58.189 SIP DECT Manager 6.1 Stockholm  License info
0 Q /2 % & 10.105.66.14 MiCollab Server 7.2 1 Stockholm License info
0Q 272 R & 10.105.66.15 MiCollab Server 71 Stockholm
Q2% 172.17.1.10 SIP DECT Manager 6.1 Stockholm License info
0 7% 3 192.168.25.50 MiVoice MX-ONE 6.15P1 Stockholm Problem loading License info
1 Q 7/ % MoM SIP DECT Manager 6.1 Stockholm License info
0 s % MPA 2. Other mgmt application 00000 Stockholm
] QIR iC Mivioice MX-ONE 6.2 Stockholm Traditional
[1Q # %X & MiCollab Server 7.2 1 Stockholm License info
0Q 7% MiCollab Server 7.2 Stockholm
Remove
Sync between MiCollaband PM database Server Name MiCollablicenseinfo

after exportimport fundtion pool

Figure 115: Provisioning Manager — MiCollab Subsystem Example

4. Addthe MiCollab servers as subsystems. Ensure that you select the correct release version
of the MiCollab.
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Administrators System Logs

Subsystem - Change - Server-1

spply | | Cancel
# subsystem Type: MiCollab Server
(7 Subsystem Nama: . Eerver-1
(7 Version: 7.2 w
() 1P Address: . 10.105.66.17
(¥ uUser ID in Subsystem: micollab_api
@ Password in Subsystem: e
(¥ Confirm Pagsword in Subsystem: e

(# Location: Stockholm v | Edit...
@ MiCollab Pool: 1w
(7 Enable MiCollab AD Authentication: O
Apply Cancel
Users Senvices Administrators System Logs

Subsystem - Change - Server-2
Apply Cancel

(T Subsystem Type: MiCollab Server

# Subsystem Name: . Sarver-2

# Version: 7.2 v

7 IP address: * 10.105.66.19

(@ User ID in Subsystem: micollab_api

(¥ Password in Subsystem: TTTTT]

(7 Confirm Password in Subsystem: senenn

@ Location: Stockholm v | Edit...
(¥ MiCollab Pool: 1w

@ Enable MiCollab AD Authentication: O

Apply  Cancel

MiCollabversion
definition.

Itis very importantto
have

the correctversion,
because functionality
may vary.

Figure 116: MiCollab Subsystems Example: Pool with 2 MiCollab Servers

5. The Subsystem > View shows the number of UCC User Licenses currently used by the
server. The numbers are updated after the sync.

119



MiCollab Platform Integration Guide

Users Services Administrators Systa

ocaticn subsystem Data Management

&

Subsystem - View - Server-1

Done |

Logs Onwn Settings

Unified Communications and Collaboration {UCC) Bundles
Bundle
UCC Standard User for Enterprise (vd.0)

User Licenses
2500

LUCC Prameum User for Enterprise [V4.0) 1250

UCC Entry User for Enterprise (Wa.0) 1250

UCE Basic User for Enberprise (V4.0) 5000

Done
Mumber is updated
afterthesync

Users Senvices Admimistrators Logs Owm Settings
ccation subsystem Data Management Jptions Emal Serve

Subsystem - View - Server-2

[ransg

Unified Communications and Collaboration (UCC) Bundles
Budle

UCC Standard User for Enterprise (V4.0)

UCC Premium User for Enterprise (W4.0)

UCC Entry User for Enterprise (V4.0)

UCC Basic User for Enterprise (W4.0)

User Licenses Currently used
2500
1250
1250
000

L= O N

Figure 117: Pool with 2 MiCollab Servers - Licenses
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6. Accessthe User>User screento view the User IDs, MiCollab servers, and MiCollab Roles:

User

Add

Sennces Administrators System Logs Own Settings

¥) Enter User Name(s), Extension Number, Depanment: |~

T Imported from Al -

View

LR %%%%%NNY%

PRRPLRPRRPRRRLLDRLLLLS

{

EEEXXMNEMXEEENKNNKXX

ManGmun rows per page | 200 v

[ Usermd Last Nama First Namae Extensicn [ Mivcics MX-ONE Department(s) Import from Customar MiCollab Server MiCollab Rola
admin_rd RO Adimir 200000 | HXONE_MiCollab Lab_MiCelsh:
andre.fretas Freqas André 200001 / MXONE_MiCollab MColab Actvee Dwectory Server-1 Premum_1
anna,carckna Carchna Anna 200019 / MXONE_MiCollab Lab_MiColiab Server-2 Standard_1
ArLOMNo.MOUTS Moura Antonc 2000032 / MXONE_MiCollab MCollab Active Dwectory Server-2 Entry_1
Jehnisen Chreten Jean 200015 § MMONE_MiCollab Lab_MiColab Fenver-1 Entry_1
johan.gustavsson gustavsson Johan 200018 / MXONE_MiCollab Lab_MiColiab Server-1 Standard_1
John.smith Smith John 200011 / MXONE_MiCollab MCollab Active Dhrectory
jehnstype stype Juha 200017 § MNONE_MiCollab Lab_MiColiatr Server-1 Premium_1
Jrudean Trudeau Jsstan 200012 / MXONE_MiCollab Lab_MiColab Server-1 Standard_1
kcampbel Campbell bim 200016 | MXONE_MiCollab Lab_MiCollab Sarver-1 Entry_1
maria.souza Souza Maria 200003 | MXONE_MiCollab MiCollab Active Directory Server-1 standard_1
maurc.camargo  Camargo Mauro 200004 / MXONE_MiCollab MiCollab Active Directory Server-2 Srandard_1
paulo.severing  Severing Paulo 200005 | MXONE_MiCollab MiCollab Active Directory Server-1 Promium_1
pmartin Martin Paul 200014 | MXONE_MiCollab Lab_MiColiab gn
sharper Harper Stephen 200013  MNONE_MiCollab Lab_MiCollab
test_12345 something Test 200009 § MNONE_MiCollab Lab_MiCollab
best1334 1234 Test 200017 § M}ONE_MiCollab Lab_MiCollab
Ruyi.joy Jay Turyie: 200006 § MEONE_MiCollab MiCollab_01 Active Directory
yunguy Lu Yung 200007 [ MXONE_MiCollab MiCollab_01 Active Directory

Remove Prink... Compare View

Itshows inwhich ltshows therole

MiCollabtheuseris

Figure 118: User List

USER PROVISIONING METHODS

In MX-ONE 6.1 SP1 and later, the method that you use to provision users depends upon the
deployment configuration:

For a single MiCollab Server with 5000 users in MiCollab and a minimum of 10,000 SIP
registrations in the MX-ONE (based on a SIP deskphone and SIP softphone per user) you
can use the following methods:

- Method 1: Provisioning Manager User task

- Method 2: Provisioning Manager Export tool or

- Method 3: Provisioning Manager Active Directory integration

For multiple MiCollab servers with 40,000 users in MiCollab and a minimum of 80,000 SIP

registrations in MX-ONE (based on a SIP deskphone and SIP softphone per user) you can
use either of the following methods.

- Method 1: Provisioning Manager User task (you must manually select the MiCollab
server of the user) or

- Method 2: Provisioning Manager Export tool (you must manually specify the MiCollab
server of the user)

Note: Active Directory is not supported for multiple MiCollab servers.
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METHOD 1: PROVISIONING MANAGER USER TASK

In Method 1, shown in Figure 119 and Figure 120 users are provisioned from the MiVoice
MX-ONE Provisioning Manager.

ID: anna.gunnarsson

First Name: Anna

Extenson (DN): 1000

Email: anna.aunnarsson@company.com
MiCollab Role: Premium

Authorization Code: sk

Language: Swedish HHHHH
S
i N A 5 Provisioning MiCollab
irst Name: Anna Manaqger '
Last Name: Gunnarsson / . First Name: Anna Users and Services
Extension (DN): 1000 ] Last Name: Gunnarsson
MiCollab Role: Premium E)_(tensmn DN: 1000
Authorization Code: ks MiCollab Role: Premium
Email: anna.gunnarsson@company.com
Authorization Code: ks
MiVoice MX-ONE Language: Swedish
MX-ONE

Service Node 1

DN=1000
ID: anna_gunnarsson
First Name: Anna
Last Name: Gunnarsson
Extension (DN): 100003
Email: anna.gunnarsson@company.com
MiCollab Role: Premium &
ikl First Name: Anna
ALCIEARONCO0E, Last Name: Gunnarsson
anguage: Swedis Extension DN: 100003
MiCollab Role: Premium
Email: anna.gunnarsson@company.com
Elrstt name: éﬂﬂa Authorization Code: ===~
ast Name: Gunnarsson Language: Swedish
MiVoice MX-ONE Extensiaon (DMN): 100003 S
Authorization Code:
MX-ONE MX_-ONE MiCollab 1
& — - U d S
Service Node 1 Senvice Node 2 — P;ﬁ:ﬁ%’g;‘g sers and Services
éiF_ :;77P71777> [
irst Name: Peter _—
Last Name: Smith \\\\\\
Extension (DN):-703007 S —
[ﬁ Authorization Code:; o T —
DN =100003 DN = 703007 o
ID: peter.smith MiCollab 2
First Name: Peter
Lot Nane Seaith Users and Services
Extension (DN): 703007
Email: peter.smith@company.com
MiCollab Role: Premium
ID: peter.smith Authorization Code: # oo
First Name: Peter Language: English

Last Name: Smith

Extension (DN) 703007

Email: peter.smith@company.com
MiCollab Role: Premium

Language: English

Figure 120: Multi-MiCollab Server via PM User Task

1. Under Users > User > Add enter the user’s information in Step 1.

122



MX-ONE Integration

ers Services Administrators System Logs Own Settings

User - Add-Step 1/4
User

<- Back

Apply Cancel

) First Name: John Last Name: *  Smithson
) User Id: * | John.smithson
) Password: - . Confirm Password:
) Email Address: john.smithson@companyA.com SMs:
Alternate First Names: (2) Alternate Last Names:
) Keywords:
User Defined Fields
Business: Business 2;
) Maobile Phone: Mobile Phone 2:
Depatment(s); *  Existing Department(s); Location(s): Selected Dapartment(s); Location(s):
Mitel Metworks Corporation; Stockholm & Mitel Networks Corporation; Stockholm

Mitel Networks Corporation\Micollab_Stockholm;
Mitel Networks Corporation\Micollab_Stockholm\l
Mitel Networks Corporation\Micollab_Stockholm!
Mitel Networks Corporation\MP_Users_for_AD_s)
Mitel Networks Corporation\MP_Users_for_AD_sy
Mitel Networks Corporation\MP_Users_for_AD_s)
Mitel Metworks Corporation\MP_Users_for_AD_s)

) Move Up
< > = Move Down

[]

Preferences
) Use Last Selection:
) Provisioning Manager Language: English

Note: The first department in Selected Department(s) list is primary department

<- Back Next -> Apply Cancel

Figure 121: Provisioning Manager User Task
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2. Assign an existing extension or add a new extension. If the deployment includes multiple
MX-ONE service nodes, select the desired node for the extension.

(
w
o
w

Services Administrators System Logs Own Settings

ME kA

UL dapping JNLOCK

(
w
T

User - Add -Step 2/ 4
Service Summary

<- Back Apply Cancel

Extension

(7) Assign Existing Extension: |[Extension Number MiVoice MX-ONE

MAONE-MICOLLAB v

I If the extension is already
created, type the number.
Otherwise create a new.

(7) Template For New Extension: | <Select template>

(7)) Add New Extension: Add...

Add a new SIP Extension
Advanced...

<- Back Mext -= Apply Cancel

Figure 122: Provisioning Manager User Task - cont.
3. Set the Extension Type to Multi-Terminal.

Users Services Administrators System Logs Own Settings

Multistep - Previous task

User - Add - Step 2/ 4 Service Summary

Extension - Add -Step 1/ 2

- Back l Mext - il Continue Cancel |

(7) MX-OME Service Node:  MXONE-MICOLLAE ~

@ Extension Type: < Fulti-Terminal v > Select Multi-Terminal

<- Back '_ Mext -> | | Continue I Cancel J

Figure 123: Provisioning Manager User Task - cont.

4. Select the Extension Number DN and click the Add button next to IP Extension.
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Extansion - Add - Step 2 f 2

Multi-Terminal

== Back it Continue Cancel
General
(1 ME-ONE Service Node MXOMNE-MICOLLAR
(T Extension Numb = E001 -

Select the Extension number (DN}

(7! Server Mumber ; 1 -

L Customgr: Mone -

(¥ Common Serace Profile: - (Mone) -
(X Phone Language: Default L4

(¥ Backoup Answering Fosition Number:

(0 Allgw Seounly Excephion: o

L% BossfSecratary; Horg et

¥ Homé Ared Code:

7 DECT Extension: [ Add... |

(¥ Mobilg o Add...
@:ﬁ:ﬂ [ass>———» Select |P Extension
Add...

(X SIP Remobe Tenminal:

71 SIP Auto-régEtered Termnal: Add...

Figure 124: User Provisioning Task - cont.
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5. Enter the maximum number of terminals (SIP extensions) for the user:

126

Serices Adearistratons System Logs Oram Settings

Multistep

212  Multi-Terrmina

IP Extension - Add

Coeinusg Cancel

7 Elustar Chent Model: Hong %
7 Allaw Third Party S1F Client:

7 Alaw Video Functicnality:
%

L_Marimum Terminals: [ * Adjust the number of SIP extensions for the user.

Ll okt 2 = 2 SIP Registrations (Deskphone and Softphone)

%) ABlow EDN: 3= 3 SIP Registrations (Deskphone, Softphone, Mobile Client)

% Free on Second Line Yes, but can be changed via terminal meny = 4 = 4 SIP Registrations (Deskphone, Softphone, Mobile Client
LT O e and Mobile Extension)

71 Registerad Phone Type: NOT REGISTERED
Function Keys

7 Phone Type: Qther hype i

7 Panal Type: No pangl -

7 Function Keys: Change. ..

71 IP Phona Sarver: Enter Manual URL ~

71 Damain Folder -

continue | | Cancel » Click continue

Figure 125: User Provisioning Task - Extension Add - Step 1
6. Click Continue.
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Extension - Add - Step 2/ 2

Multi-Terminal

<-Back | | mext Continue | | Cancel

General

'i" ME-OMNE Service Node: MXONE-MICOLLAB
(@ Extension Mumber Range: G001 -
7 Extension Mumber: 6001
7 Description:

¥ Server Number : 1 -

T Customer: Mone

¥ Extension Type: MultiTarminal
(7} Common Service Profile: 0 = (Nane)
@ Phone Language: Daefault

7 Backup Answerng Position Number:
(7 Allow Security Exception: 'l

7 Boss/Sacretary: Hone -
7 Home Area Code:

7! DECT Extension: Add...
@ Mobile Extension:
@ 1P Extension: & R goo1
7 SIP Remate Termnal: Add.

7! SIP Auto-registered Terminal: Add.

Extensionpage

Extension page

Mame Tdentity
(@) First Name:

(@ Last Name:

John
Smithson

A rizath Coad
$ﬁon Codes:

[ WT_'D_. Setup the Authaorization Code .

Ring Signal

(@ Ring Signals:
Personal Number

(¥ Personal Number List:

Group Setup
(# Hunt Group(s)

@ Call Pickup Group:
(@ Group Do Mot Disturb:

It is mandatory for Standard
[edt.. ) and Premium
Edit...

Hunt Group Number

Hone -
Hong -

(_contnue | [ concel |

Figure 126: User Provisioning Task - Extension Add - Step 2 of 2

7. Edit the Authorization codes (mandatory for Standard and Premium users).

8. Enter the Authorization and Call Logging Codes for the user and click Apply.
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Services Administrators System Logs

Multistep - Previous task

Extension - Add - Step 2/2 Multi-Terminal

Authorization Codes - Add

E. Apply Cancel |

@ authorization Code: R P———

@ Call Logging Code: * sesaes

(7 Customer: MNone

(Z) New Customer: MNone -

(# Commen Service Profile: 0 - (None) -

(7 Restrict Usage to This Extension Only:

<[ Apply | | Cancel >—— Click Apply

Figure 127: Provisioning User Task - cont.

Services Administrators System Logs Own Set

Multistep - Previous task

<- Back Extension - Add - Step 2 /2 Multi-Terminal

Authorization Codes

| Add | | Show Autho Codes |

Authorization Code *3 Call Logging Code *; Common Service Profile
SR A Pl 777777 0

1

, Change... l [ Remove | l Print... ] :r Compare l [ View l

€ | continve | _—>— Continue

Figure 128: Provisioning User Task - cont.
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9. Click Continue.

10. Select MiCollab Extension and click Next.

Sefvices Administiators Systern Logs

User-Add -Step 2/3
Service Summary

<= gk N -> Apply Cancel

Exténsion
7 Assigned Extensions:  Extension Number MX-ONE Service Node
4 7 X oaom MYONE-MICOLLAR
1) Agsign Existing Extension; Extension Number MX-ONE Service Node
MXDME-MICOLLAR -

Template For New Extension:  <Seléct templab:

Add New Extengion; Add..

Owin Settings

Servers MicCollab Extension
192.168.25.40

Servers MiCollab Extension
192.168.2540 -

Select MiCollab

Figure 129: Provisioning User Task cont.

11. Assign MiCollab Extension (service node) and select the MiCollab Server.

Note: Provisioning Manager will fetch the roles for that specific MX-ONE.

12. Assign Secondary Extension to the user (This field will be available only when the selected

MiCollab server version is 8.0 or above).

Note: Primary and Secondary extension should be from same MiVoice MX-ONE.

13. Select the MiCollab Prompt language.
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Users Services Administrators System Logs Own Settings
User Departments Unlock
User - Add - Step 3 /4

MiCollab Configuration
< Back | | Next> |ﬁp@y_| Cacel

(3) Assign Micallzb Extension(Extension, LIM I7):  6001,192.188.28.9 v

(7) Secondary Extension: 002,162, 163.28.0 v

(2) MiCollab Poal : 1 v

(2) MiCollab Servers: MiCollab-Stockholm ¥

(i) Micollb Role: UCC Premium MXONE-MiCollab ¥
(2) Prompt Language: System Defaul z

(7) Enable AD Authentication:

Figure 130: Provisioning User Task cont.

14. You will receive an on-screen reminder regarding the MiCollab role requirements. Click
OK. The Add User Result is displayed.
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Users Sennices Admanistratiors System Logs Cham Settings
Lsey Degpatments UEF Mapping Lirvlonzh:
User - Add - Result
Dune |
Add operation successiul for
« LUser . pohn srmdhson
User
Property
Usger 1d
Frst Mame
Last Nama 2
Email Address jehnsmathsan@companya. com Information added
MeColab Sarver 10.105.66,15 § P
i R in MiCollab
Corvirs 192.168.25.40
Prompt Langusge
Department(s) - - .
Depamment(s) Mitel Metwarks Corporatson; Stockholm
Preferences
Use Last Selection Y
Provessaning Manager Language Enghsh
Service Summary
Property Value
Extensbons
Extengion [ MX-ONE Service Node  4001/MXONEMICOLLAE &,

Figure 131: Add User Result
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15. If you log into the MiCollab Users and Services application, select the user and click Edit,
the user information is displayed.

Users and Services ()

The Users and Serdces directory allows you to maintain user data and assign or remove user senices. The duectory lists the usermames and office numbers of the MiCollak
users, and shows the sensces that have been assigned to each user Senices are only avadable i they have been installed on the sener as an application blade and are

heansad

Users | Metwork Element User Templates  User Roles Locations Departments  Bulk Usar Proviskoning

Search; * Unassigned seraces: 2 (isw)  Total number of users: 1
view ° T Edit User - Smithson, John
Cuick Add Cancel

= User | Phones RuPoint Unified Wessaging  MaCollab Chent  Audic, Web and Video Conterencing  Teleworker Wb and
Last Hame "
3 Conlerencing

Smithson Usar

Teleworker

Fust Hama: John Last Hame: Smithson

Display Hama: Smithson, John
UCC Bundle UCC Prémium User for Enterprise [V4.0) -
Department. Mitel Networks Corporation -

Location: Stockholm =

Promp Language: Swedsh (Swedan)

Primary Email Address. john.smighson@companyA.com

Distinguished Mama
105 Manageable

Authentication Sectien

Loginc john.smithson
Password | Generste Passward |

Canhirm Passwaid

Figure 132: User Information in MiCollab Users and Services
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METHOD 2: PROVISIONING MANAGER EXPORT TOOL

You can provision the MiCollab server(s) with users by exporting the users from the MiVoice
MX-ONE Provisioning Manager. You need to

» Create CSV files with a maximum of 2500 users, and

»  Set the Export Type to collect MiCollab user data.

1. Access System > Data Management > Export.

Users Services Administrators yStern Logs Cwin Settings

Compare wilh Subsysiem | Export Data - Export - Step 1/ 3
Backup & Restore

impon Back | [ Mext-> | [iApply) |uConcel
Export ;

2 Export Type : General data
Scheduling MG
Active Directony Call Accounting API

e o CSV
2 MiCollab user data

- Bach Apply | | Cancel |

Select MiCollab User Data

Figure 133: Export Tool: Select MiCollab User Data
2. Select MiCollab user data and click Apply.
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Users Services Administrators ysie Legs Cram Settings

Compare Wil SUbsYS®em | Export Data - Export - Result
Backup & Reslore

Done
Impot
Export —
= Expart operalion seetil f Op!nﬂgk'lrtoﬂlb_um?ﬁﬂ! N P
Scheduin s Export Type @ M taf
Actve Direciory

Cancel

L
ZIP file with the users

Figure 134: Export User Data
3. Save the MiCollab_Users.zip file to your PC.

4. Unzip it and open in Excel. Below is an example:

A B < D E F ¢ H 1 J K L M N Q P Q R s T u b4 W
First Name,Last Name, Login ID,Email Address,Role,Prime Phone,Secondary Phone, External Number,DID Number,SIP Password, ID,Street,City,Country,Postal/Zip Code, Department, Location, Title,Position,Info,Info 2,Fax,Mobile Phone 2
admin,micollabusertrad,admin_micollab, UCC BASIC_30,1111,502,sssrmmes1
John,smithsan,john.smithson,john.smithson@companyA.com,UCC Premium - MX-ONEMICollab,6001,,,,7654321,1350,.,,) s

W e

i citablisers]_Lose
MEC cllablisers 1 cov
MiCcllablisersd 1<sv Exce d

M sablhersd 1ape Microucht xced Comens 5

Figure 135: CSV File Example
Log into the MiCollab Server manager.
Under Applications, click Users and Services.

Click the Bulk User Provisioning tab.

© N o o

Import the CSV file. For detailed instructions see the Users and Services application help
(see Applications > Users and Services > System Administrator > Provision Users and
Services > Bulk User Provisioning)

- Click Tools and then click Import from File.
- Select Import Bulk Add CSV File.

- Click Browse and navigate to the CSV file.

- Select the file and click Open.
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- Click Import. The data from the file is imported.
- Auto Fill the roles
- Click Save.

Figure 136 to Figure 139 show the screens:

vork Element | User Templates | UserRoles  Locations | Depariments | Bulk User Provisioning

or Add e A Delete
op .Fl'-ltﬂlﬂ Last Name: .l.oghn .wm Fole ™ Prime Phone Secondary Phone  Exbernal Number
Mo #ems 16 show
Fide bmport »

Select the type of mport file wsing the rado betions: Click Browse and nanvigate to the import
file. Click Upload When you ane ready 1o import the fie. 4 preview s provided o alow you bo
make changes 1o the dala. To save the nformation, cick Comml.

B impart Bulk Add CSV Fie
eport LDAP Dats interchangs Format (LDF) Fis

impeoet Fie Name . [ Browse.. | Mo fies selected

Save

‘oow

Figure 136: Import CSV File into MiCollab USP Bulk User Provisioning

Users and Services

The Users and Serices directory allows you to maintain user data and assign of remove user senices. The directory lists the usemamies and office numbers of the MiCollab users,

and shows the senaces that have been assigned to each user. Senices are only mvailable f they have been installed on the server as an application blade and are licensed

Users | Hetwork Element  User Templates  User Roles  Locations  Depanments | Bulk Uiser Provisioning |

®

Wode | | Bulk User Add bt Add Deidate Save Tools
OF  First Hams Last Maeret Login D Emad ASess Figag ™ Prime Phons Secondary Phone  External Rumber DD Numer 42
A  Emma Larsson emmalar. . emmaarson@ans. md e sasr . soo1
&  Jean Andérsson jeanand. . jeananderssoneas mdsesa . B Boc2
- Peter Samygison petersa peter samuesongiaas md s 8 i 800+

Figure 137: Bulk User Provisioning
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Users and Services (&)

The Users and Sendices directory allows you to maintain user data and assign or remove user senices. The directory lists the usemnames and ofice numbers of the MiCollab users,
and shows the senices that have been assigned to each user. Senices are only available if they have been installed on the server as an application blade and are licensed

Users | Network Element  User Templates  UserRoles  Locations  Departments | Bulk User Provisioning

Mode | |Bulk Ussr A :v -] Delets SAPE l'IHll "'_
[ OF  First Kame Last Hame Logn D  Email Address Roie ™ Prime Phone Secondary Phone  Exbernal Number DO Number "
¥ A Emma Larsson STTALIST. . SETE ITSONEDAsS md 5. asstr. . i) 8001
+ PR Andersson anand_ jean anderssong@ass.mdsess . i) BO0Z
[ A Peler Samuslson prinrsa...  pelersamechon@ess mdsea... B 8004
Auto Fill Role x
Seiect the role thad you wiant to apply 10 the selected records, Cick
Ao Fil lo proceed with cperation.
Figle ;| LICC (V4.0) Entry -
Aube Fil
Figure 138: Auto-Fill Roles
Users and Services ()

The Users and Senices directory allows you to mantain user data and assign of remove user senaces. The directory lists the usernames and office numbers of the MiCallab users,
and shows the senices that hive been assigned to each user. Senices are only available if they have been installed on the senver as an application blade and are licensed

Users | Metwork Elementi  User Templates  User Roles  Locations  Deparimenis  Bulk User Provisioning

Search: - Search || Show All Unassigned senices: 2 (View) Total number of users: 5

1RessE - 3t 8
time

[ Add ][ Quick Agd |

View:

Last Name First Hame Phonse(s) ::z“s:;lﬂ'm MsCollab Client friﬁ'ﬁ'm'}:fmg Teleworker
Andersson Jean 8002 4 v

Gunarson Anna 8000 v v v 4
Larssen Emma 8001 v v

Samuelson Pater 8004 v v

Smithson John 6001 v

Figure 139: Users Imported into USP Directory

9. After the import is complete check the Provision Manager to verify that the entries have
been imported. Figure shows an example:

METHOD 3: PROVISIONING MANAGER WITH ACTIVE DIRECTORY

Only a single MiCollab Server is supported. Active Directory is not supported with multiple
MiCollab servers.
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MiVoice MX-ONE

MX-ONE
Service Mode 1
10 K SIP Users

Active Directory

User: John, DN = 100001 plus
other types of information

€+

Provisioning

User: John, DN = 100001 plus
other types of information

IManager

Provisioning Manager stores
the information and sends it
to the MiCollab user: John,
DM = 100001 plus other
types of information

Figure 140: Active Directory Support

MiCollab Application Suite

(MiCollab Client, AW\,
NuPoint, MBG, and CTI
Server)

10. Set up Active Directory in the Provisioning Manager and sync it (see Figure 141). The user
entries from the Active Directory server are added to the Provisioning Manager (see Figure

142).
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Active Directony

Active Directory Server - Change

(2o |
SRl Corfoure Domans |
General Settings
(! 1P address: o nd e
# Post: m
¥ User Name: st aeneg manage
@ Password: P—
(® Confirm Password: —
MNaotification
(# Emad Address: s T TR R R
Rules
(T Create Default Password: #
@ Automatically Remove Users: [+
(@ Scan for Removad Users Interval [m]: z
Extension Handling
(¥ Extension/Madbox Handkng: Try 033G SEherw 34 SrHate P ATiECECAMABCT
(¥ Extension Number Length: ]

Mailbax Handling
No OneBox Server subsystem is available Please intiate through Add Subsystem task.

(¥ UDF Mapping:
Remove Active Directory Server Configuration
[aemy |

e Active Directory Server - Change

Backup & Restore

import

Export

IR conngure Domains

Scheduling
Active Directory

138

Create

(aee)

Search Domains

Q /% »@)U-Mmlib_ﬂmin.DC'aas,DCwmd,DC'H,DC'aastra.DC-wm

Figure 141: Set up and Sync
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(%) Enter User Name(s), Extension Number, Department: -

%) Imported from: a = Users added in PM fromAD
View Maximum rows per page 0 -
| T UserId % LastName *; FirstName <; Extension/Telephony System <, Department(s) *; Importfrom <, Customer <
a W admin_micollab  micollab admin Mitel Networks Corporation .
1 Q /2 % andre.freitas Freitas André 8010 / MXONE-MICOLLAB MiCollab @
1 & # ® [ anna.gunnarson Gunarson Anna 8000 / MXONE-MICOLLAB Mitel Networks Corporation
1Q 7% antonio.moura  Moura Antonio 8011/ MXONE-MICOLLAB MiCollab Active Directory
1 O, ¢ R’ 5 emma.larson Larsson Emma 8001 / MXONE-MICOLLAB Mitel Networks Corporation
| O, ¢ X’ |3 jean.andersson Andersson Jean 8002 f MXONE-MICOLLAB Mitel Networks Corporation
] Q #Z X Jjohn.smithson Smithson John 6001 / MXONE-MICOLLAB Mitel Networks Corporation
1 Q #Z X maria.souza Souza Maria 8012 / MXONE-MICOLLAB MiCollab Active Directory
1 & ¢ R [ mauro.camarge Camargo Mauro 8014 / MXONE-MICOLLAB MiCollab Active Directory
] Q #Z X% paulo.severine  Severino Paulo 8014 / MXONE-MICOLLAB MiCollab Active Directory
1 QA 2 % peter.samuelson Samuelson Peter 8004 / MXONE-MICOLLAB Mitel Networks Corporation
[ craege.. | [ Rumove | [ Prov.. | [ Compam | [ vaw

Figure 142: Users Added to Provisioning Manager

Note: User is updated in MiCollab Detained Queue when Active Directory sync is done with single
MiCollab Server in Provisioning Manager.

11. Export the MiCollab users from the Provisioning Manager to a CSV file.

12. Import the users into the Users and Services Bulk Provisioning tool.

Users and Services

Mhe Users and Sendces directory allows you to maintain user data and assign or remove user serdces. The directory lists the usemames and office numbers of the MiCollab usen
paly available if they have been installed on the server as an application bliade and are boensed

Users  Metwork Element | User Templates  User Roles  Locations | Departments | Bulk User Provisioning

Upde | Manape Detained Gueue |~

L] OF  Tmestamp First liame Last Name Domain Logn D Email iddness Role ™ Prime Phane
¥ A INEOT-08 N IET1355  Mawrs Camangs maunz cama . masrp camargoioas masesestra . UCC (VED)Entry  BO14
= A 20150708 112030541 André Fretas andre frefas  andre fretasg@ass rmd se ssstacom  UEE (Va0)Entry  BO10
# A INS07-06 NI 0TS Anlonis Megn alanin moure  anbanid Moo aigeas. ind b6 asatre com UCC (VA D) Entry 8011
J i 20050708 112020 W Pauld Sevenns pauio severing paulo severno@aas.md se sastrac. . UCC (V40)Entry  BO13
] A 20150708 112520332 Usre Souza Operation Progress R L

Cadrant Racord (Login D) | Suft CAMago
Opargimng Procassed | ook of 5 (0%
Ermor count ; ©

MiCollab
Bulk User Provisioning/Manage Detained Queue

Figure 143: Users Added to MiCollab Bulk User Provisioning Detained Queue

13. Importthe users from the Bulk User Provisioning tool into the MiCollab directory by selecting
the entries and then clicking Save. Figure 144 shows the entries imported into the Users
and Services application. Figure 145 shows an example entry in the Provisioning Manager.
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Users and Services ﬂ

That Lisain and Saraces direciory allows you 1o maemtan user dats and assign of i user seracas. The Soeclony Bits the esemames and offce numbss
ooy pemslabia ll.hll'rl'll'ﬂ Eoriteny prisialed o6 fht Sérast 55 30 appic ation bads and ae bCisrdmed

| ugarn | Elsmeni  User Templales  Used Roles  Lac Depariments | Bulk User ]
Search * [(Search | Saowal | Usassigned sevices: 2 (\iew)  Total sumber of users: T
mu'l:-lu.- » BE
_Aad |_cusck Ade |
[ | Larst Hasmar Firsd Hame Pharveis ) m""" sl Clseivd mnm."'l Tebeworion
ARETEE Juan BOZ v ¥
Camargn Maurn BON v ¥
Entilaa A B0 v ¥
Lamangen Arna o ¥ ¥ ¥ v
B Lamisn Erra ] ¥ ¥
TR Aanbire BoTY W ¥
Sameslson Flatar Bod ¥ v
. Pl B3 b ¥
SrEhgoe John B i
Saura Masia oz v ¥
[had |
MiCollab

Lsers and Services Page

Figure 144: Users Added to USP Directory
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User - Change - paulo.severino

Service Summary  ESIREHIIY

Extension

) Assigned Extensions: Extension Number

Q 7 % so14

=

~3)

(?) Assign Existing Extension:  Extension Number

(?) Template For New Extension: <Seizot tempizter
(?) Add New Extension:
MiCollab Server
(?) Telephony System: MXONE-MICOLLAR
(3) MiCollab Role: UCC (V4.0 Enty
(2) Prompt Language: System Defautt
Advanced...

Telephony System
MXONE-MICOLLAB

Telephony System
MXONE-MICOLLAE

Micollab Extension

g

Micollab Extension

0

Figure 145: Provisioning Manager User Page
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MAPPING ACTIVE DIRECTORY FIELDS TO
PROVISIONING MANAGER

1. Under Users > UDF Mapping select the Active Directory Field that needs to be mapped
to Provisioning Manager.

Users Services Administrators System Logs QOwn Settings

User Departments UDF Mapping Unlock

UDF Mapping - Users

Apply Cancel

PM UDF Field Type Active Directory Fields
(@ UDF1: Nene - HNone tl [[rexd only
@ upF2: Nane - Frofile Path e [T/Read\Only
= Login Script -
@ UDF3: None - Title Read Qnly
(@ UDF4: None - [Cmﬂﬁftmﬂ"t [[IRead only Fields fi
i ompan:
@ UDFs: None hd Manapgery [CIRead only Alet' 2 |50m t
@ upFe: Nane - Fax . [Cread onl| th(;ltv(?an Igzc ory
_ Fax (Ot _
() UDF7: None ~ I:;éun:f:ilmber [[IRead onl dt
@ upFe: None - 1P Phone Number (others) FlRead onl mappedio
@ £ = Room Number = Provisioning
7 UDFo: None Secretary fead Manager
@ UDF10: None ~ Assistant Name [CIRead Ofily
- Mabile Number
@ : -
9 L N Mobile Number (others) = CIread gnly
(@ UDF12: None - Info
@ UDF13: None - Employe-l)
: ) Employee Number B
(3 UDF14: None - Home Phone 4 [C)Read only
(@ UDF15: None - TIRead only
(@ UDF16: None - [CIRead only
(3 UDF17: None - HNone [[IRead only
(@ UDFi8: None - HNone [Mread only
(@ UDF19: None - None - [[IRead only
(@ UDF20: None - None - [CIRead Only
(@ UDF21: None - HNone - [[read only
@ UDF22: None - None - [[IRead only
(@ UDF23: None - None - [CIRead Only
(3 UDF24: None - Hone - [[IRead only

Figure 146: UDF Mapping User Page
2. Enter the Provisioning Manager name select UDF Field Type.

Note: Deselect the Read Only button to allow user information editing in Provisioning Manager. By
default Read Only option is selected.

UDF25: None » None T [ read Only
UDF26: None i) None ¥ [ read Only
7 UDF27: None A None - [CIrRead oOnly
o Default
UDF28: None - None - [[IRead only
¥ inPM

UDF29: None T None T [ read Only

UDF320: None

UDF31: Business Home Fhone

UDF32:
UDF33:
?) UDF34:

Business 2 OTHER HOME PHONE - Home Phone (others)
MOBILE NUMBER

OTHER MOBILE NUMBER ad Mobile Number (others)

[¥| rRead Only

Mobile Phone Mabile Number [¥| read only

Mobile Phone 2

Names can be Phone Numbers thatcan be
changed mapped to the MiCollab
Client

Figure 147: UDF Mapping User Page - cont.
3. Click Apply.
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ACTIVE DIRECTORY FIELDS

IN PROVISIONING MANAGER

* Click Users > User > Change - anagram to display the UDF mapped information.

Note: Names of the Active Directory fields can be changed in UDF Mapping.

Users Services Administrators System Logs Own Settings

User Departments UDF Mapping

User - Change - anagram

Apply | | cancel

Scheduling

@ LastName: * Gram

(@ Confirm Password:

ress: @ sms:
(@ Alternate First Names: (@ Aternate Last Names:
@ Keywords:

User Defined Fields

@ DID Number: + 39531 @ Extenal Number: + 7911

Phone Numbers thatcan
be mapped to the MiCollab

tected ); Location(s): Cllent
Lab133; Globen ~
Names can be
changed in the Names can be
UDF mapping changed in the
UDF mapping
)
S 9. Mave Down
¢ Note: The first in Selected D ) list is primary d
Preferences

@ Use Last Selaction: il
(@ Provisioning Manager Language: English ~

Figure 148: Active Directory Fields in Provisioning Manager
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IN MICOLLAB

1. Log into the MiCollab server manager.

2. Under Applications, click Users and Services.

3. Click the Users tab.

Avplications “ Users and Services

Audio, Web and Video
Conferencing

MiVoice Border Gatevay
NuPoint Web Console
MiCollab Client Service

MiCollab Client
Deployment

Licensing Information

Servicelink
Install Applications

‘Users\NeMorkE\emeul User Templates = UserRoles = Locations = D

Bulk User Provisioning

Search” *

View: 10 Results + at atime

Unassigned senices: 3 {View) Total number of users: 8

Deploy NiCollab Clents v

®

The Users and Senices directory allows you to maintain user data and assign or remove user services. The directory lists the usemames and office numbers of the MiCallab users, and shows the services that have been assigned to
each user. Services are only available if they have been installed on the server as an application blade and are licensed

Status

Administration HuPoint Unified . Audio, Web and
Wi [ |Last Name First Name: ‘Phons;s} Wessaging ‘MlCnHabCHent Video C !Te\eworker ‘
Beckup Phone Numbers
View log files .
Event viewsr 0 Gam Ana rece!vgd from
System nformation Provisioning Manager
System monitoring L
System users [ Gram Bravo 102 v v v
Shutdovwn or reconfigure
Vitualzation O Gam Charlie 13 Y v v

Configuration 0 Gam Detta 4205 v ' 4
Integrated Directory
Senice [ Gam Echo 41100 " v "4
MiCollab Client Integration
Wizard [ Gam Foxtrot 41505 v v v
MiCollab Settings
MiCallab Language 0 Gam Golf anot v 4 4
Vidya Seiings 0 Gam Hotel 41506 4 v v
Networks

E-mail seftings

Google Apps
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Figure 149: Active Directory Fields in MiCollab

4. Click on a User to see the details.

5. Click on Phones tab.

Applications

Audic, Web and Video
Conferencing

MiVoice Border Gatevay

NuPoint Web Console

MiCollab Client Service

MiCollab Client

Deployment

Licensing Information
ServiceLink

Install Applications
Status

Web services

Eackup
View log files
Evant viswer

System information

em monitoring
System users

Shutdovn or reconfigure
Virtualization

Configuration
Integrated Diractory
Service

MiCollab Client Integration
Wizard

Micollab Settings
MiCollab Language

Vidyo Settings

Netwarks

E-mail settings

Google Apps

DHCP

Date and Time
Hostnamas and addresses
Domains

IPv6-in-1Pv4 Tunnel

shms

Frharnat Farde

m

Edit User - Gram, Ana

user | Phones | NuPoint Unified Messaging

MiCollab Client _ Audio, Web and Video Conferencing _ Teleworker

+ 139527
ice Label: Home Phone 2
*Mumber: + 39527
+ 39528
Senvice Label: Mobile Number 2
"Number: + 39528
+ 39529
Senvice Label: Mobile Number
"Number: + 39529
e )

41411 (on jan2.MX-ONE1)

Senvice Label: Home Phone

30530

E

Figure 150: Active Directory Fields in MiCollab - cont.

Senvice Label: Deskphone
"Number: 41411
SIP Password: eesee
Confirm SIP Password: eesss
Deployment Profile:  default ~ + Status' Deployed
[¥  Send Deployment Email

Phone Numbers

}——p received from
Provisioning Manager
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© © N o

Applications
Users =nd Services
Audio, Web and Video
Conferencing
MiVoice Border Gatevay
HuPoint Web Console

MiCollzb Clisnt
Deployment

Licensing Information

ServiceLink

Install Applications
Status

Wab services
Backup
View log files

Event viswer

System information
System monitoring
System users

Shutdown or reconfigure

Virtualization

Configuration

Integrated Directory
Service

MiCollab Client Integration
Wizard

MiCollab Settings
MiCollab Language
Vidyo Settings

Hetworks

E-mail ssttings
Google Apps
DHCP

Date and Time

Hostnames and addresses
Domazins

: IPw6-in-1Pv4 Tunnel

n

Click on a User to see the details.

. Select Phone Numbers.

Account Details

“ Login Settings

First name: Ana

Widdle nams:

Last name: Gram

Login ID (case insensitive): anagram

Password:

PBX node: 192.168.133.2 (jan2.MX-0Oh
Mailbax number 41411

Voice mail server;

Woice mail public number:

Language: [Default] i
Country: United Kingdom

[7] Reset dynamic statuses on save

Licensed Features

Phone Numbers

O

OooooOoO

Type PRG Label Number
Voice Mail oicemail 41900
Desk Phone DeskPhone 41411
SIP Softphone SoftPhone

Phone Home Phone

Phone Mobile Number

Phone Home Phone 2

Phone Mobile Number 2

. Under Applications, click MiCollab Client Service.

Click Configure MiCollab Client Service and then select Accounts tab.

[¥] Allow user to upioad display picture

== Upioad New: Photo.

[Add] [Delete
MAC Address Published Video Capable
No No e
Ves No 4
Yes No &
Yes No P
Ves No ¥ 4
Yes No 7
Yes No '

Figure 151: Active Directory Fields in MiCollab - cont.

Phone Numbers
» received from
Provisioning Manager
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IN MICOLLAB CLIENT
1. Log into the MiCollab Client.

2. Right click on a user and select Contact Information.

Ana Gram - Contact Information [x]

Name: Ana Gram
Comparny Name

Cw otify me when this user logs in.

Phone Numbers +

| Type  Deseription Mumber Account Code Default

| @ Desk phone 41411 i B

. 3 Softphone 41411
& Home Phone

s Phone Numbers

&  Mobile Number | » received from
® Home Phone 2 L Provisioning Manager
&  Mobile Number 2 39528 -

E-mail Addresses +

| Deseription Email Adcress Default

| £om

IM Addresses

|'lypc Description Account ID Defauly

[ UC IM anagram@labliImasilmde...

Cther information

Type

Company address country  Sweden -
Business Fax - 811

Location Globen |

-

Figure 152: Active Directory Fields in MiCollab Client

MICOLLAB ADVANCED MESSAGING SETUP IN PROVISIONING
MANAGER

ADD EXISTING MAILBOX
1. In provisioning manager, click Users > User > Service Summary.
2. Select MiCollab AM in the drop down menu.

Note: MiCollab Advanced Messaging Server option is available only if MiCollab Advanced Messaging
Server is defined in the sub-system.
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User Departments

ers Services Administrators

System Logs Own Settings

User - Change - teriksson Help
[T REn Al 11iCollab Configuration

Extension
(@) Assigned Extensions: Extension Number MiVoice MX-ONE

Q 7 R s7118 1. Inhouse
(@) Assign Existing Extension: ~ Extension Number MiVoice MX-ONE
| [1 Inhouse
") Template For New Extension:

Add New Extension:

Mailbox
(@ Assign Existing Mailbox: Mailbox Number MiCollab Advanced Messaging Server

< 67118 | [MiCollab AM ~]
(@ Add New Mailbox:
Figure 153: Add Existing Mailbox

3. Enter the extension number for the user in Mailbox Number and click Apply.

CREATE NEW MAILBOX

1. In provisioning manager, click Users > User > Service Summary.

2. Click Add under Mailbox section.
ers Services Administrators System Logs Own Settings
= Departments UDF ! Un

Help

User - Change - teriksson

Service Summary

Extension

(=)

") Assigned Extensions:

)

) Assign Existing Extension:

") Template For New Extension:

Add New Extension:

Mailbox
(@) Assign Existing Mailbox:

(@ Add New Mailbox:

MiCollab Configuration | Scheduling

Extension Number MiVoice MX-ONE
Q 7 R s7118 1. Inhouse
Extension Number MiVoice MX-ONE

| [1 Inhouse

F)

Mailbox Number MiCollab Advanced Messaging Server

Figure 154: Create New Mailbox
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3. Select MiCollab AM in the drop down menu and click Next.

Services Administrators System Logs Own Settings

Mailbox - Add -Step 1/ 2 Help

<-Back Continue

(@ MiCollab Advanced Messaging Server:  |MiCollab AM v m

<- Back Continus

Figure 155: Mailbox - Add

4. Enter Mailbox Id, Mailbox Extension, and Subscriber Name to setup the mailbox.

Users Services Administrators System Logs Own Settings

Multistep - Previous task

<- Back User - Change Service Summary

Mailbox - Add - Step 2/ 2

| <- Back ‘ Next > | Continue | ‘ Cancel ‘

) Advanced Messaging Server: MiCollab AM
Mailbox Id: * |67118
Mailbox Extension: * 67118

Subscriber Name: # |Tomas Eriksson

Class of Service: None

Message Retention : ® Unlimited

) Number of days
Security Code

?) Password: l:l
Confirm Password: l:l
Message Waiting Indicator
Enable MWI:

Current MWI:

Clear On:

Inbox is empty
First unread message read
 All unread messages read

Messaging Presentation
(7) Presentation:
[ aute play first message
[sort urgent first
) Listen by Type: ]
Order by: O First in first out
Last in first out

E-mail
) E-mail Server: None M
E-mail Address:
E-mail Display Name:
?) Message Access by Client Application:

None

Unified message

® 1CA/WPM
Alternate Extension
Extension Number Media Type MWI Name
Extension 1: l:l ]
Extension 2: Secondary voice hd
(@ Extension 3: Secondary voice M

[ <-Back | | Next-> | [ Continue | [ Cancel |

Figure 156: Mailbox - Add - cont.
5. Click Continue.
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Note: MiCollab Advanced Messaging Server is setup in the MiCollab.

Services Administrators System Logs Own Settings

User - Change - teriksson Help

Service Summary MiCollab Configuration Scheduling

Extension
(@) Assigned Extensions: Extension Number MiVoice MX-ONE
Q 7 R s7118 1. Inhouse
(@) Assign Existing Extension: Extension Number MiVoice MX-ONE

I | [1Inhouse v

Template For New Extension: <Select template> v

Add New Extension:

Mailbox
(@ Assigned Mailboxes: Mailbox Number MiCollab Advanced Messaging Server
Q 7 X 67118 Micollab AM
(@) Assign Existing Mailbox: Mailbox Number MiCollab Advanced Messaging Server

[ | [MiCollab AM ~]

(@ Add New Mailbox:

Figure 157: Create New Mailbox - cont.
6. Click Apply.

7. Under MiCollab Configuration tab, select the MiCollab details.

Services Administrators System Logs Own Settings

Unlock

User - Change - MiCollabUserTest
[ Apply | [ Cancel |

Micollab Configuration [ TLLe

(@ Assign MiCollab Extension(Extension, LIM IP): [6001,192.168.28.9 v |

Secondary Extension: 5002,192.168.28.9 ¥

) MicCollab Pool : 1 -

MicCollab Servers: MiCollab-Stockholm v

MiCollab Role: UCC Premium MXONE-MiCollab ¥
Prompt Language: System Default A

Enable AD Authentication:

[etppiyy| ([Cancel)|

Figure 158: MiCollab Configuration
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8. Click Apply.

Lice Senices. Adminstrators System Logs Owm Settings

» User id

User

Property WValue

User 1d teriksson

First Name Tomas

Last Name Eriksson

Email Address ‘tomas.eriksson gmitel com
Micollab Configuration

HiCellab Pool

MiCollab Sarver 0. 8

HiCollab Role Fremium User MAM Glaben
Prompt Language System Default
Department(s)

Department{s) \Technical Support; Stockholm

Aastra
Aastra; Stockhclm

Kol

Aastra i
Aastra\Enterpeise PBX Solutions\Users; Stockhodm
Aastra ise PEX

Prelerences

Use Last Selection tia

Provisioning Manager Language English

Service Summary

Property Jalie

Extensions

Extension / Mivoice MX-ONE 67118/1. Inhouse %
Mailboxes

Mailbox / MiCollab Advanced Messaging Server  griig/MiCollab AM &4

Change This... | [ Removs This | [ Add From This. | [ Done |

Figure 159: User - Change - Result
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MIVOICE MX-ONE MESSAGE DIVERSION PROFILES
AND FEATURE CODES

MiCollab Client uses the following default Message Diversion Profiles and associated feature
codes (*23*<digit 0-9>#):

Digit Status

Lunch break
Gone for the day
Away from desk
In a meeting
Business trip
Visiting customer
Vacation

Not available
Back soon

© 00 N O o~ WO N -~ O

Sick-leave

You can reorder the Message Diversion activities list:

1. Create a script.txt file with the profiles and feature codes:
Example:

Diversion Profiles;LunchBreak;0
Diversion Profiles;GoneForTheDay;8
Diversion Profiles;AwayFromDesk;2
Diversion Profiles;InAMeeting;3
Diversion Profiles;BusinessTrip;4
Diversion Profiles;VisitingACustomer;5
Diversion Profiles;Vacation;6
Diversion Profiles;NotAvailable;7
Diversion Profiles;BackSoon;1
Diversion Profiles;SickLeave;9

2. Copy the file to directory “/opt/CstaProxy/config”
3. Open a terminal and switch to this directory

4. Run the following two commands:

sqlite3 csta_config.sqlite "delete from ini where section = 'diversion profiles';

echo -e '.separator ";"\n.import script.txt ini' | sqlite3 csta_config.sqlite
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Audio, Web and Video Conferencing Voice Prompts

VOICE PROMPTS

The following table lists the English (United States) voice prompts available in the MiCollab
Audio, Web and Video Conferencing product. The prompt numbers and names listed are the
same for all available languages.

The following table lists the English (United States) voice prompts.

# PROMPT NAME SCRIPT

0 TURN_OFF_MUSIC To turn off the music, press one.

1 WELCOME Welcome to the conference center.

2 ENTER_PIN Enter an access code, and then press #. To cancel, press *.
3 CANCELLED_RETRY Cancelled. Please try again.

4 FIRST_BADPIN That access code isn’t recognized — please try again.

5 NEXT_BAD_PIN That access code isn’t recognized.

6 REENTER_PIN To enter another code, press *.

7 REENTER_END To enter another code, press *, or to end this call, press #.

8 REENTER_ASSIST To enter another code, press *, or for assistance, press zero.
9 SAY_NAME At the tone, say your name and then press #. <beep>

10 | NO_LEADER The leader hasn’t activated this call yet. Please stay on the line.
1 GOODBYE Thank you for calling the conference center. Goodbye.

12 | CONNECTING One moment while your call is connected.

13 | TOO_EARLY That conference hasn’t started yet.

14 | TOO_LATE That conference has already ended.

15 | CALL_NOT_AVAIL That conference isn’t available now.

16 | NO_OPER I'm sorry, the operator isn’t available now.

17 | FIRSTCALLER You're the first person in this conference. Please stay on the line.
18 | CAN'T_COMPLETE Sorry, we're unable to complete your call.

19 | CALLER_UNAVAIL That person isn’t available right now.

20 |ZERO Zero

Page 1 of 6
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# PROMPT NAME SCRIPT

21 |ONE One

20 |TWO Two

23 | THREE Three

24 | FOUR Four

o5 | FIVE Five

26 | SIX Six

27 | SEVEN Seven

28 | EIGHT Eight

29 | NINE Nine

30 | ONE_MOMENT One moment, please.

31 NO_PORTS All circuits are busy. Please try again in a few minutes.

32 | DBL_POUND At any time, you may press the # key twice for a list of options.

33 | RECORDING_END The recording has ended. To start again, press one. Otherwise, you may
hang up.

34 |PAUSED Paused. To resume, press two.

35 | RECORDINGS Recordings

36 DIALOUT_CONFIRM You've been invited to a conference call. To join, press one. To decline,
press two.

37 | DECLINED Invitation declined. Goodbye.

40 | LIST_NAMES For a list of names, press three.

41 PLACE_CALL To place a call, press two.

42 | NO_NAMES Names are not available.

43 | RETURN_CONF To return to the conference, press *.

44 | INVALID_OPTION Sorry, that’s not a recognized option.

45 | OPTION_NA Sorry, that option isn’t available.

46 | RETURNING Returning to conference.

47 | 2ND_LEG_2WAY Do you want to keep this call? To keep the call and return to the

conference, press one. To drop the call and return, press two.

Page 2 of 6

156




Audio, Web and Video Conferencing Voice Prompts

# PROMPT NAME SCRIPT

48 | BUSY That number is busy.

49 | CALL_2WAY To return to the conference, press *. To try another number, press one.

50 |CANT_JOIN I’'m sorry. The call leader hasn’t given approval for you to join this
conference. Goodbye.

51 HUNG_UP The person you called is no longer on the line.

52 | INCOMPLETE_CALL Sorry, we couldn’t complete your call.

53 | JOINING Now joining...

54 | NAME_2WAY I’'m not sure if you recorded a name. To keep this recording, press one.
To try again, press two.

55 | NEXT_NO_NAME Sorry, | still didn’t hear you say a name. You can't join the conference
until you record your name. To try again, press one.

56 | NO_ANSWER There’s no answer at that number.

57 | MAGIC_KEY Ready to place a call. To return to the conference at any time, press the
* key twice.

58 | NO_NAME Sorry, | didn’t hear you say a name.

59 | RECORD_CANCELLED Recording cancelled.

60 ROLLCALL To cancel the list at any time, press *.

61 ROLLCALL_2WAY To return to the conference, press *. To repeat the list, press one.

62 | CANCELLED Cancelled.

63 | ENTER_NUMBER Enter a phone number. When you have finished, press #.

64 | DIAL_ANOTHER Cancelled. You may dial another number now, or to return to the
conference, press *.

65 | INVALID_PHONE Sorry, we're unable to call that number. You may dial another number
now, or to return to the conference, press *.

66 | INVALID_PHONE2 Sorry, that phone number isn’t valid.

67 | COUNT1 There are...

68 | COUNT2 ...people in this call.

69 TEN Ten

70 | ELEVEN Eleven

71 | TWELVE Twelve
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# PROMPT NAME SCRIPT

72 | THIRTEEN Thirteen

73 | FOURTEEN Fourteen

74 | FIFTEEN Fifteen

75 | SIXTEEN Sixteen

76 | SEVENTEEN Seventeen

77 | EIGHTEEN Eighteen

78 | NINETEEN Nineteen

79 | TWENTY Twenty

g0 | THIRTY Thirty

g1 | FORTY Forty

g2 | FIFTY Fifty

83 | SIXTY Sixty

84 | SEVENTY Seventy

g5 | EIGHTY Eighty

86 | NINETY Ninety

g7 | HUNDRED Hundred

gg | OPTIONS Options.

89 DROPPED The call has been dropped.

90 |ONE_CALLER There is one person in this call.

91 |MUTE To mute your line, press one.

92 | UNMUTE To unmute your line, press one.

93 NUMCALLERS To hear the number of callers, press three.

94 | CHECK_RETURN To return to the conference, press * now. Otherwise select from the
following options...

95 | NAMES Names.

96 | DIALOUT_NO_PORTS All circuits are busy. Please try your call again in a few minutes.
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# PROMPT NAME SCRIPT

97 |RECORD This call is being recorded.

98 |REC_STOP The recording has been stopped.

99 | TRYLATER Please try your call again in a few minutes.

100 | JOIN_TONE <Rising beep tone>

101 | LEAVE_TONE <Descending beep tone>

102 | MUTE_TONE <double beep tone>

103 | UNMUTE_TONE <triple beep tone>

104 | DIALTOJOIN To join the call press one.

105 | EOCP_CONFWILLEND This conference will end in...

106 | EOCP_MINUTES ...minutes.

107 | EOCP_ENDNOW Please conclude your conference now to avoid being disconnected when
this conference terminates.

108 | EOCP_LDREXTEND The designated leader will now be asked to extend this conference. You
may continue this conference while the leader is away.

109 | EOCP_LDRMNU1 Extend conference. Press the * key to cancel and return to the
conference at any time.

110 | EOCP_LDRMNU2 To extend the conference for 15 minutes, press one; for 30 minutes,
press two, for 45 minutes, press three; for 60 minutes, press four.

111 | EOCP_EXTGOOD This conference has been extended successfully.

112 | EOCP_EXTFAIL I'm sorry, currently there are not enough ports available to extend this
conference for that length of time.

113 | EOCP_TOOLONG Please select a shorter extension period...

114 | EOCP_ENDED This call has ended. Goodbye.

115 | EOCP_LDRMNU3 ...or press the * key to return to the conference.

116 | AUDIO_LOCKED This conference has been locked by the leader.

117 | AUDIO_LK_MNU1 To lock this conference, press 5.

118 | AUDIO_LK_MNUZ2 To unlock this conference, press 5.

119 | AUDIO_LK_ST_1 This meeting is now locked.

120 |AUDIO_LK_ST_2 This meeting is now unlocked.
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# PROMPT NAME SCRIPT

121 | PID_TOGGLE To enter a Personal ID, press star.

122 | PID_SELECT Enter your Personal ID, then press pound.

123 | ACODE_TOGGLE To enter an Access Code, press star.

124 | PID_SKIP To skip your Personal ID, press star.

125 | PID_RETRY That Personal ID isn’t recognized, please try again.

126 | PID_FINAL That Personal ID isn’t recognized.

127 | PID_APPROVAL Access to this conference requires leader approval.

128 | PID_LEADER Contact your Conference Leader to accept your request to attend this
conference.

129 |PID_MNU_4 To enter your Personal ID, press 4.

130 | PID_MNU_RET To return to the conference, press star.

131 | PID_NOT_REG That Personal ID isn't registered for this conference.

132 | PID_CHG_FAIL There was an error when attempting to change your Personal ID.

133 | ACODE_SELECT Enter an Access Code, then press pound.

134 |JOIN_MUTED Your audio is muted. You can hear the conference but cannot speak
unless enabled by the conference leader.

135 | DUPLICATE_PID This conference restricts duplicate Personal IDs. That Personal ID is
already in use.

136 | AUDIO_ONLY_CONF You have accessed an audio-only conference. Video is not available.
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